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In today’s digital age, the risks to data and infrastructure have increased in both
range and complexity. As a result, companies need to adopt cutting-edge artificial
intelligence (AI) solutions to effectively detect and counter potential threats. This
handbook fills the existing knowledge gap by bringing together a team of experts to
discuss the latest advancements in security systems powered by Al. The handbook
offers valuable insights on proactive strategies, threat mitigation techniques, and
comprehensive tactics for safeguarding sensitive data.

Handbook of Al-Driven Threat Detection and Prevention: A Holistic Approach
to Security explores Al-driven threat detection and prevention, and covers a wide
array of topics such as machine learning algorithms, deep learning, natural language
processing, and so on. The holistic view offers a deep understanding of the subject
matter as it brings together insights and contributions from experts from around the
world and various disciplines including computer science, cybersecurity, data sci-
ence, and ethics. This comprehensive resource provides a well-rounded perspective
on the topic and includes real-world applications of Al in threat detection and pre-
vention emphasized through case studies and practical examples that showcase how
Al technologies are currently being utilized to enhance security measures. Ethical
considerations in Al-driven security are highlighted, addressing important ques-
tions related to privacy, bias, and the responsible use of Al in a security context. The
investigation of emerging trends and future possibilities in Al-driven security offers
insights into the potential impact of technologies like quantum computing and block-
chain on threat detection and prevention.

This handbook serves as a valuable resource for security professionals, researchers,
policymakers, and individuals interested in understanding the intersection of Al and
security. It equips readers with the knowledge and expertise to navigate the complex
world of Al-driven threat detection and prevention. This is accomplished by synthe-
sizing current research, insights, and real-world experiences.
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Preface

The significance of security in the contemporary digital era cannot be overempha-
sized. The continuous progression of technology has presented remarkable prospects
for both enterprises and individuals; but, it has also rendered us susceptible to a con-
stantly changing array of risks and weaknesses. The increasing prevalence of cyber-
attacks targeting vital infrastructure and the theft of personal data has underscored
the imperative for the implementation of resilient and flexible security solutions.

The primary objective of this edited volume is to critically examine the urgent
concerns pertaining to security within the context of the era of artificial intelligence
(AI). AT has swiftly evolved as a potent instrument in the possession of both security
experts and malevolent entities. Therefore, it is crucial to comprehend, utilize, and
mitigate the potential security ramifications of Al. A broad assemblage of specialists
and prominent figures from academia, industry, and government has been convened
to delve into the intricate realm of Al-driven threat identification and prevention.
The objective of this book is to offer a complete examination of the impact of Al on
contemporary security procedures, encompassing both the obstacles and opportuni-
ties that arise from its use.

The authors of this compilation have explored a diverse array of subjects, encom-
passing the utilization of machine learning and deep learning in the identification of
potential risks, the ethical implications of Al in the realm of security, the implemen-
tation of Al in responding to incidents, and the influence of Al on the formulation of
forthcoming security plans. The chapters in this book delve into both the technical
components of security driven by Al, and the wider socio-political and ethical con-
siderations associated with it.

In our capacity as the editors of this publication, we express our aspirations for
this book to function as a significant and beneficial asset for security professionals,
researchers, policymakers, and individuals with a vested interest in comprehend-
ing the convergence of Al and security. Our objective is to provide readers with the
essential information and skills to effectively navigate the dynamic and intricate
realm of Al-driven threat identification and prevention. This will be achieved by
consolidating current research, insights, and practical experiences.
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’I Understanding Al and
Machine Learning
In Security

Pankaj Bhambri

1.1 INTRODUCTION

Artificial intelligence (AI) and machine learning (ML) are transforming the cyberse-
curity domain by providing sophisticated functionalities to promptly identify, assess,
and counteract cyber threats in real time [1]. These technologies augment conven-
tional security measures by utilizing extensive data to detect trends and abnormali-
ties that could suggest hostile behavior. Al and ML methods, including supervised,
unsupervised, and reinforcement learning, facilitate the automation of threat iden-
tification and prevention. This leads to a substantial decrease in the amount of time
and effort needed for manual monitoring and reaction [2]. Al and ML offer agile
and resilient security solutions that may proactively identify and mitigate possible
breaches, hence preventing substantial damage by consistently acquiring knowledge
and adjusting to emerging threats [3]. Given the growing complexity of cyber threats,
it is crucial to incorporate Al and ML into security frameworks to ensure the preser-
vation of the integrity, confidentiality, and availability of digital assets.

1.1.1  ImpoRTANCE OF Al AND ML IN MODERN CYBERSECURITY

The significance of Al and ML in contemporary cybersecurity cannot be exag-
gerated, as they offer crucial improvements to conventional security methods in
response to progressively sophisticated cyber threats. Al and ML provide the exami-
nation of extensive volumes of data at unparalleled velocities, enabling the detection
of patterns and irregularities that could indicate possible breaches of security [4].
The ability to detect threats in real time is crucial for taking preemptive measures to
prevent damage. Al and ML streamline several elements of identifying and address-
ing threats, lessening the workload on human analysts, and enabling faster and more
effective countermeasures against attacks [5]. Through the process of continuously
acquiring knowledge from fresh data, these technologies adjust to changing envi-
ronments of potential harm, guaranteeing that security systems maintain their abil-
ity to withstand rising attacks. The incorporation of Al and ML into cybersecurity
frameworks is crucial in safeguarding sensitive data, preserving system integrity,
and assuring the resilience of organizations, as cyber-attacks become increasingly
intricate and frequent.

DOI: 10.1201/9781003521020-1 1
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1.1.2 OVERVIEW OF THE CHAPTER

This chapter presents a thorough examination of the influential impact of AI and
ML in the realm of cybersecurity. Due to the increasing complexity and volume of
cyber threats, conventional security methods frequently prove inadequate in effec-
tively reducing these risks. This chapter aims to bridge this gap by exploring how
AT and ML technologies enhance security protocols and create more resilient digital
defenses.

The chapter is started by laying a foundational understanding of Al and ML,
highlighting their distinct and synergistic contributions to security measures. This
section delves into the basic principles and historical evolution of these technologies,
setting the stage for more advanced discussions. The chapter classifies several Al
and ML strategies used in danger identification and prevention, including super-
vised, unsupervised, and reinforcement learning. Each category is explained with
an emphasis on its unique capabilities and applications in identifying and neutral-
izing cyber threats. Through detailed case studies and practical examples, real-world
applications of Al and ML in cybersecurity are demonstrated. These examples dem-
onstrate how these technologies can detect patterns, predict future security breaches,
and respond to threats in real time.

In addition to technical applications, the chapter also covers the integration of Al
and ML in different security domains, including network security, endpoint protec-
tion, and data security. Advanced topics such as anomaly detection, behavioral analy-
sis, and the use of neural networks in identifying malicious activities are discussed in
depth. Ethical and legal implications of Al-powered security solutions are examined,
with a focus on transparency, accountability, and privacy protection. Challenges and
obstacles in implementing these technologies are also addressed, including techni-
cal, organizational, and ethical concerns. Finally, the chapter explores future trends
in Al and ML for cybersecurity, highlighting emerging technologies and innovations
that are expected to shape the field. Predictive analytics and the potential for fore-
casting future security breaches are discussed, providing insights into the prospec-
tive trends that will influence the discipline.

By the end of this chapter, readers will have a thorough understanding of the
impact of Al and ML on cybersecurity, the challenges involved in their application,
and the future directions of these technologies. This knowledge will equip security
professionals, researchers, and policymakers with the necessary insights to leverage
AT and ML for building robust, adaptive, and resilient security frameworks.

1.2 FUNDAMENTALS OF ARTIFICIAL INTELLIGENCE AND
MACHINE LEARNING

ATl and ML are crucial technologies in contemporary cybersecurity, with each offer-
ing distinct and complimentary capacities to strengthen safety precautions [6]. Al
involves the creation of systems capable of executing activities that traditionally
necessitate human intelligence, including thinking, learning, and problem-solving.
ML, a branch of Al, is concerned with creating algorithms that enable computers
to learn from data and make predictions or judgments [7-9]. AI and ML depend on
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| Artificial Intelligence |

Machine Learning

Deep Learning | | Supervised Learning | | Unsupervised Learning | | Reinforcement Leaming

FIGURE 1.1 Artificial intelligence and machine learning.

extensive data and advanced algorithms to spot patterns and abnormalities, allowing
for proactive identification and reaction to threats. Supervised learning algorithms,
trained on labeled data, can classify and predict threats; while unsupervised learn-
ing can detect previously unknown threats by identifying outliers. Reinforcement
learning, which learns optimal actions through trial and error, can enhance adap-
tive security measures [10]. Together, these technologies provide powerful tools for
automating threat detection, analyzing vast datasets in real time, and continuously
improving security protocols in the face of evolving cyber threats. Figure 1.1 depicts
the relation of Al with ML.

1.2.1 Basic PrincipLEs oF Al AND ML

Some of the basic principles of Al [11] are as follows:

* Automation: Al seeks to automate processes that traditionally necessitate
human intelligence, such as logical thinking, acquiring knowledge, and
resolving problems.

* Data-driven: Al systems depend on huge amounts of data to acquire knowl-
edge of patterns and render judgments. Accurate data is essential for opti-
mal Al performance.

o Intelligence: Al systems aim to replicate human cognitive functions, such
as sensing, reasoning, and learning via experience.

* Adaptability: Al systems have the ability to adjust to new sources and
enhance their capabilities over time, frequently by means of self-learning
methods.

» [Interactivity: Many Al systems are designed to interact with users in a natu-
ral manner, understanding and processing human language or behaviors.

And basic principles of ML [12] are as follows:
* Learning from data: ML algorithms acquire knowledge from past data to

recognize patterns and provide predictions or judgments without the need
for explicit programming.
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* Types of learning:

* Supervised learning: The algorithm acquires knowledge from labeled data
by utilizing input-output pairs to make predictions about future outcomes.

*  Unsupervised learning: The algorithm acquires knowledge from data
that lacks labels, discerning patterns or clusters within the data.

* Reinforcement learning: The algorithm acquires knowledge by its
interaction with an environment, where it is provided with rewards or
punishments depending on its behaviors.

* Generalization: One of the main objectives in ML is to extrapolate from the
learning data in order to generate precise predictions on data that has not
been previously encountered.

* Model evaluation: ML models undergo evaluation using metrics such as
precision, recall, and F1 score to ascertain their performance on new data.

e Feature selection: Selecting relevant features (attributes) from the data is
crucial for improving model performance and reducing complexity.

These principles serve as the basis for creating and executing Al and ML systems in
several fields, including healthcare, finance, entertainment, and autonomous systems.

1.2.2  Key DIFreReNcEs AND COMPLEMENTARY ROLES

Key differences between Al and ML are as follows [13]:

* Scope:

e Al Itis a wide-ranging discipline that aims to develop systems capable of
doing activities that usually necessitate human intelligence, like logical
thinking, comprehending natural language, and seeing the environment.

e ML: It is a branch of Al that is dedicated to developing methods that
allow systems to learn through data and enhance their performance
without explicit programming.

* Functionality:

e AL It includes a range of methods, such as rule-based systems, trained
systems, along with neural networks, and others.

e ML.: It utilizes statistical methods and algorithms to facilitate machine
learning and data-driven predictions.

* Data requirement:

e AL It can operate with predefined rules and logic, sometimes requiring
less data.

e ML: It heavily relies on data; the performance of ML models improves
with more high-quality data.

* Applications:

e Al It has broader applications including robotics, natural language pro-
cessing (NLP), computer vision, and more.

e ML: It has more focused applications, often used within Al systems
for tasks like recommendation systems, fraud detection, and image
recognition.
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The complementary roles of Al and ML are as follows [14]:

* Enhancement of AI: ML enhances Al capabilities by providing the tools to
learn from data, making Al systems more adaptive and intelligent.

e Automation: While Al provides the framework for intelligent behavior, ML
automates decision-making processes by learning from data [15].

e Problem-solving: Al can integrate various techniques (including ML) to
address complex problems across diverse domains, from healthcare to
finance.

e [Innovation: The combination of AI and ML drives innovation, enabling
new applications and solutions that were not possible with traditional pro-
gramming methods.

1.2.3 HistoricAL CONTEXT AND EvoLuTION

The historical origins of Al and ML may be traced back to the second half of
the twentieth century, specifically to the Dartmouth Conference in 1956 where
the word “AI” was first introduced. This conference played a significant role in
establishing the foundation for future study in the field of AI [16]. Initially, Al was
primarily concerned with symbolic thinking and problem-solving. This was dem-
onstrated by programs such as the Logic Theorist and General Problem Solver [17].
The advent of neural networks in the 1980s was a significant milestone, but enthu-
siasm diminished due to constraints in computing capabilities and data availabil-
ity. The reemergence of Al in the twenty-first century, propelled by advancements
in computer power, the availability of large datasets, and improved algorithms, led
to the rapid development of ML, specifically deep learning. This has brought about
significant transformations in areas such as image and speech recognition [18]. The
advancement of Al and ML technologies has resulted in their extensive use across
several industries, revolutionizing our interaction with machines and the way we
handle information [19].

1.3 CATEGORIES OF Al AND ML TECHNIQUES IN SECURITY

The application of Al and ML techniques in the field of security can be classified
into various important domains: Anomaly detection refers to the employment
of algorithms to find atypical patterns in web traffic and user behavior, with
the purpose of detecting potential dangers. Intrusion detection systems (IDS)
employ ML models to identify and promptly react to harmful actions. Fraud
detection involves the use of ML models to analyze transaction patterns and
identify fraudulent transactions in real time. User authentication utilizes bio-
metric recognition as well as behavioral analysis to improve security measures.
Threat intelligence employs Al to analyze large amounts of data from different
sources in order to predict and mitigate possible threats to security [20]. These
categories demonstrate the growing integration of AI and ML techniques into
security structures in order to improve the capabilities of detecting, preventing,
and responding to threats.
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1.3.1  SuUPERVISED LEARNING

Supervised learning, a fundamental subset of ML in the wider field of Al is often
used in security situations to improve the identification and response to threat pro-
cesses. This method entails instructing algorithms using labeled datasets, wherein
input data is matched with appropriate output labels. This enables the model to dis-
cern patterns linked to certain security risks, such as spyware, phishing scams, or
attempts to gain access [21]. Supervised learning is often employed to categorize
emails as either legitimate or spam by utilizing past data, thus enhancing the preci-
sion of spam-filtering systems. Organizations can enhance their defenses against
progressively complex assaults by consistently providing the model with fresh data
and retraining it to react to evolving security threats. Supervised learning is essential
in automating and enhancing processes for making decisions in cybersecurity, hence
increasing the responsiveness and effectiveness of systems [22].

1.3.2  UNSUPERVISED LEARNING

Unsupervised learning is an essential subset of AI and ML methods that are
employed in security applications, namely for the purpose of detecting anomalies
and identifying threats. Unsupervised learning algorithms differ from supervised
learning algorithms in that they do not require labeled data. Instead, they evalu-
ate datasets without labels to discover concealed structures or patterns [23]. These
techniques in cybersecurity can detect abnormal activity in network traffic by dif-
ferentiating normal patterns from aberrant ones, hence identifying probable security
breaches or attacks [24]. Unsupervised learning aids in the categorization of similar
occurrences, enabling security teams to identify patterns and determine the order
of importance for their replies. Organizations can improve their ability to detect
threats and reduce risks by utilizing techniques such as clustering (e.g., k-means) and
dimensionality reduction (e.g., principal component analysis [PCA]). This can be
done without relying on large amounts of labeled datasets.

1.3.3 REINFORCEMENT LEARNING

Reinforcement learning (RL) is a potent subset of Al and ML methodologies that
concentrates on instructing agents to make decisions by repeatedly attempting
different actions and receiving feedback in the form of incentives or penalties. In
the context of security, RL can be utilized to enhance threat detection, response
systems, and adaptive security protocols [25]. For example, RL algorithms can
learn optimal strategies for identifying anomalies in network traffic or predicting
potential breaches by continuously interacting with the environment and adjust-
ing their policies based on evolving threats. This dynamic learning process allows
security systems to adapt to new attack patterns and vulnerabilities in real time,
significantly improving their efficacy in safeguarding sensitive data and infra-
structure [26]. By leveraging RL, organizations can develop proactive security
measures that evolve alongside emerging cyber threats, thereby enhancing overall
resilience.
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1.4 APPLICATIONS OF Al AND ML IN THREAT
DETECTION AND PREVENTION

Nowadays, Al and ML are being used more and more to detect and prevent threats
in several areas, especially in the field of cybersecurity. These technologies let
enterprises to examine large quantities of data in actual time, detecting trends and
irregularities that could suggest possible dangers. Algorithms for ML can be trained
using past attack data to identify the distinctive characteristics of malware and
phishing efforts. This enables the automated identification of such threats in real
time. Al-driven systems can enhance incident response by predicting potential vul-
nerabilities and recommending preventive measures. By utilizing NLP, Al can also
sift through security logs and alerts, prioritizing those that require immediate atten-
tion. The integration of Al and ML into threat detection frameworks significantly
enhances an organization’s ability to proactively defend itself against cyber threats
and minimize response times.

1.4.1 NETWORK SECURITY

Network security utilizes Al and ML to improve the detection and prevention of
threats. This is achieved by allowing systems to promptly recognize and address
abnormalities and potential attacks as they occur. By analyzing extensive volumes
of network data related to traffic, Al systems can identify patterns that suggest mali-
cious activity, such as abnormal access requests or attempts to steal data. ML mod-
els, specifically anomaly detection methods, are trained using past network data
to identify normal patterns, enabling them to detect anomalies that could indicate
breaches of security [27]. Al-powered technologies have the ability to automatically
carry out response activities, such as isolating systems that have been affected or
blocking suspicious traffic. This results in faster response times and reduces the
negative effects of possible attacks. The incorporation of Al and ML into the secu-
rity of networks not only increases the precision of identifying threats but also boosts
the effectiveness of responding to incidents, ultimately resulting in stronger security
measures against developing cyber threats.

1.4.2 ENDPOINT PROTECTION

Endpoint protection utilizes Al and ML to improve the identification and prevention
of threats. It is achieved by constantly tracking and evaluating data from endpoint
devices, including PCs and mobile phones [28]. Through the utilization of ML algo-
rithms, these systems have the capability to recognize regular behavioral patterns
and promptly identify irregularities that could suggest possible risks, such as mal-
ware or unwanted attempts to get access. Endpoint protection systems powered by
Al can dynamically acquire knowledge from emerging threats, enhancing their pre-
cision as time progresses and reducing the occurrence of incorrect detections. These
solutions have the capability to automatically respond to identified threats by isolat-
ing infected endpoints and launching remediation operations. This results in a reduc-
tion of the time and resources needed for human intervention [29]. By incorporating
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Al and ML into endpoint protection, a business can enhance its security position
by gaining immediate and actionable knowledge about emerging cyber threats and
implementing proactive defense measures.

1.4.3 DATA SECURITY

Data security utilizes Al and ML technologies to improve the identification and pre-
vention of threats in different digital settings [30]. Through the analysis of extensive
data in real time, Al and ML algorithms have the capability to detect trends and
abnormalities that may indicate possible breaches of security, such as atypical access
attempts or anomalous network traffic. These systems have the ability to acquire
knowledge from past data, consistently enhancing their precision in differentiating
between harmless and harmful behaviors. For instance, ML models can classify
email content to detect phishing attempts, while anomaly detection algorithms can
flag deviations in user behavior that might suggest compromised accounts. By auto-
mating the threat detection process, Al and ML not only reduce the response time
to incidents but also allow security teams to focus on higher-priority tasks, thereby
significantly strengthening overall data security posture [31].

1.5 ADVANCED Al AND ML TECHNIQUES IN CYBERSECURITY

The application of advanced Al and ML methods is revolutionizing the field of cyber-
security by improving the ability to detect, respond to, and avoid threats. Neural net-
works and deep learning are used to evaluate intricate patterns in extensive datasets,
enabling more precise detection of sophisticated threats, such as zero-day attacks
with advanced persistent threats (APTs). NLP is employed to scrutinize textual data,
such as safety logs and user communications, in order to detect indications of phish-
ing or threats from insiders [32]. RL is applied to develop adaptive security systems
that evolve in response to new threats, optimizing incident response strategies over
time [33]. These advanced methodologies enable organizations to not only detect and
mitigate threats more effectively but also predict potential vulnerabilities, thereby
fostering a proactive cybersecurity posture that evolves with the ever-changing land-
scape of cyber threats.

1.5.1 ANoMALY DETECTION

Anomaly detection is an advanced use of Al and ML in the field of cybersecurity. Its
main objective is to find abnormal patterns or departures from the expected behav-
ior within extensive datasets. Anomaly detection models can utilize algorithms like
supervised, unsupervised, or semi-supervised learning to analyze historical data and
identify abnormal actions that could indicate future security breaches or attacks [34].
The utilization of this strategy is of utmost importance in the field of cybersecurity
as it allows for the timely identification of new methods of attack and internal dan-
gers that may get overlooked by conventional rule-based systems. Anomaly detec-
tion models continually adjust to changing threats by upgrading their comprehension
of what defines normal behavior, thereby offering a proactive protection mechanism
toward sophisticated cyberattacks. By incorporating the identification of anomalies
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into cybersecurity frameworks, the overall resilience is improved as it allows for
quick response and mitigation steps to address possible hazards before they worsen.

1.5.2 BEHAVIORAL ANALYSIS

Behavioral analysis is an advanced technique in cybersecurity that employs Al and
ML to monitor and analyze the actions of users and entities. Its purpose is to detect
and identify potential security problems [35]. Through the utilization of ML algo-
rithms, such systems are able to identify abnormal activity by establishing a refer-
ence point of typical behaviors. The deviations can serve as indicators of potential
hostile actions such as insider threats or hacked accounts. For instance, if a user who
usually accesses files during regular working hours suddenly starts downloading
substantial volumes of data at unusual hours, the behavior analysis system can iden-
tify this deviation and highlight it for further examination. By adopting a proactive
approach, companies can promptly address possible dangers, hence minimizing the
chances of successful assaults [36]. Behavioral analysis can enhance user awareness
and compliance by providing insights into risky behaviors, ultimately contributing to
a more robust cybersecurity framework.

1.5.3 NEURAL NETWORKS IN DETECTING HOSTILE ACTIONS

Neural networks represent an advanced Al and ML technique that is increasingly used
in cybersecurity for detecting hostile actions and threats. Deep learning architectures,
including other models, are highly proficient in analyzing intricate patterns within
extensive datasets. Consequently, they are exceptionally suitable for detecting advanced
cyber threats such as malware, phishing attempts, and insider threats. By training on
extensive historical data, neural networks can learn to recognize subtle indicators of
malicious behavior, even those that may be imperceptible to traditional rule-based sys-
tems [37]. For instance, convolutional neural networks (CNNs) can be employed to ana-
lyze traffic patterns and classify network anomalies, while recurrent neural networks
(RNN5s) are adept at modeling sequential data, enabling them to detect unusual user
activity over time. The ability to acquire knowledge and adjust accordingly improves
the precision and swiftness of identifying potential dangers, enabling enterprises to
react more efficiently to emerging cyber threats and strengthen their overall security
measures. Figure 1.2 shows the neural networks in detecting hostile actions.

1.6 CASE STUDIES AND PRACTICAL EXAMPLES

1.6.1 REAL-WORLD APPLICATIONS

Al and ML have numerous real-world applications in the domain of security, sig-
nificantly enhancing threat detection, response, and prevention mechanisms across
various sectors [38]. These are discussed below:

o Intrusion detection systems (IDS): Al and ML algorithms are utilized to
monitor network activity in real time with the purpose of detecting abnor-
mal patterns that could potentially signify a security breach. Through the
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FIGURE 1.2 Neural networks in detecting hostile actions.

process of analyzing previous data, these systems are able to adjust to
changing risks and reduce the occurrence of incorrect identifications.

* Fraud detection: ML models are utilized in the banking industry to identify
fraudulent transactions through the examination of patterns and abnormali-
ties in user behavior. These systems can flag suspicious activities, such as
unusual purchase amounts or locations, for further investigation.

» Identity and access management: Al-driven solutions enhance identity
verification processes by using biometric data, such as facial recognition
or fingerprint scanning, to ensure secure access to systems and sensitive
information [39].

*  Phishing detection: ML algorithms can scan emails and web pages to iden-
tify phishing attempts by analyzing textual and visual content for suspi-
cious indicators, thereby protecting users from potential scams.

* Predictive analytics for threat intelligence: Al systems have the capabil-
ity to evaluate extensive quantities of data from diverse sources, including
threat feeds as well as social media. This analysis enables the systems to
forecast upcoming security threats, empowering businesses to take proac-
tive measures to enhance their defenses.

* Automated incident response: Al has the capability to optimize inci-
dent response procedures by automatically executing activities according
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to pre-established criteria. This allows for quicker resolution of security
threats and alleviates the burden on security personnel.

1.6.2 DetAILED CASE STUDIES

Here are some detailed case studies highlighting the application of Al and ML in
security [40]:

e Darktrace: Darktrace, a prominent company in the field of Al-powered cyber-
security, employs advanced ML techniques to promptly detect and counteract
cyber threats. Darktrace uses unsupervised learning to examine network traffic
patterns and build a baseline of usual conduct for users and devices. Darktrace’s
system is designed to detect and respond to deviations from the normal baseline
activity in digital environments. These deviations could include abnormal data
transfers or unauthorized access attempts. When such deviations are detected,
the system provides alerts and can take automatic actions to reduce possible
risks. In this way, Darktrace’s system acts as a digital “immune system.”

e [BM QRadar: IBM’s QRadar Security Information and Event Management
(SIEM) software integrates Al and ML to improve the identification and
handling of security threats. QRadar utilizes algorithms for identifying
anomalies to monitor log data as well as network flows, detecting abnormal
behaviors that could potentially suggest security breaches. The technol-
ogy employs sophisticated analytics to rank warnings according to their
risk levels, enabling security personnel to concentrate on the most crucial
threats and decrease response times.

* Cisco’s Security Solutions: Cisco integrates ML in its security products,
particularly in the Cisco Talos Intelligence Group, which focuses on threat
intelligence. By leveraging ML algorithms, Cisco can rapidly analyze and
classify threats, including malware and phishing attacks, based on vast
datasets of known threats. This proactive approach enables faster updates to
security protocols and real-time threat intelligence dissemination, enhanc-
ing overall security posture [41].

* Google’s Cloud Security: Google employs Al and ML to detect threats in its
cloud services. The Google Cloud Security system utilizes ML algorithms
to examine user patterns and identify anomalies, such as unwanted access
attempts or atypical data movements. This feature enables enterprises to
promptly detect potential breaches and implement proactive measures to
protect sensitive data preserved in the cloud.

1.6.3  PRACTICAL IMPLEMENTATION EXAMPLES
Here are some practical implementation examples of Al and ML in security domain [42]:
* User behavior analytics (UBA): ML is employed to monitor and ana-

lyze user behavior within an organization, establishing baselines for nor-
mal activity. Alerts may be triggered for possible threats from insiders or
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compromised accounts if there are any variations from these trends, such as
unexpected login locations or irregular data access.

»  Security automation and response: Al-driven security orchestration tools
automate incident response by analyzing alerts and determining appropri-
ate actions based on predefined criteria. For example, platforms like Splunk
can integrate ML to prioritize alerts and automate responses, significantly
reducing the time to mitigate threats.

1.7 ETHICAL AND LEGAL IMPLICATIONS

Organizations must negotiate the ethical and legal considerations that arise from
deploying Al and ML in security.

» Importance of transparency and accountability: Transparency in Al algo-
rithms is crucial, as stakeholders need to understand how decisions are
made, particularly in sensitive areas like threat detection and response.
Ensuring accountability involves establishing clear lines of responsibility
for the outcomes produced by Al systems, especially when false positives
or negatives can lead to substantial repercussions, such as wrongful accusa-
tions or missed threats [43].

* Safeguarding privacy: Utilizing Al in security frequently entails the analysis
of extensive quantities of private information, which may give rise to problems
regarding privacy [44]. Organizations must establish strong data protection pro-
tocols to preserve the privacy rights of individuals, while also ensuring adher-
ence to rules such as the General Data Protection Regulation (GDPR). This
entails limiting data collection to what is necessary, anonymizing personal data
when possible, and securing explicit consent from users where applicable.

e Legal ramifications: Legal frameworks surrounding Al technologies are still
evolving, but there are implications regarding liability and compliance. For
example, if an Al-driven security solution incorrectly flags an individual as a
threat, questions arise about liability for damages caused [45]. Organizations
must be up-to-date with current and upcoming rules to minimize legal risks
and guarantee that their Al platforms are created with ethical concerns.

Overall, addressing these ethical and legal implications is not only crucial for
compliance but also for fostering public trust in Al-powered security solutions.
Ensuring that these systems are transparent, accountable, and respectful of privacy
rights will help build confidence among users and stakeholders.

1.8 CHALLENGES AND OBSTACLES IN IMPLEMENTING
Al AND ML IN SECURITY

Implementing Al and ML in the field of security faces several challenges and obsta-
cles across various domains that are discussed as follows:

* Technical challenges:
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Data quality and quantity: Al and ML models necessitate substantial
quantities of meticulously curated data for the purpose of training. In
the field of security, data may exhibit noise, incompleteness, or bias,
hence resulting in the development of inefficient models.

Complexity of attacks: Cyber threats are continuously evolving, mak-
ing it difficult for static models to keep up. Adaptive techniques are
needed, but these can be complex to develop and deploy [46].

False positives and negatives: Excessive occurrences of false positives
might overpower security staff, while false negatives can result in over-
looked dangers. Striking a balance between sensitivity and specificity
poses a notable difficulty [47].

Integration with existing systems: Integrating Al and ML solutions with
legacy systems can be difficult, requiring substantial resources and
technical expertise.

* Organizational and operational challenges:

Skills gap: There is often a shortage of skilled personnel who under-
stand both cybersecurity and AI/ML, making it hard to implement and
maintain these technologies effectively.

Resistance to change: Organizational culture can hinder the adoption of
Al and ML. Some employees may exhibit resistance toward adopting new
technologies or harbor concerns about potential loss of employment [48].
Resource allocation: Organizations with restricted funds may face
challenges in implementing modern Al and ML solutions due to the
substantial investment required in technology and training.

* Addressing bias and ethical concerns:

To tackle these difficulties, a strategic procedure is necessary. This approach

Bias in algorithms: Al and ML models have the potential to perpetu-
ate or magnify biases that exist in the data used for training. This can
result in unfair or discriminating outcomes, particularly in automated
decision-making systems [49].

Transparency and explainability: Several Al systems function as
“opaque entities,” posing challenges in comprehending the decision-
making process. The absence of openness can give rise to ethical con-
cerns and make it more difficult to adhere to regulations.

Privacy concerns: The use of personal data for training models poses
privacy risks, requiring organizations to navigate data protection laws
and ethical standards [50].

13

involves investing in highly talented individuals, promoting a culture of creativity,

guaranteeing the accuracy of data, and giving priority to ethical considerations while

developing and implementing Al and ML tools in security.

1.9 FUTURE TRENDS IN Al AND ML FOR CYBERSECURITY

The future of Al and ML in the field of cybersecurity is expected to experience sub-
stantial progress due to the emergence of new technology and innovative approaches.
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* Emerging technologies and innovations: An important trend is the merg-
ing of AI with blockchain computing to improve the reliability and safety
of data, guaranteeing that records and transactions cannot be altered or
tampered with. The progress in quantum computing has the potential to
completely transform encryption techniques, leading to the creation of algo-
rithms that are resistant to quantum attacks. These algorithms will incorpo-
rate Al to carry out security evaluations in real time [51]. Furthermore, the
rise of edge computing will enable more localized data processing, allow-
ing Al-driven security solutions to operate with lower latency and increased
efficiency, especially in Internet of Things (IoT) environments.

* Predictive analytics and forecasting future security breaches: Al and
ML will increasingly utilize predictive analytics to anticipate and identify
future breaches of security before they actually happen. ML algorithms can
utilize extensive datasets from several sources, such as security alert feeds
and previous attack patterns, to detect weaknesses and forecast emerging
attacks [52]. By adopting this proactive strategy, businesses can strengthen
their protections and implement preventative measures, thereby moving
their focus from reactionary to anticipatory security tactics.

* Prospective trends shaping the discipline: The cybersecurity landscape
will be shaped by the growing adoption of Al-driven automated response
systems that can rapidly mitigate threats without human intervention,
enhancing response times significantly. Additionally, as organizations face
an increasing volume of cyberattacks, there will be a greater emphasis on
explainable AI (XAI) to ensure transparency in decision-making processes,
allowing security teams to understand and trust Al-generated insights [53].
Moreover, the convergence of cybersecurity with other domains such as
privacy protection and compliance will drive the development of integrated
Al solutions that address a broader range of security concerns.

1.10 CONCLUSION

1.10.1 SummAry of Key PoINTS

This chapter has examined the profound influence of Al and ML in the field of
cybersecurity. Key takeaways include:

¢ The foundational principles of Al and ML, highlighting their complemen-
tary roles in enhancing security measures.

e Comprehensive examination of different AI and ML methods, including
supervised, unsupervised, and reinforcement learning. These approaches are
crucial for ensuring efficient identification and mitigation of potential threats.

e Practical implementations of these technologies in several fields, such as
network security, safeguarding endpoints, and data security.

¢ Insights into advanced techniques such as anomaly detection and neural
networks, showcasing their effectiveness in identifying and responding to
cyber threats.
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e An analysis of the legal and moral consequences associated with the inte-
gration of Al in security, with a particular focus on the importance of open-
ness and accountability.

e Challenges faced in the adoption of Al and ML, particularly concerning
bias, technical hurdles, and organizational readiness.

1.10.2 FINAL THOUGHTS ON THE RoLe oF Al AND ML IN BuiLDING
RoBusT SECURITY FRAMEWORKS

Given the increasing complexity and sophistication of cyber threats, the use of
Al and ML in cybersecurity measures is not just advantageous, but absolutely
necessary. These technologies offer the flexibility and ability to handle increased
demands in order to predict, identify, and react to potential risks immediately,
hence strengthening the durability of security systems. Nevertheless, it is crucial
that the deployment of Al and ML is undertaken with meticulous regard for ethical
norms and legal ramifications. By cultivating a culture characterized by account-
ability and openness, security experts may effectively utilize the complete capabil-
ities of AI and ML to develop strong and flexible security systems which not only
safeguard against existing risks but also proactively predict forthcoming issues. As
we look ahead, continuous innovation and collaboration among stakeholders will
be crucial in shaping a secure digital environment that safeguards individuals and
organizations alike.
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2 Data Collection
and Preprocessing
for Security
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2.1 INTRODUCTION

Data has become an invaluable resource in this era of digital transformation, as it is
used to power innovations and improve the performance of many systems, especially
those involving security systems powered by artificial intelligence (Al). Data plays a
crucial role in these systems since it is used to train machine learning (ML) models
and algorithms that identify, assess, and counteract security risks. Data gathering
and preparation are emphasized as critical steps in threat identification and preven-
tion in this chapter.

2.1.1  OvVervIEW OF THE IMPORTANCE OF DATA IN AI-DRIVEN SECURITY SYSTEMS

Developing new security solutions that use Al has become necessary due to the
growth of cyber threats and the rising complexity of assaults. Extensive datasets are
crucial to the operation of Al-driven security solutions. Many types of information
are included in this data, such as recordings of system activities, analytics of user
behavior, and logs of network traffic. To what extent Al models are able to detect and
counteract risks depends on the amount, quality, and relevance of this data.

Effective Al-driven security systems require continuous data collection to main-
tain up-to-date insights into the evolving threat landscape. The data collected serves
multiple purposes, such as training ML models, validating their accuracy, and
enabling real-time threat detection. Without a robust and comprehensive data collec-
tion framework, these systems would lack the necessary inputs to recognize patterns,
anomalies, and potential security breaches, rendering them ineffective in safeguard-
ing critical assets [1].

2.1.2 DATA PREPROCESSING AND COLLECTION’s FUNCTION

IN DETECTING AND PREVENTING THREATS
When building and launching security systems powered by Al, data collecting and
preprocessing are crucial steps. These procedures guarantee that the data used to

train Al models is precise, applicable, and organized in a way that allows for efficient
analysis.
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Collection of data: Data collection from several sources is the first stage
in developing Al-driven security solutions. Included in this category are end-
point security solutions, intrusion detection systems (IDS), firewall logs, and
network sensors. The objective is to gather a variety of data points that provide
a complete picture of the user’s actions and the network setting. In order to
provide the most recent information for threat analysis, it is essential that data
be gathered continually and in real time. This is what makes data gathering
tactics effective.

Preprocessing of data: After data collection is complete, the data is processed
to make it more suitable for Al applications and improve its quality. Data cleans-
ing, normalization, and transformation are some of the preprocessing procedures.
Imperfect data, including missing values, duplication, and noise, might hinder the
efficacy of Al algorithms. Improving model performance is possible via normaliza-
tion which entails scaling data to a consistent range. Data may also be transformed
into forms that are suitable with ML algorithms.

To determine which qualities are most important for threat detection, preprocess-
ing steps include feature extraction and selection. Preprocessing enhances the effi-
cacy and precision of Al models by lowering the data complexity and zeroing down
on essential characteristics. Take network security as an example. In order to spot
suspicious behavior, it is common practice to extract and analyze data like packet
size, connection length, and protocol type.

2.1.3  CHAPTER OBJECTIVES AND STRUCTURE

An in-depth analysis of the steps required to gather and prepare data for security
systems powered by Al is the major goal of this chapter. In order to effectively obtain
and prepare data for threat detection and prevention, it seeks to clarify the methodol-
ogy and best practices.

The chapter is structured as follows:

1. Overview of data collection methods: The purpose of this section is to
examine the methods and resources available for security-related data col-
lection from a variety of sources.

2. Challenges in data collection: This section will discuss common obstacles
encountered during data collection, such as data privacy concerns, data vol-
ume, and the integration of heterogeneous data sources.

3. Preprocessing techniques: This section will provide an in-depth analysis of
preprocessing methods, including data cleaning, normalization, transfor-
mation, and feature selection.

4. Case studies and applications: In order to demonstrate how data gathering
and preprocessing might improve security systems, this section includes
case studies and real-world examples.

5. Future trends and developments: The data gathering and preparation pro-
cesses in Al-driven security are going through several changes and this
section will go over some of those changes.
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2.2 FUNDAMENTALS OF DATA COLLECTION

Data collection forms the backbone of Al-driven security systems, providing the
essential inputs needed to identify, analyze, and mitigate threats. Understanding the
fundamentals of data collection is critical for developing robust security solutions
capable of responding to the complex and dynamic cyber threats. Data collection in
security is defined and discussed in this chapter, along with the many kinds of data
that are pertinent to security and where to get them.

2.2.1 DEerNITION AND IMPORTANCE OF DATA COLLECTION IN SECURITY

The term “data collection” describes methodical steps used to compile a complete
dataset by measuring and acquiring information from a variety of sources. Gathering
information is crucial for security purposes since it allows for the identification and
mitigation of cyber threats. Security systems can keep an eye on things, spot strange
occurrences, and foresee any security breaches, before any serious damage, if they
gather data effectively [1].

Collecting data for security purposes is crucial. It helps enterprises stay ahead of
potential risks by allowing continuous monitoring and evaluation of network envi-
ronments. Security systems are able to identify trends that can be signs of malicious
activity because they gather data from several sources and correlate it. This skill is
crucial for finding advanced persistent threats (APTs), zero-day vulnerabilities, and
other complex forms of attack that may bypass standard security protocols [2].

2.2.2  Types oF DATA RELEVANT TO SECURITY

When it comes to security, there are many kinds of data that may throw some light
on various parts of how an organization handles security. Some important categories
of security data are discussed in subsequent text.

Capturing and analyzing data packet flows over a network is what network traffic
data is all about. By revealing trends in device-to-device communication, this data is
useful for spotting outliers such sudden increases in traffic, intrusion attempts, and
data theft. If you want to find and stop distributed denial of service (DDoS) assaults
and other network breaches, you need statistics on network traffic [3].

Operating systems, apps, and network devices all keep recordings of what’s hap-
pening in their own systems, which are called system logs. System faults, configura-
tion changes, user logins, and other important events are documented in these logs.
Security events, such as malware infections, illegal access, and insider threats, may
be better identified by analyzing system logs. Forensic investigations and compliance
reporting rely heavily on system logs [4].

Information on how people interact with a system or network is known as user
behavior data. User actions, such as login times, file changes, and access patterns,
are included in this data. It is possible to identify compromised accounts or insider
threats by keeping an eye on user activity and noting any changes from the usual.
With this information, user behavior analytics (UBA) may establish norms for user
behavior and spot out-of-the-ordinary actions [5].
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Indicators of compromise (IOCs), malware signatures, threat actor profiles, and
other information on recognized threats make up threat intelligence data. Security
companies, threat intelligence systems, and information-sharing forums are the
places this data is collected from. To better identify and counter new threats, it is
helpful to include threat intelligence data [6].

2.2.3 SOURCES OF SECURITY DATA

Effective data collection relies on a variety of sources that provide comprehensive
coverage of an organization’s digital environment. Key sources of security data are
discussed in subsequent text.

Firewalls are network security devices that control and filter data packets entering
and exiting the system based on preexisting rules. They keep track of unusual traffic
patterns, attempted port scanning, and authorized and denied connections in their
records. The ability to detect and prevent network-based threats is greatly enhanced
by firewall logs [7].

IDS are specifically designed to identify any harmful or unauthorized activity
occurring inside a network. They look for indicators of possible danger in system
activity and network traffic. IDSs collect data regarding intrusions, such as the kind
and origin of the assault, and record it in alerts and logs. For incident response and
real-time threat detection, this data is crucial [8].

The primary function of antivirus software is to identify, block, and eliminate
malicious software from computer systems. It checks all data, including files and
email attachments, for harmful code. Logs are created by antivirus software to
record instances of malware detection, attempts at infection, and measures taken to
remedy the situation. This information is useful for gauging the efficacy of security
measures and comprehending the frequency of malware [9].

A security information and event management (SIEM) system collects and ana-
lyzes information from many sources, such as antivirus programs, firewalls, and
IDSs. They provide a unified system for tracking security incidents in real time
and analyzing them. SIEM systems provide proactive threat detection and incident
response by generating comprehensive warnings and reports [10].

Building reliable Al-powered security systems requires a firm grasp of data col-
lecting principles. Security systems may be built to identify and react to a broad
variety of threats by using multiple kinds of data and sources. This improves an
organization’s overall security posture.

2.3 METHODS AND TECHNIQUES FOR
COLLECTION OF DATA

Accurate data collection is crucial for the effectiveness of Al-powered security sys-
tems. This chapter delves into various data gathering methods and strategies, cover-
ing passive and active data collection approaches, automated data collection tools
and frameworks, challenges and best practices in security data collection, and ensur-
ing data integrity and authenticity.
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2.3.1  Passive vs. AcTive TECHNIQUES

Data collection techniques can be broadly categorized into passive and active meth-
ods, each with its own advantages and challenges. Passive data collection involves
monitoring and recording data without directly interacting with the data sources.
This technique is often used to gather information unobtrusively, making it suit-
able for environments where continuous monitoring is essential. Examples of passive
data collection include network sniffing, where tools like Wireshark capture network
traffic, and log analysis, where system and application logs are reviewed for security-
relevant information [11]. One benefit of passive data gathering is that it does not
disrupt the system’s or network’s regular functioning, making it harder for attackers
to notice. However, it may not always capture all pertinent data, especially if data
encryption is in place or certain events aren’t recorded.

Active data collection involves direct interaction with the data sources to gather
information. This can include techniques such as port scanning, where tools like
Nmap actively probe a network to identify open ports and services, and vulnerabil-
ity scanning, where automated tools assess systems for known vulnerabilities [12].
Active data collection can provide more comprehensive data as it actively seeks out
information that may not be readily available through passive methods. However, it
can be more intrusive and may be detected by attackers, potentially alerting them
about the presence of security measures.

2.3.2 AutomMATeD DATA ColLLecTioN TooLs AND FRAMEWORKS

The complexity and volume of data in modern networks necessitate the use of auto-
mated tools and frameworks for efficient data collection. These tools help stream-
line the process, ensuring that data is collected consistently and accurately. IDSs
like Snort and Suricata are essential for automated data collection in security. They
monitor network traffic and system activities for signs of potential threats, generating
alerts and logs that can be analyzed for security incidents. IDS tools use predefined
signatures and behavioral patterns to detect known and unknown threats, providing
real-time data collection and analysis capabilities [§].

SIEM systems, such as ArcSight, IBM QRadar, and Splunk, aggregate data from
several sources, including antivirus software, firewalls, and IDSs. These systems
provide a unified platform for security event collection, correlation, and analysis,
allowing for thorough threat identification and response. Automated data collection
with SIEM systems enables real-time monitoring and eases the workload on security
analysts [10].

Servers and workstations are examples of endpoints that endpoint detection and
response (EDR) products like CrowdStrike Falcon and Carbon Black collect data
from. They can detect attacks that can evade conventional network security by keep-
ing tabs on endpoint activities. In order to help identify and mitigate complex attacks,
EDR technologies provide comprehensive insight into endpoint actions [13].

Network traffic analysis (NTA) systems, such as Darktrace and Vectra Networks,
use Al and ML to analyze network data in real time. They collect data on network
flows and look for abnormalities and potential dangers when there are deviations
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from the norm. NTA tools excel at identifying covert attacks and lateral movements
within a network [14].

2.3.3 ENSURING DATA INTEGRITY AND AUTHENTICITY DURING COLLECTION

Reliable security solutions must ensure that the data they gather is intact and legiti-
mate. This may be accomplished in a number of ways. Data encryption safeguards
information from prying eyes at every point in the data lifecycle, from preparation
for transmission to storage and beyond. To protect sensitive information while it is
in motion or stored, use an encryption protocol such as Transport Layer Security
(TLS) or a sophisticated encryption standard such as Advanced Encryption Standard
(AES) [15]. Digital signatures help confirm the authenticity and integrity of data.
Security systems can ensure data has not been altered since it was signed by creating
a unique cryptographic signature for each piece of data, which is particularly useful
for validating logs and other security-related data.

One way to ensure data is intact is to utilize hash functions which take input data
and produce a hash value of a specified size. Security systems can detect changes
by comparing the hash value of newly acquired data with a previously stored hash.
Common hash functions include MD5 and SHA-256, with SHA-256 being more
secure [16]. Complete audit trails documenting data collection activities are essential
for accountability and traceability. An audit trail should include data sources, col-
lection methods, timestamps, and any changes to the data. This documentation is
crucial for forensic investigations and compliance reporting [17].

2.3.4 OBSTACLES AND SOLUTIONS IN SECURITY DATA COLLECTION

Data collection for security purposes must overcome several obstacles to ensure effi-
cient threat detection and response. The sheer volume and variety of data generated
by modern networks from numerous sources make it challenging to gather, process,
and evaluate all pertinent information. Data filtering and prioritization strategies can
help manage the volume and focus on the most critical data. Concerns around privacy
and compliance with regulations like General Data Protection Regulation (GDPR)
and California Consumer Privacy Act (CCPA) arise while collecting security data,
as it often involves handling sensitive information. To safeguard user privacy and
stay out of legal hot water, organizations should have strong data governance rules
in place and make sure their data collecting methods are in line with applicable laws
and regulations.

Ensuring high-quality data is crucial for effective threat detection. Security ana-
lytics may be rendered ineffective due to data quality concerns including noise,
duplication, or missing information. Data cleaning and validation processes can
help maintain data quality and reliability. Data collection and processing can
be resource-intensive, requiring significant storage and computational power.
Organizations can consider cloud-based technologies to enhance their data col-
lection strategies, balancing thoroughness with resource efficiency. Security relies
heavily on timeliness. Slower reaction times and lost detection possibilities might
result from sluggish data collection, processing, and analysis. Frameworks for
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collecting and processing data in real time or near-real time are essential for the
rapid detection and mitigation of risks.

2.3.5 Best PrACTICES FOR SECURITY DATA COLLECTION

Several recommended approaches can address these challenges effectively.
Establishing a comprehensive data collection strategy that outlines what data to col-
lect, where to collect it from, and how to use it is vital. The threat environment and
organizational requirements are subject to change; thus, it is important to assess and
update this plan on a regular basis. Utilizing state-of-the-art data collection tools,
such as automated tools and frameworks like SIEM and EDR systems, can simplify
data collection and analysis. These tools can reveal sophisticated threats in real time
that automated systems might miss [8].

It is critical to encrypt the data, use digital signatures, and store it securely. The
data can only be accessed by authorized workers with the use of access controls, and
the data collecting procedures may be audited on a regular basis to make sure that
security regulations are being followed. The precision and comprehensiveness of the
acquired data may be guaranteed by directing attention toward data quality via the
implementation of data cleansing and validation procedures. Keeping trustworthy
security analytics requires routinely checking data quality metrics and fixing prob-
lems as soon as they arise.

Prioritizing critical data and using efficient data processing techniques can bal-
ance data thoroughness with available resources. Cloud-based solutions can be con-
sidered for scalable data collection and processing. Ensuring that data collection and
processing frameworks operate in real time or near-real time is crucial for timely
threat detection and response. Regularly testing and tuning system performance to
minimize delays helps maintain efficiency.

2.4 DATA PREPROCESSING: AN OVERVIEW

Data preparation is a vital stage in Al-driven security systems, ensuring the useful-
ness and dependability of the data. This chapter provides a general outline of data
preparation, covering its definition, importance, relevance to security, and the typi-
cal stages involved, such as cleaning, normalizing, and transforming data.

2.4.1 DATA PREPROCESSING AND ITS GOALS IN SECURITY SETTING

Data preprocessing involves a series of procedures to prepare raw data for analy-
sis and ML models. In the context of security, preprocessing aims to enhance
data quality by ensuring accuracy, comprehensiveness, and appropriateness for
identifying and mitigating risks. The primary goals of data preparation in secu-
rity are to improve data quality by ensuring security data is accurate, comprehen-
sive, and reliable. In addition, it involves enhancing consistency by standardizing
data formats and structures, which facilitates easy analysis and integration. Noise
reduction is another goal, where superfluous or irrelevant data that could interfere
with detection and analysis is eliminated. Finally, the process prepares data for



Data Collection and Preprocessing for Security 25

analysis by cleaning and formatting it to make it readable by analytical tools and
ML algorithms.

2.4.2 THE VALUE OF RELIABLE AND CONSISTENT DATA

The efficacy of security systems hinges on high-quality and consistent data. Poor
data quality can lead to inaccurate threat detection, false positives, and missed secu-
rity events, thereby weakening an organization’s security posture. Consistent data
enables the integration and coherent analysis of information from various sources,
providing a comprehensive view of the security environment. Ensuring data qual-
ity involves checking for accuracy, completeness, and reliability. High-quality data
supports precise predictions and decisions in security systems. Issues like missing
values, duplicates, or incorrect inputs can significantly impair the effectiveness
of analytical procedures and ML models. Consistent data, achieved through stan-
dard formats and organization, is crucial for integrating information from different
security tools and systems, allowing for thorough analysis and event correlation.
Inconsistent data can lead to misunderstandings and ineffective security measures.

2.4.3 CoMMON PREPROCESSING STEPS

Data preparation involves several steps that make raw data suitable for analysis,
with essential preprocessing procedures including data cleansing, normalization,
and transformation. Data cleaning identifies and corrects errors and inconsistencies.
Steps involved in data cleaning include handling missing values using techniques
such as imputation (estimating values to fill in missing ones), deletion (removing
records with missing values), or algorithms designed to manage missing data. It also
involves removing duplicates to ensure data accuracy and correcting errors by iden-
tifying and fixing inconsistencies such as typos or incorrect entries.

Data is made consistent and comparable by normalization, which involves
converting information into a standard format. When dealing with numerical
data, this is a very important step to do since it may be necessary to scale it to
a common distribution or range. Z-score normalization uses the mean and stan-
dard deviation to normalize data, producing a distribution with a mean of 0 and
a standard deviation of 1, and min-max scaling rescales data to a specific range,
often between 0 and 1.

Data transformation is the process of transforming data so that it can be easily
analyzed. The process involves transforming categorical data into numerical form
by using techniques such as one-hot encoding or label encoding. Another part of it
is feature engineering, which improves the predictive power of ML models by com-
bining, deconstructing, or creating new features using domain expertise in order to
extract more features from the data that already exists [18].

By lowering the number of features in the dataset and eliminating unwanted or
duplicate information, dimensionality reduction enhances the efficiency and perfor-
mance of ML models. Feature selection techniques and principal component analy-
sis (PCA) are two common methodologies [19]. When working with security data, it
is crucial to prepare it for analysis and ML. Businesses may improve the efficiency



26 Handbook of Al-Driven Threat Detection and Prevention

of their security systems, leading to improved threat detection and mitigation, by
prioritizing data quality and consistency and employing relevant preprocessing
techniques.

2.5 DATA PURIFICATION AND SCREENING

Before Al-driven security systems can analyze raw data, it must first undergo data
cleansing and filtering, two crucial preprocessing procedures. For effective threat
detection and mitigation, these methods guarantee that the data is accurate, consis-
tent, and free of errors. Fundamental aspects of data cleansing and filtering include
identifying and handling missing or incomplete data, discovering and removing
duplicates, filtering out unnecessary or noisy data, and addressing outliers and
anomalies.

2.5.1 IDENTIFYING AND HANDLING MISSING OR INCOMPLETE DATA

Missing or incomplete data is a prevalent problem in data gathering which can
significantly affect the dependability and quality of analysis. To maintain the
dataset’s integrity, it is essential to properly detect and handle missing data.
Recognizing when data is missing is the first stage in addressing this issue.
Several approaches can be employed for this purpose, such as visual inspection
of data tables to spot gaps or blanks, using summary statistics to detect missing
values by calculating the percentage of missing data per column, and utilizing
data profiling tools that automatically identify missing values and provide reports
on data completeness.

Missing data may be handled in a variety of ways after it has been detected.
While erasing records with missing values (a process known as deletion) is suitable
when the percentage of missing data is limited, doing so excessively might result
in the loss of important information. The process of imputation entails using other
available data to fill in missing values with approximated values. A few examples
of common imputation methods are mean or median imputation, which uses the
non-missing values as a replacement for missing ones, regression imputation, which
creates multiple imputed datasets and combines their results to account for uncer-
tainty in the imputations, and multiple imputation, which uses regression models as
a prediction tool to fill in missing values.

2.5.2 DETECTING AND REMOVING DUPLICATES

Duplicates in data can lead to biased analysis and inaccurate results, making their
detection and removal crucial for ensuring data quality. Duplicates can be detected
through exact matching, which identifies records that are identical across all fields,
and fuzzy matching, which uses algorithms to detect records that are similar but not
identical due to typographical errors or variations in data entry. Once duplicates are
detected, they can be removed using deduplication tools that efficiently identify and
eliminate duplicates or through a manual review when automated tools are insuf-
ficient, ensuring accuracy [20].
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2.5.3 FITERING IRRELEVANT OR Noisy DATA

Filtering irrelevant or noisy data is essential to ensure that the dataset contains only
relevant information that can contribute to accurate analysis. Irrelevant data refers
to information that does not contribute to the objectives of the analysis. Filtering out
such data involves defining clear criteria for what constitutes relevant data based on
the analysis objectives and implementing automated filters to exclude data that does
not meet these criteria. Data that is noisy, meaning it includes mistakes, inconsisten-
cies, or outliers that could skew analysis, can be handled by using noise detection
algorithms to identify and eliminate the noise, or by utilizing smoothing methods
such as exponential or moving averages to decrease the noise.

2.5.4 TeCHNIQUES FOR DEALING WITH OUTLIERS AND ANOMALIES

The integrity of the dataset depends on the efficient management of outliers and
anomalies since they may greatly impact the accuracy of security assessments and
the performance of ML models. Data points that differ greatly from the average are
called outliers. Methods for dealing with outliers include applying data transforma-
tion techniques, such as log transformation, to lessen the effect of outliers, using
clustering algorithms to find and isolate outliers from normal data points, and uti-
lizing statistical methods, such as the interquartile range (IQR) method, to identify
outliers.

Isolation forest and one-class support vector machine (SVM) are two examples
of anomaly detection algorithms that may be used to handle data points that are out
of the ordinary and might potentially reveal security risks. Applying strong statisti-
cal approaches that are less vulnerable to outliers and anomalies further guarantees
data integrity [21]. Domain-specific rules derived from domain expertise may aid in
identifying and handling abnormalities.

2.6 STANDARDIZING AND TRANSFORMING DATA

When it comes to security-related ML applications, data standardization and trans-
formation are two of the most important preparatory tasks. The data is prepared
for analysis via these steps, thus improving the accuracy and performance of ML
algorithms. Data normalization, data scaling, data transformation, and feature engi-
neering and selection for improved security insights are all covered in this chapter.

2.6.1 IMPORTANCE OF DATA STANDARDIZATION FOR MACHINE LEARNING MODELS

The purpose of data standardization is to create a consistent distribution for all of the
data’s independent variables and characteristics. There are a number of reasons why
normalization is so important when discussing ML. First, the model’s performance
is enhanced. A lot of ML techniques, such SVM and k-nearest neighbors, are very
sensitive to data size since they use distance computations. Another benefit of nor-
malization is that it ensures that features are of equal magnitude, which speeds up
the convergence of algorithms that rely on gradient descent, such neural networks.
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Because of this, the model is able to learn better and faster. Lastly, normalized data
improves interpretability, which is critical in security scenarios where knowing the
relative value of various characteristics is key. This makes it simpler to comprehend
the findings of ML models.

2.6.2 DATA STANDARDIZATION AND SCALING METHODS

There are a number of methods for standardizing and scaling data, and each has its
own set of benefits and uses. Data is transformed to fit inside a certain range, usually
[0, 1], using min-max scaling, which is also called normalization. This method is
great since it standardizes the scale for all features, which is especially helpful when
their ranges and units are different [22].

The formula for min-max scaling is:

Xscaled=X—XminXmax—XminX_{\text{scaled}} = \frac{X - X_{\text{min}}}
{X_{\text{max}} - X_{\text{min}}}Xscaled=Xmax—XminX—Xmin

Reducing the influence of outliers on the overall data distribution, Z-score nor-
malization (or standardization) converts the data to have a mean of 0 and a standard
deviation of 1, as described in reference [23].

The formula for z-score normalization is:

Xstandardized=X—puoX_{\text{standardized}} = \frac{X - \mu}{\sigma}
Xstandardized=6X—L, where W\mul is the mean and 6\sigmag is the stan-
dard deviation of the feature.

In decimal scaling, the greatest absolute value of a feature determines the number
of places to relocate the decimal point in order to normalize the data. This approach
isn’t often used, although it works well for data that has established boundaries [24].

2.6.3 DATA TRANSFORMATION METHODS

The process of data transformation entails altering data so it may be better analyzed.
Among the most common transformation techniques are one-hot encoding and log
transformation. For features with a large range of values, log transformation is par-
ticularly useful for reducing data skewness. This method is helpful for data that
follows an exponential distribution since adding 1 to the value guarantees that the
transformation is specified for zero values [18].

The formula for log transformation is:

Xlog=log(X+1)X_{\text{log}} =\log(X + 1)Xlog=log(X+1)

To convert numeric variables with several categories into a binary vector, one-hot
encoding is used. The binary vectors are used to represent the categories; each vector
has one high bit (1) and zero low bits (0). Algorithms for ML that work best with numeri-
cal data and struggle with categorical data naturally must use this technique [25].
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The Box-Cox transformation is another tool for reducing outliers and bringing
data closer to a normal distribution.
It is defined as:

y)=(yA—1DA for A#0y(\lambda) =\frac{(y"\lambda - 1)}{\lambda}\text {for}\
lambda\neq Oy(A)=A(yA—1) for A=0 y(A)=log(y) for A=0y(\lambda) =\
log(y)\text {for}\lambda = Oy(A)=log(y) for A=0

The parameter Mlambdal is estimated using maximum likelihood estimation.
This transformation is particularly useful when the data does not conform to normal-
ity [26].

2.6.4 FEATURE ENGINEERING AND SELECTION FOR ENHANCED SECURITY INSIGHTS

Improving the security applications of ML models for prediction relies heavily on
feature engineering and selection. In order to enhance the performance of a model,
feature engineering is used to generate additional features from preexisting data. This
might include integrating several characteristics to capture relationships between
them, extracting temporal features to capture time-based patterns, or aggregating
data to provide summary statistics in a security context [27]. Finding and choosing
the best features for the model is what feature selection is all about. It helps with data
dimensionality reduction, model performance, and interpretability. Some common
feature selection methods are filter, wrapper, and embedded. Filter methods use sta-
tistical measures to evaluate features, wrapper methods use subsets of features to train
models, and embedded methods use regularization and other techniques to penalize
less important features during model training as part of feature selection [28].

2.7 HANDLING IMBALANCED DATA

Problems with data imbalance are prevalent in security datasets, when one class
has a disproportionately large number of instances compared to other classes. The
assessment and performance of ML models may be significantly affected by this
mismatch. The effects of class imbalance on model performance and assessment,
how to handle class imbalance, and the nature of unbalanced data in security situa-
tions are all covered in this chapter.

2.7.1 UNDERSTANDING IMBALANCED DATA IN SECURITY DATASETS

When the number of harmful activities is much lower than the number of regular
activities, this results in unbalanced data in security applications. As an example, the
number of attack instances is often much lower than the number of regular traffic
instances in IDS. Multiple difficulties arise from this disparity. To start, the major-
ity class is unfairly favored. ML models that are trained on data that is unbalanced
are more likely to favor the majority class, which makes them bad at identifying
instances of the minority class. The second issue is that performance measures are
biased. When applied to datasets that are unbalanced, standard assessment criteria
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like accuracy might be deceptive. A high level of accuracy can only mean that the
model is good at predicting the majority class and bad at spotting the minority.

2.7.2  TecHNIQUES TO ADDRESS CLASS IMBALANCE

Resampling approaches and synthetic data creation are two of the ways that may be
used to fix security datasets that have an imbalance in classes. The goal of resampling
techniques is to get a more uniform distribution of classes in the training dataset. The
method of oversampling is used to boost the representation of the minority group.
Two methods that are used are random oversampling and the synthetic minority
over-sampling technique (SMOTE). The former involves duplicating instances of the
minority class, while the latter creates synthetic instances by interpolating between
existing minority instances. To undersample, one must lower the percentage of the
majority class. Although simpler approaches like random undersampling remove
examples from the majority class at random, more complex techniques like Tomek
links and cluster-based undersampling try to keep the most informative instances.

To achieve statistical parity, synthetic data creation methods generate new, ficti-
tious members of the minority group. Earlier we discussed how SMOTE creates a
more varied and balanced dataset by generating synthetic examples by interpolating
between existing minority occurrences [29]. To address underrepresented minor-
ity groups and concentrate on challenging feature spaces, ADASYN (Adaptive
Synthetic Sampling) builds on SMOTE by creating synthetic instances in such areas
[30]. Several ML methods have been developed with the express purpose of dealing
with data that is skewed in one direction or the other. A larger penalty is associ-
ated with misclassifying the minority class in cost-sensitive learning, which in turn
encourages the model to pay more attention to occurrences of the minority class dur-
ing training. Incorporating procedures to balance the distribution of classes within
the ensemble is one way to adjust ensemble methods like boosting algorithms and
Random Forests to tackle class imbalance.

2.7.3 How DAT1A INEQUALITY AFFECTS MODEL PERFORMANCE AND ASSESSMENT

There are several ways in which data imbalances might affect how ML models func-
tion and are evaluated. To begin with, it has the potential to reduce the efficiency of
the whole model. When it comes to security, the ability to identify harmful behaviors
(the minority class) is of the utmost importance, and models trained on unbalanced
data may show great accuracy overall but low recall for that class. Furthermore, it
has the potential to cause assessment measures to be misleading. When applied to
datasets that are unbalanced, traditional assessment criteria like accuracy might be
deceptive. An area under the receiver operating characteristic curve (AUC-ROC),
recall, Fl-score, and accuracy are more instructive metrics in this setting. The third
concern is the possibility of becoming “overfit” to the dominant group. When mod-
els are overfit to the dominant class, they are unable to generalize well to new data.
To make sure that both the training and validation sets are balanced, methods like
stratified sampling and cross-validation may be used to reduce the impact of this
problem.
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The development of successful ML models for security applications relies heavily
on the handling of unbalanced data. Organizations may enhance the performance
and reliability of their security systems, leading to improved threat identification and
mitigation, by using appropriate strategies to resolve class imbalance and by apply-
ing relevant assessment metrics.

2.8 DATA ANNOTATION AND LABELING

Data annotation and labeling are crucial processes in preparing datasets for super-
vised learning, especially in the realm of security. The quality and accuracy of
labeled data significantly influence the performance of ML models. This chapter
discusses the importance of labeled data, various techniques for data annotation and
labeling, the role of expert knowledge in ensuring accurate labeling, and the use of
automated labeling tools and technologies.

2.8.1 IMPORTANCE OF LABELED DATA FOR SUPERVISED LEARNING IN SECURITY

Labeled data is essential for supervised learning algorithms to discover patterns and
provide predictions. Labeled data is crucial in security applications for several rea-
sons. To begin, training ML models need labelled data. It gives the algorithm the
instances it needs to learn how input characteristics relate to the target variable. The
second benefit is that the model is better able to detect risks like intrusions, malware,
and fraudulent activities when the labels are correct and can discriminate between
harmless and harmful actions. The evaluation of ML model performance relies
heavily on labeled data. To evaluate the model’s performance in detecting security
risks, metrics including recall, accuracy, precision, and F1-score are calculated using
labeled datasets.

2.8.2 TECHNIQUES FOR DATA ANNOTATION AND LABELING

Several techniques can be employed for data annotation and labeling in security
applications, each with its own set of advantages and challenges. Manual annota-
tion involves human annotators reviewing and labeling data. This technique is often
used for complex tasks that require domain expertise and nuanced understanding.
Its advantages include high accuracy and reliability, as human annotators can apply
their expertise and contextual knowledge. Nevertheless, it may be rather expensive,
labor-intensive, and time-consuming, particularly when dealing with huge datas-
ets. Combining automated technologies with human control is what semi-automatic
annotation is all about. Automated algorithms provide initial labels, which are then
reviewed and corrected by human annotators. This technique reduces the time and
effort required for labeling while maintaining a reasonable level of accuracy. Still,
it requires human intervention, and the quality of the initial automated labels can
vary. Crowdsourcing involves distributing the annotation task to a large number of
contributors via online platforms. It can quickly generate large volumes of labeled
data at a lower cost compared to manual annotation. However, quality control can be
challenging, and contributors may lack domain-specific expertise.
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2.8.3 LEVERAGING ExPERT KNOWLEDGE FOR ACCURATE LABELING

In security applications, leveraging expert knowledge is crucial for accurate data
labeling. While automated technologies may fail to notice small trends and abnor-
malities, cybersecurity experts have the expertise and knowledge to spot them.
Expert-led annotation involves experts manually reviewing and labeling data, ensur-
ing high accuracy and reliability. This method is particularly useful for complex
security tasks, such as identifying sophisticated attacks or advanced persistent
threats [1]. Developing detailed annotation guidelines can help standardize the label-
ing process and ensure consistency across different annotators. These guidelines
should include definitions of various threat types, labeling criteria, and examples.
Collaborating with domain experts can enhance the quality of labeled data. Experts
can provide insights and feedback during the annotation process, helping to refine
labeling criteria and improve accuracy.

2.8.4 AUTOMATED LABELING TooLS AND TECHNOLOGIES

A more efficient and scalable data annotation procedure is possible with the help of auto-
mated labeling tools and technologies. In ML-based labeling, algorithms are trained
on labeled datasets that already exist to automatically classify new data. Automatic
labeling systems may be much more effective when trained using active learning and
transfer learning techniques [31]. In active learning, human annotators choose the most
informative examples to label and use in training the model. The model’s performance
is enhanced with a smaller number of labelled examples via this iterative procedure.
To decrease the quantity of labelled data needed for training, transfer learning makes
use of pre-trained models on comparable tasks. This method shines in situations when
there is a dearth of labelled data. Labelbox, Prodigy, and Amazon SageMaker Ground
Truth are just a few examples of annotation systems that aim to make labeling easier
by offering tools for collaborative annotation, quality control, and connection with ML
frameworks [32]. Incident reports and log files are two examples of textual data that
may be automatically labeled using natural language processing (NLP) techniques. To
better detect and classify pertinent security events, methods like sentiment analysis
and named entity recognition (NER) may be used [33].

Supervised learning in security applications relies heavily on data annotation and
tagging. To guarantee the production of high-quality labeled datasets, companies
may use a mix of manual, semi-automatic, and automated procedures, as well as
specialist knowledge, cutting-edge tools, and technology. Better threat detection and
mitigation are the results of improved ML model performance and dependability.

2.9 PRIVACY AND ETHICAL CONSIDERATIONS
IN DATA COLLECTION

In the era of big data and Al-driven security solutions, ensuring user privacy and
maintaining data confidentiality are paramount. This chapter delves into the ethical
and legal implications of data collection in security contexts, strategies for anony-
mizing and protecting sensitive data, and compliance with data protection regula-
tions like GDPR and CCPA.
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2.9.1 PROTECTING THE PrIVACY OF USERS AND THEIR DATA

Fundamental principles that are needed to govern any data gathering effort, espe-
cially in security, include user privacy and data secrecy. Significant privacy problems
are raised by the collecting of massive volumes of data, which includes sensitive and
personally identifiable information. To address these issues, it is essential to limit
data collection to just what is needed for the current security objective. Reducing
exposure and the hazards of data breaches is one goal of data reduction. Data secu-
rity at rest and in transit requires the use of strong encryption methods. Encryption
makes data unintelligible and safe even if it is intercepted or viewed without author-
ity. To further guarantee that no unauthorized individuals have access to sensitive
information, it is critical to establish stringent access restrictions. Two strong meth-
ods for protecting sensitive information are role-based access control and multiple
factor authentication.

2.9.2 LecAL AND ETHICAL IMPLICATIONS OF DATA COLLECTION IN SECURITY

Data gathering in security is fraught with ethical and legal complexities, since
there are several rules and regulations that dictate how data should be used. A
fundamental ethical concept is to get users’ informed permission after explaining
the data collection process, its intended purpose, and the individuals who will have
access to their data. Transparency is promoted while user sovereignty is respected.
Another important concept is purpose restriction, which states that data should
only be acquired for certain, valid objectives and should not be used in a way that
contradicts those goals. Organizations must also be honest about how they handle
data and ensure that they are in compliance with all applicable laws and regula-
tions. Assessing and auditing on a regular basis might assist in keeping people
accountable.

2.9.3 STRATEGIES FOR ANONYMIZING AND PROTECTING SENSITIVE DATA

Data anonymization and other privacy-preserving measures are essential for meet-
ing regulatory standards and protecting users’ personal information. To ensure that
no one can be identified from datasets, data anonymization is used. This is achieved
by obfuscating or deleting any personally identifying information (PII). Data mask-
ing, differential privacy, and k-anonymity are among methods that successfully ano-
nymize data while keeping its analytical value [34]. While pseudonymization and
anonymization may not provide the same degree of security, they can greatly lessen
the likelihood of re-identification [35]. Data de-identification is the process of eras-
ing or altering data components that may be used to identify persons, either directly
or indirectly. This includes eliminating personal details like names and addresses
and also masking or generalizing indirect identifiers [36].

2.9.4 Dar1A ProTeCTION REGULATION COMPLIANCE

Legal and ethical data collecting procedures need compliance with data protection
legislation. In order to ensure data minimization, get express permission and provide
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users with the ability to view and erase their data. The GDPR imposes strict rules
for data protection. This regulation applies to the European Union. Heavy penalties
are levied for noncompliance [35]. People living in California have certain rights
under the CCPA that deals with their personal data. These rights include being able
to see what data is being gathered, having that data erased, and not having it sold.
Companies need to make sure they are in compliance with CCPA regulations and
provide transparent privacy notifications [37]. In addition, data protection regulations
exist in different locations, for example, Singapore has the Personal Data Protection
Act (PDPA) and Brazil has the Lei Geral de Prote¢do de Dados (LGPD). Depending
on their operating area, organizations must guarantee compliance with all applicable
rules [38, 39].

To successfully navigate the ethical and privacy challenges associated with secu-
rity data collecting, one must strike a balance between the competing demands
of strong security measures, user privacy protection, and legal compliance.
Organizations may responsibly handle and safeguard data by following best prac-
tices for data minimization, encryption, access restrictions, anonymization, and
compliance with regulatory requirements. This will create confidence and ensure
ethical integrity.

2.10 DATA COLLECTION AND PREPROCESSING: WHAT’s NEXT?

Emerging technologies and approaches are changing the way businesses manage
data, especially when it comes to security, since the data gathering, and preparation
environment keeps changing. In this chapter, we will look at what the future holds
for data pretreatment and gathering, with a focus on how Al and ML will improve
these processes, along with developments in predictive analytics and real-time data
processing.

2.10.1 EMERGING TECHNOLOGIES AND METHODOLOGIES

Improving the efficiency, accuracy, and security of data gathering and preprocessing,
a number of new technologies are on the horizon. Edge computing is one such tech-
nology; it eliminates the need for centralized data centers by processing data close
to its point of origin. Data collection and preparation can be done more quickly and
efficiently using this method since it decreases latency and bandwidth utilization.
Applications in the security domain that need real-time analysis and rapid reactions
greatly benefit from edge computing.

With the expansion of the Internet of Things (IoT), many devices, such as cam-
eras, sensors, and smart appliances, are producing massive volumes of data. The
integration of varied data kinds and the improvement of the comprehensiveness of
security assessments are both made possible by advanced IoT frameworks, which
permit smooth data gathering and preprocessing. Furthermore, blockchain technol-
ogy provides a distributed and unchangeable record of data transfers. When it comes
to security, blockchain technology can make sure that data is more genuine and
less susceptible to tampering. For security model data to remain trustworthy, this is
essential.
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2.10.2 DATA PREPROCESSING AND THE IMPORTANCE OF
ARTIFICIAL INTELLIGENCE AND MACHINE LEARNING

With their advanced methods for dealing with complicated and big datasets, Al and
ML are leading the way in data preparation approaches that are constantly expand-
ing. Data cleansing tasks such as finding and fixing mistakes, filling in missing
numbers, and eliminating duplicates may be automated with the use of Al-driven
solutions. Without requiring a lot of human input, these technologies can analyze
data patterns using sophisticated algorithms and guarantee great data quality.

Automating feature engineering, ML algorithms may sift through raw data for the
most useful characteristics that improve prediction accuracy. This method improves
the security-related performance of ML models by making their input data more
high-quality. In addition, textual data pretreatment is being improved with the use
of NLP methods. This includes security logs and incident reports. To facilitate the
analysis of massive amounts of unstructured data, NLP may classify data, extract
relevant information, and spot patterns and outliers.

2.10.3 PrebicTivE ANALYTICS AND REAL-TIME DATA PROCESSING ADVANCEMENTS

Modern security systems rely on real-time data processing and predictive analytics
to identify and respond to threats proactively. Modern innovations in real-time data
processing make it possible to analyze newly received data in near-real time. In real
time, systems may identify security concerns and react accordingly, reducing the
likelihood of harm. Apache Kafka and Apache Flink are two of the most important
frameworks for stream processing when dealing with data streams moving at high
speeds.

The goal of predictive analytics is to foretell future outcomes by analyzing past
data. When it comes to safety, this means seeing dangers in the air before they
become real. Organizations may take preventative actions by training ML models
on previous security data to anticipate attack trends. Furthermore, state-of-the-art
anomaly detection methods use Al to spot out-of-the-ordinary actions that could be
signs of security breaches. These approaches are becoming better and better at spot-
ting intricate and subtle abnormalities that older ones could overlook.

Modern approaches and tools are molding the way security data gathering and
preparation will be done in the future. More proactive and efficient security mea-
sures are made possible by developments in real-time data processing and predictive
analytics, while AI and ML play crucial roles in automating and improving these
processes. Improved data security and threat detection capabilities will be available
when these technologies develop further.

2.11 CONCLUSION

This chapter has thoroughly explored the many aspects of security-related data
collecting and preprocessing, illuminating their relevance, methods, and potential
future paths. Through an examination of typical data kinds and sources—including
user activity, system logs, and network traffic—this chapter has defined key concepts



36 Handbook of Al-Driven Threat Detection and Prevention

and shown their applicability to security. With the goal of guaranteeing the valid-
ity and integrity of the data, several methods of data collecting have been explored,
including active and passive techniques as well as automated systems.

The importance of data preprocessing was emphasized, detailing steps like data
cleaning, normalization, and transformation to ensure data quality and consistency.
Addressing class imbalances through resampling methods and synthetic data gen-
eration was also covered, highlighting their impact on model performance. Data
annotation and labeling were underscored as critical for supervised learning, with
techniques for manual and automated annotation, leveraging expert knowledge, and
ensuring privacy and ethical compliance.

Privacy and ethical considerations in data collection were addressed, focusing
on user privacy, data confidentiality, and adherence to regulations like GDPR and
CCPA. Emerging technologies and methodologies such as edge computing, IoT, and
blockchain were identified as transformative forces in data collection and prepro-
cessing, promising to enhance efficiency and security.

Automated data cleaning, feature engineering, and enhanced NLP are made pos-
sible by preprocessing approaches that evolve with the help of Al and ML. Our
ability to recognize and respond to threats proactively is being improved by develop-
ments in real-time data processing and predictive analytics.

In conclusion, effective data collection and preprocessing are foundational to
robust security measures. By embracing emerging technologies, adhering to ethi-
cal standards, and leveraging Al and ML, organizations can develop more effective
security systems. Ongoing research and development in this field will continue to
enhance the ability to safeguard digital infrastructures against evolving threats.
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3.1 INTRODUCTION

In recent years, the number of smart devices has significantly increased. As new
technologies such as 5G mobile networks and the Internet of Things (IoT) gain popu-
larity, the amount of anomalous traffic in the network increases [1]. Thus, several
security issues, including network incidents and intrusions, have been brought on
by this growth. Intrusions are defined as attempts or endeavors to jeopardize the
privacy, reliability, or accessibility of a computer or network. Consequently, budgets
and efforts are allocated to search for new types of attacks or vulnerabilities in com-
puter software or hardware. Security protocols are typically classified as intrusion
detection (ID) or prevention systems [2].

Maintenance of cyberspace security in homes, enterprises, and organizations has
merged into our daily lives. The term “cybersecurity” relates to a group of pro-
cedures and technologies designed to protect systems, data, applications, and net-
works from threats, illegal access, data loss or destruction, and other concerns [3].
In this respect, machine learning (ML) techniques are commonly employed in mal-
ware detection [4]. According to this strategy, malware detection may be performed
using traditional pattern recognition or ML approaches, as it is a binary classifi-
cation problem [5]. ML and data mining approaches are employed to analyze and
uncover patterns in traffic data, as well as construct models to categorize each flow
to detect anomalies in network traffic more rapidly and accurately [6]. Nonetheless,
these unusual flows exhibit high dimensions and high-quantity features. This can
lead to difficulties such as overfitting, large computational costs, and extended train-
ing times. Hence, the features that are most important should be chosen in order to
enhance classifier performance [7].

One of the key strategies for ensuring efficient anomaly-based detection is feature
engineering. The main factor determining the effectiveness of ML-based approaches
is feature engineering. It is the process of extracting valuable features from dataset to
augment the performance of ML models. Feature engineering includes choosing the
most beneficial features, transforming current features, developing new features, and
managing missing values. Efficient feature engineering may dramatically enhance
the effectiveness of ML models by delivering them with more effective, more rel-
evant data from which to train. Application program interfaces (APIs) and permis-
sions [8, 9] are frequently chosen as the features as they provide comprehensive
security-related data on which activities may access vital resources. The process of
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feature selection removes redundant and inefficient features, which has a noticeable
beneficial effect on enhancing performance of IDS, particularly concerning dimen-
sion and running time [9].

3.1.1 THREAT DETECTION

Threat detection, or identifying malicious behavior, is one of the most important
aspects of cybersecurity [10]. Several strategies have been developed to differenti-
ate between threats and normal traffic. Nonetheless, offering reliable and beneficial
threat detection solutions for big data becomes more challenging. The vital compo-
nent of any network is the IDS which detects various threats. An IDS is a model that
applies various techniques to identify these threats. In this regard, a detailed exami-
nation of IDS was conducted, and numerous strategies for creating IDS were applied
[11]. The development of threat detection models based on ML and deep learning
(DL) approaches has become essential because of the recent significant interest in
these techniques across various domains [12].

Traditional rules-based IDS cannot always identify complex and evolving threats,
so ML and DL are suitable replacements [13]. IDS uses supervised ML algorithms
and labeled training data to identify patterns and determine whether network traf-
fic is malicious or benign. In addition, unsupervised learning approaches allow one
to recognize threats and incidents even in the absence of prior knowledge about
their patterns. As a result, IDS plays an essential role in cybersecurity for defend-
ing networks from ever-changing cyber threats [11]. The potential of ML-based
IDS to adapt to changing attack strategies is one of its main advantages. As cyber
threats change, IDS can be constantly retrained to combat emerging attack trends.
Consequently, there is an increasing need for efficient ways to identify and resist
evolving threats [12].

This chapter discusses feature engineering for threat detection based on recent
research findings. In this chapter, we also illustrate the tools, algorithms, and evalu-
ation parameters, as well as the possible taxonomy of feature engineering for threat
detection. This chapter will address the challenges and unresolved issues that
researchers must deal with to maximize feature engineering and enhance threat
detection. The chapter’s remaining sections are arranged as follows: Section 3.2
describes the study’s methodology, article selection procedure, and research ques-
tions. In Section 3.3, the reviewed papers are summarized, focusing on the main
ideas, tools, applied algorithms, advantages, and disadvantages. The findings analy-
sis, open issues, and future directions are explained in Sections 3.4 and 3.5, respec-
tively. Finally, Section 3.6 provides an explanation of the findings.

3.2 RESEARCH METHODOLOGY

Numerous studies have been performed concerning feature engineering for threat
detection by researchers. To carry out a thorough analysis, we first define the require-
ments and issues that inspire this chapter [14, 15]. Answering research questions
allows researchers to identify gaps in this subject, which may assist researchers in
providing new perspectives and solutions. This chapter’s main goal is also to classify
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feature engineering in terms of potential threat detection. We also developed follow-
ing research questions:

* RQ; What evaluation factors are applied in feature engineering for threat
detection?

* RQ,: What algorithms and tools are applied in feature engineering for
threat detection?

* RQ; Whatis the possible classification of feature engineering for threat detection?

* RQ, What are the challenges and open issues of feature engineering for
threat detection?

Next, employing titles and keyword phrases, we searched online in between time
range 2019 and May 2024 for articles on this topic from well-known scientific pub-
lishers such as IEEE, Springer, ScienceDirect, Wiley, SAGE, Emerald, Inderscience,
Taylor & Francis, ACM, and Hindawi. We applied Google Scholar as our primary
search engine. The following keywords were used:

(“feature engineering” OR feature) AND

(“threat detection” OR attack OR risk OR intrusion OR ransomware OR
“behavioral analysis” OR vulnerability OR anomaly OR malware OR inci-
dent OR endpoint OR hazard OR danger OR “network monitoring”)

Furthermore, to extract the most notable publications, we further removed non-
peer-reviewed papers, short papers, review papers, theses, non-English articles, and
book chapters. We scanned the article abstracts and conclusions. After thoroughly
examining the articles’ texts, 17 papers were selected for further examination that
revealed the methodologies and challenges and adequately addressed our research
questions. We propose a feature engineering classification for threat detection
regarding the retrieved and reviewed articles. We evaluate the approaches offered,
considering their main ideas, advantages, and disadvantages, and we perform ana-
lytical and statistical research. This chapter also provides an explanation for the most
important unresolved challenges and the main areas where additional research could
enhance the approaches employed in the reviewed studies.

3.3 OVERVIEW OF REVIEWED STUDIES

A structured taxonomy of the feature engineering for threat detection is defined in
Section 3.4, and a detailed description of each category is provided. Regarding the
reviewed papers, feature engineering for threat detection is classified into five main
categories: statistical features, temporal features, content features, structural fea-
tures, and behavioral features. Our suggested taxonomy covers a wide range of fea-
tures engineering in different domains of threat detection. However, each reviewed
articles may be included in several feature engineering subcategories, but we con-
sidered the main one in this article. In this section, we study the existing articles
according to the presented taxonomy in Section 3.4. In addition, Table 3.1 presents
an overview of the main ideas, applied tools, algorithms, advantages, disadvantages,
and the suggested categories and subcategories.
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An Overview of the Reviewed Studies
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Statistical features

Descriptive statistics

Inferential statistics

Frequency-based

statistics

Ref.

[16]

(11]

[17]

Main Idea

Applying statistical features to
employ important features and

improve the performance of

intrusion detection system (IDS)

Applying two filter-based feature
ranking approaches to extract the

pertinent features for IDS

Introducing a frequency-based
method based on system call
traces in one-class classification

(0CC)

Tools
* Python

* Python
(Scikit-learn)

* Not
mentioned

Applied Algorithms
Deep neural network
(DNN)

ANOVA

Support vector machine
(SVM)

K-nearest neighbor (KNN)
Decision tree (DT)
Logistic regression (LR)
Random forest (RF)
SMOTE

Local outlier factor (LOF)
Isolation forest

OCSVM

KNN

Advantages
High accuracy
High F-score
High recall
High precision
Low FPR
Low execution time
Consuming less
energy
High precision High
F-score
High recall
High accuracy
High detection rate

Low execution time

Disadvantages
Not applying nature-
inspired techniques to
optimize the neural
network design to analyze
the resilience of IDS
Not using algorithms
inspired by nature for
feature selection
Not evaluating resource
consumption

Not improving the
performance in cross
platforms

Not enhancing the
performance of feature
selection algorithms in
cross platforms
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An Overview of the Reviewed Studies

Category Ref. Main Idea

[18] Proposing a semi-supervised
anomaly detection framework
for multivariate time series
(MTS) data

[19] Presenting a multivariate time

Time series analysis

series anomaly detection
approach based on probabilistic

Temporal features

auto encoder with multi-scale
feature extraction

[20] Presenting a bit level
approximation of time series
data, called FCR for time series

Inter-arrival
times

anomaly detection

Tools
* Python
(Pytorch)

* Python
(TensorFlow,
Keras)

* Not
mentioned

Applied Algorithms Advantages
Long short-term memory * High accuracy
(LSTM)

Principal component

analysis (PCA)

LightGBM

Heterogeneous feature

network (HFN)

Streaming peak over ¢ High F-score
threshold (SPOT)

algorithm

Not mentioned ¢ High accuracy

Disadvantages
Not evaluating their
proposed method on real
heterogeneous datasets
Low scalability
Low applicability

Not evaluating ROC
(AUC)

Not applying DL to
enhance the performance
of anomaly

(Continued)
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An Overview of the Reviewed Studies

Category

Content Features

Keyword detection Signature or pattern

Text processing

detection

techniques

Ref.

(21]

(22]

(23]

Main Idea

Presenting a malware variant

detection system based on

opcode and clustering algorithm

Presenting a word embedding
feature extraction technique for

host-based IDS

Presenting a vulnerability
classification framework
employing TF-IDF

Tools
o C++
programming
language

* Python

e Weka

Applied Algorithms
FDBC

Extremely randomized
trees (ERT)

RF

KNN

DT

Naive bayes (NB)

SVM

Multilayer perceptron (MLP)
LR

Advantages
High accuracy
High scalability

High accuracy

High precision
High recall
High F-score
Improving
vulnerability
classification

Disadvantages
Not evaluating ROC
(AUC)

Not addressing the
duplicate samples

Not addressing the data
imbalance issue

Not evaluating on
multi-class scenarios
Not examining how
software vulnerability
classification algorithms
are affected by wrapper
and embedded feature
selection techniques

(Continued)
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TABLE 3.1 (Continued)

An Overview of the Reviewed Studies

Category

Structural features

Advanced NLP techniques

Network topology

Ref. Main Idea
[24] Presenting a context-aware
feature extraction-based CNN

IDS

[25] Presenting a framework for
detecting attacks in Hindi

voice-based systems

[26] Proposing an optimal feature
selection based on graph
convolutional network

Tools
Python
(Scikit-learn,
Keras,
TensorFlow)

MATLAB
Python
(sklearn
library)

MATLAB

Applied Algorithms
CNN

ERT

Select K-best (SKB)

eXtreme gradient boosting
(Xgboost)

RF

KNN

NB

ResNet27

LSTM

Snake optimizer-based
feature selection with
optimum graph
convolutional network for
malware detection
(SOFS-OGCNMD)

FPA

Advantages
Reducing the feature
space
Reducing
computational and
classification time
High accuracy
High generalizability
Low error
High performance in
detecting deep fakes

High precision
High recall
High F-score

Disadvantages
Not improving the intrusion
detection methods in
wireless networks
Not optimizing the
classification process in
both network-based and
host-based environments
Not achieving better
results in logical access
attacks

Not identifying outlier in
the SOFS-OGCNMD
approach

(Continued)
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TABLE 3.1 (Continued)
An Overview of the Reviewed Studies

Category

Entity relationships

Ref.
[27]

(28]

[29]

Main Idea

Proposing an Android malware

detection approach based on

graph-based feature generation

Presenting a feature extraction
approach for fraudulent activities
based on social network analysis

Suggesting a feature selection
approach to detect DDoS attack
in SDNs based on incoming flow

Tools
Soot (Java
bytecode
optimization
framework)
Python
(Sklearn
library)
Not
mentioned

Python
(Keras,
TensorFlow)

Applied Algorithms
RF

KNN

NB

LR

SVM

Hits

PageRank algorithms
BadRank

Gspan

RF

LSTM

Information gain

Advantages
High accuracy
High recall

High accuracy
Low runtime

High detection rate
Low latency

Disadvantages
Cannot distinguish the
malware family
Cannot disclose the
impact of anomalous
payload on the
application’s behaviors

Not evaluating ROC
(AUC)

Not detecting other
classes of attacks except
DDoS attacks

Not evaluating the
proposed model on real
SDN network

Not detecting attacks in
real-time

(Continued)
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TABLE 3.1 (Continued)
An Overview of the Reviewed Studies

Category Ref. Main Idea Tools
5 [30] Presenting an anomaly user ¢ MATLAB
;s behavior detection system by
& s MCEF for feature selection
=
g =
2 3
<
=)
5 2
3 <
§ g [12] Proposing an optimized feature * Python
g »E selection approach for (sklearn,
= % anomalous system behavior Scikit
3 < g libraries,
M g 3
S5 Pandas,
> O
>3 Keras, RUS
z o
E= Python
< .
g library)
=1
<

Applied Algorithms Advantages
Mutation cuckoo fuzzy * High accuracy
(MCF) e Low execution time
ENN

Fuzzy C means (FCM)
clustering method

Ensemble method * High F-score
XGBoost * High AUC (ROC)
Particle swarm

optimization (PSO)

RF

LightGBM

CatBoost classifiers

CNN

SMOTE

RUS

Disadvantages
Cannot be used for
multi-class classification
problem
Not evaluating on other
dataset
Not enhancing the
accuracy to detect type of
attacks
Low scalability
Not setting the PSO
hyper-parameters
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Statistical feature engineering can be divided into descriptive statistics, inferen-
tial statistics, and frequency-based statistics. In the category of descriptive statistics,
the authors in reference [16] improved the effectiveness of IDS based on deep neural
networks (DNNs) by presenting a feature selection method that integrates two sta-
tistically significant metrics: the variance between the median and the mean and the
standard deviation. Several parameters were used to assess the proposed method,
which decreased features based on their rank. The presented strategy outperformed
other feature selection techniques, yielding faster execution times and higher per-
formance, according to statistical validation. However, the robustness of IDS was
not tested by applying nature-based techniques to improve the neural network archi-
tecture. Furthermore, the feature selection methods used by the authors did not use
nature-inspired algorithms.

In the category of inferential statistics, to identify and save just the most infor-
mative features from datasets, the authors in reference [11] applied filter-based
techniques such as one-way ANOVA and Pearson correlation coefficient as part
of a feature selection methodology for anomaly-based network intrusion detec-
tion systems (NIDS). In addition, optimal features were recovered by applying the
theory’s union and intersection rules. The assessment showed that the model per-
formed better in detection rates, precision, and recall than traditional ML classi-
fiers. However, neither the resource consumption nor the implementation utilizing
additional benchmark datasets was assessed by the authors, nor was the suggested
model applied to an IoT gateway for the purpose of identifying and categorizing
cyberattacks.

In the category of frequency-based statistics, the authors in reference [17] devel-
oped a lightweight feature extraction technique appropriate for cross-platform
applications that is meant to function without requiring system call traces. The tech-
nique converted system calls into n-gram frequency sequences to extract statistical
information, which was used to train a one-class classification model for platform-
independent threat detection. Although it performed better than previous approaches,
the suggested solution failed to achieve the maximum area under the curve (AUC).
In addition, the study could not optimize feature selection techniques for one-class
learning or extend the anomaly detection model utilizing sample selection proce-
dures from other platforms.

The temporal feature engineering can be divided into time series analysis and
inter-arrival times. In the category of time series analysis, a heterogeneous feature
learning for multivariate time series (MTS) was created in reference [18] to improve
anomaly detection in real-world datasets. The framework includes three steps: (1)
heterogeneous graph structure learning (HGSL) combines sensor embeddings and
feature similarities to extract relation subgraphs and model structural information;
(2) heterogeneous representation learning embeds variables into vectors, using chan-
nel, node, and semantic attention for joint optimization; and (3) abnormal detection
and localization calculates deviations between predicted and actual values to detect
anomalies. However, the suggested framework was not scalable. It was not tested on
complex heterogeneous datasets that included mixed textual and time series data.
Furthermore, the methodology failed to investigate the effects of varied sample
intervals across datasets, making it inapplicable.
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Similarly, a probabilistic autoencoder with multi-scale feature extraction
(PAMFE) was presented in reference [19]. It was an unsupervised method for identi-
fying anomalies in multivariate temporal data utilizing a probabilistic autoencoder.
The authors created a module leveraging a parallel dilated one-dimensional convo-
lutional neural network (CNN; ConvlD) to efficiently gather comprehensive time
series data, as well as a feature fusion module to boost the reconstruction of input
data from compressed features. They included multi-level noise during training to
advance robustness. PAMFE could assess an observation’s abnormality by consider-
ing its likelihood of fitting the reconstructed distribution via reconstructing the pre-
dicted distribution parameters. Comprehensive experiments revealed that PAMFE
outperformed the most advanced techniques.

In the category of inter-arrival times, the authors in reference [20] presented
feature-based clipped representation for time series anomaly detection (FCAD), a
density-based anomaly detection technique based on feature-based clipped represen-
tation (FCR). FCR is a bit-level approach that uses feature-based techniques to iden-
tify and apply important turning points (ITP) as crucial features. They also present
an FCR similarity metric that keeps the lower boundary constraint of the Euclidean
distance so that anomaly detection and time series retrieval procedures do not acci-
dentally discard data. Evaluations showed that compared to benchmark methods,
FCR and FCAD detect abnormalities more successfully. However, the authors did
not integrate FCR and FCAD with DL techniques to optimize anomaly detection
efficacy.

The content feature engineering can be divided into signature or pattern detection,
keyword detection, text processing techniques, and advanced natural language pro-
cessing (NLP) techniques. In the signature or pattern detection category, a method
for automatically identifying malware variations by vector representations was pre-
sented in reference [21], which were generated by learning and weighing sequences
of operation codes (opcodes). The effectiveness of traditional signature-based mal-
ware detection techniques was declining due to the explosive growth of dangerous
information. To improve the recognition of malware variations, they presented the
fast density-based clustering (FDBC) algorithm, which clustered malware instances
rapidly and precisely. Studies showed that this method performs better than the most
advanced approaches.

In the category of keyword detection, the authors in reference [22] showed that
word-embedding techniques like Word2Vec (W2V) and GloVe (GLV) can cause
data replicas and reduce diversity in host-based intrusion detectors, leading to overly
optimistic results. They experimented with alternative feature sets, adding dimen-
sions and combining W2V and GLV features, which improved model performance
by reducing duplication. The findings showed that adding embeddings and counting
syscalls improved performance in three datasets. Nevertheless, such issues as man-
aging duplicate samples, generating universally applicable features, validating more
datasets, and resolving data imbalance were still unresolved, and these feature sets
were not evaluated in multi-class environments.

In the category of text processing techniques, the term frequency-inverse gravity
moment (TF-IGM) was utilized in reference [23] to present an automatic vulner-
ability classification method. The authors evaluated various ML algorithms on ten
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applications, assessing results with standard metrics. TF-IGM was found to be more
effective for classifying vulnerability for feature selection compared to information
gain and the classical term-weighting metric (TF-IDF). The evaluation’s findings
demonstrated that feature selection significantly enhanced classification, even if per-
formance varied throughout datasets. The approach did not, however, investigate
the effects of embedding feature selection methodologies and wrappers, nor did it
integrate with other vulnerability assessment techniques.

In the category of advanced NLP techniques, the authors in reference [24] sug-
gested a feature extraction method as a preprocessing step for CNN-based multi-
class ID. CNN was implemented for picture recognition with colored image inputs
or grayscale, and each feature was regarded as a pixel or set of pixels with values
ranging from 0 to 255. Their suggested strategy significantly enhanced accuracy but
should have focused on developing the ID method for various scenarios, including
wireless networks.

In reference [25], regarding the Hindi language, the authors suggested a tech-
nique to enhance front-end feature extraction of an audio imitation attack detec-
tion framework. The presented approach was executed in three main steps. First,
audio samples were turned into spectrograms (Mel, TPAF spectrograms, and
Gammatone). This step was comparable to interpreting spectrum patterns over time
to find patterns in time series data (audio signals). An NLP text processing method
termed feature extraction from spectrograms (audio representations) transformed
and examined signal data (audio features). Second, an enhanced residual network
(ResNet27) was applied to extract distinctive features from these spectrograms.
The implementation of sophisticated models like ResNet27 for feature extraction
from audio spectrograms corresponded with modern NLP techniques that aim to
extract meaningful features from complex data representations. Twelve systems
were developed by applying four binary classifier algorithms to three feature com-
binations. The Gammatone spectrogram-ResNet27 and XGBoost outperformed
previous techniques in attack detection, but not in logical attacks. Moreover, there
were inadequate comprehensive datasets available for low-resource languages
such as Hindi.

Structural feature engineering can be classified into network topology and entity
relationships. In the network topology category, a feature selection approach called
SOFS-OGCNMD was developed in reference [26], which combines an optimal
graph convolutional network and a snake optimizer as feature selection for malware
detection. The proposed model applied the flower pollination algorithm (FPA) to
optimize the graph convolutional network (GCN) parameters. The suggested method
outperformed the other models regarding precision, accuracy, recall, and F-score.
Nevertheless, it could not identify any outliers.

Detecting malicious payloads can be handled as a binary classification problem
with traditional ML techniques. Many existing methods ignore program structures,
losing important semantic information and reducing accuracy. In reference [27] that
aligns with network topology, the authors addressed this by presenting an approach
for Android applications via extracting graph-based, semantics-rich features from
components and structures, using context-based feature selection from inter-
procedural control flow graphs (iCFGs). These features are embedded into a feature
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vector space to train a highly accurate malware detector. However, this method only
provided binary classification and could not distinguish between malware families
or assess the impact of malicious payloads.

Regarding a reviewed paper in the category of entity relationships, the quick devel-
opment of e-business and Internet technologies has led to a rise in fraudulent activity.
Fraud detection is vital in combating fraudulent activities, with a focus on speed and
accuracy. The authors in reference [28] proposed a feature extraction mechanism
called FEMBSNA that employs preprocessing at user and network level features. In
this approach, various features were obtained by setting up and evaluated weighted
directed financial interaction networks. The findings in the evaluations showed that
FEMBSNA significantly improves accuracy of fraud identification with acceptable
runtime durations.

Similarly, software-defined networking (SDN) centralizes network manage-
ment, simplifying the management of complex infrastructures. While it improves
security and threat detection via open APIs, it also presents new challenges like
distributed denial-of-service (DDoS) attacks. Detecting DDoS attacks in SDNs
is difficult due to numerous network features and the overhead of ML. In this
regard, the authors in reference [29] proposed a DL technique with long short-
term memory (LSTM) and autoencoder, and they employed information gain (IG)
and random forest (RF) to understand the relationships between network entities
and their interactions. This approach was not tested on a real SDN network for
real-time intrusion handling, but it successfully detected DDoS attacks with high
accuracy and few false alarms.

Behavioral feature engineering can be categorized into anomalous user behavior
detection and anomalous system behavior detection. Due to the enormous amount of
data generated from several networks throughout the digital revolution, data secu-
rity has become crucial. IDSs are capable of discriminating between internal and
external threats. In this respect, in the category of anomalous user behavior detec-
tion, the authors in reference [30] focused on enhancing IDS efficiency by selecting
significant features from large datasets to reduce detection execution time. Using
the modified cuckoo search algorithm (CSA) for feature selection to detect unusual
patterns or attacks and an evolutionary neural network (ENN), the presented model
improved accuracy and reduced execution time. Validated with the NSL-KDD data-
set, results showed enhanced IDS performance, though it lacked focus on multi-class
attack detection.

In the category of anomalous system behavior detection, Chameleon, a combina-
tion of swarm intelligence and ensemble learning was suggested in reference [12]
to improve the feature selection parameters. The network logs were classified into
benign and anomalous through ensemble models combining classifiers based on DL
and ML. Every particle in the swarm used ensemble classifiers to iteratively con-
verge toward optimal solutions. Features selected by the ensemble model were used
to build an anomaly detection auto-encoder, refined iteratively to surpass existing
models. However, the presented model evaluated limited hyper-parameters for opti-
mization algorithms like RF and XGBoost. In addition, it has low scalability and
the need to explore adaptive PSO variants to optimize hyper-parameters is another
limitation.
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3.4 DISCUSSION

We investigate the papers in this section after considering the principles given in
Section 3.2. An overview of the reviewed articles has also been provided in Section 3.3.
In addition, a comparison between the studies is discussed in this section by answer-
ing the research questions that were previously mentioned.

RQ,: What evaluation factors are applied in feature engineering for threat detection?

Researchers have employed different evaluation factors based on RQ,. The high-
est percentage of evaluation factors (17%) is accounted for accuracy, as seen in
Figure 3.1. Recall, precision, and F-score come next with 15% each. Time was
applied to evaluate the proposed approaches at 10%. Figure 3.1 indicates that most
approaches attempted to improve accuracy, precision, recall, and F-score as well
as reduce time.

RQ,: What algorithms and tools are applied in feature engineering for threat
detection?

As shown in Figure 3.2, the majority of classifiers and approaches used in the
reviewed articles are ensemble algorithms and DL. Concerning RQ,, the statistical
illustration of the proportion of applied tools in the studies is presented in Figure 3.3.
Notably, Python emerges as the dominant tool, accounting for 63% of all usage,
while MATLAB follows with 19%.

18% Accuracy, 17%

Precision, 15% Others, 16%
16% Recall, 15% F-score, 15%
14%
12%
Time, 10%

10%

8%

FPR, 6%
6%
AUROC, 4%
4%
Error rate, 2%
2%
0%

Accuracy  Recall  Precision F-score Time AUROC Errorrate Others

xX

FIGURE 3.1 The percentage of evaluation factors in feature engineering for threat detection.
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FIGURE 3.2 The percentage of applied algorithms in feature engineering for threat detection.
RQ;: What is the possible classification of feature engineering for threat detection?

Figure 3.4 displays the suggested categorization in which the reviewed papers are
classified into five main categories: statistical features, temporal features, con-
tent features, structural features, and behavioral features. Different taxonomies
may be available and possible, although offering a comprehensive study on feature

Others
18%
~_
MATLAB
19% k& E
,.. B Python
o 4 63%

FIGURE 3.3 The percentage of evaluation tools in feature engineering for threat detection.
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Feature Engineering Classification

1|
[ I [ I ]

Statistical features Temporal features Content features Structural features Behavioral features
. i . . . Signature or pattern Anomalous user
Descriptive statistics Time series analysis detection Network topology sehiaviordstection
— Inferential statistics Inter-arrival times | — Keyword detection Entity relationships Anom'fil(?us system
behavior detection
| Frequency-based | | Text processing
statistics techniques
| | Advanced NLP
techniques

FIGURE 3.4 Feature engineering taxonomy for threat detection.

engineering for threat detection is challenging. The category of statistical charac-
teristics comprises three subcategories: frequency-based statistics, which track the
frequency of specific occurrences or events; inferential statistics, such as correlation
and ANOVA; and descriptive statistics, which calculate variance, mean, median,
mode, and standard deviation. Two subclasses of temporal characteristics include
time series analysis, which focuses on patterns over time, and inter-arrival times,
which examines the time periods between events.

Content and textual features include NLP for keyword detection in logs and mes-
saging; text processing techniques like tokenization, stemming, and lemmatization; and
signature or pattern discovery in payloads. Sentiment analysis and named entity recog-
nition (NER), two more sophisticated NLP approaches, are also available in this cat-
egory. Two kinds of structural features have been identified: entity relationships, which
emphasize social network analysis and user-device interactions, and network topology,
which leverages graph-based metrics like centrality and clustering coefficient. Finally,
two categories of behavioral features are identified: anomalous user behavior detection,
which detects unusual or suspicious variations in the user behavior (unusual access times
or access patterns), and anomalous system behavior detection, which focuses on system
or networks’ unusual behavior such as unexpected resource usage or unusual network.

3.5 OPEN CHALLENGES

Regarding the guidelines outlined in Section 3.2, we investigated the reviewed
papers in Section 3.3. In addition, a discussion of them is provided in Section 3.4 by
considering the research questions. The detection of abnormal behavior can provide
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valuable information at critical times, allowing researchers to react to incidents in
a targeted manner to prevent or eliminate abnormal events. Professionals are inter-
ested in anomaly detection in various fields, including robotics, multi-agent systems,
finance, healthcare, insurance, biological systems, and so on. Due to the complexity
and constant change of threats, feature engineering for threat detection encounters
several issues and unresolved problems.

RQ,: What are the challenges and open issues of feature engineering for threat
detection?

Although the reviewed approaches in Section 3.3 have achieved good performance
on some datasets, they still face major challenges. Considering RQ,, the challenges
and open issues of feature engineering for threat detection are discussed in this sec-
tion as follows:

* High dimensionality of data: Finding the most relevant features in security
data can be challenging because it is frequently high-dimensional. A model
that includes too many irrelevant features may overfit the training set.
Feature selection and dimensionality reduction are the strategies that can
be applied to address such issues. Although this issue has been addressed in
such studies as reference [26], additional research is required to determine
feature selection and dimensionality reduction techniques that maintain
valuable data.

* Incomplete data and labeling: It can be challenging to guarantee data
quality and collect precisely labeled datasets for model training, particu-
larly in cybersecurity, where attacks can be misleading and complex. An
incomplete log or missing values are common scenarios that may harm
feature extraction and impact the features’ reliability. In addition, noise and
incomplete information in security data may lead the model to be misled.
Although some researchers [21, 30] mitigate these challenges by employing
semi-supervised and unsupervised learning techniques for better labeling,
it remains a significant open issue.

* Real-time analysis: Real-time processing is required for threat detection
to identify and combat threats. Real-time threat detection requires opti-
mizing feature extraction procedures and minimizing latency with efficient
algorithms. Developing real-time feature extraction frameworks that can
process streaming data for instantaneous behavioral analysis or anomaly
detection is still a major challenge.

e Dynamic feature extraction and drift concept: Zero-day attacks offer a
challenge as existing features might not capture the features of these threats.
The nature of threats and even data can change over time, making previous
features less relevant or obsolete. The features must be adaptable to new
types of threats. Implementing adaptive learning models and continuous
monitoring of feature relevance can help tackle the drift concept. Thus,
developing methods for dynamically adjusting feature extraction based on
evolving data patterns or changes in the environment is another challenge.
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* Imbalanced data: Datasets are greatly imbalanced because security incidents
are uncommon compared to regular activities. This might lead algorithms
used in ML to neglect the minority class. To address this issue, research-
ers employed such approaches as oversampling and undersampling. The
synthetic minority over-sampling technique (SMOTE) was employed by the
authors in references [11, 12] to produce more minority sample instances
through replication, provide a balanced dataset, and decrease training time.
Consequently, creating an appropriate testbed is often highly challenging.

» Ethical and privacy-preserving: As data-driven techniques become more
pervasive, ethical considerations regarding data privacy and the ethical
implications of detecting anomalies or behaviors need careful attention. It
is essential to ensure that feature engineering processes respect user privacy
and comply with data protection regulations. So, developing techniques for
secure computation of features to protect sensitive data during the feature
extraction process is an ongoing concern.

* Scalability: Scalability in feature engineering for threat detection handles
huge amounts of data effectively. As data volume increases, extracting rel-
evant features in real time becomes more challenging. Continuous feature
upgrades are required to guarantee precise models. Therefore, to maintain
detection efficacy, it is essential to have strong infrastructure and optimiza-
tion techniques. So, scalability is still an issue that must be fully solved.

* Automated feature engineering: Research on automated feature engineering
methods and methodologies that are adaptable to react to evolving threats and
new features remains unsolved in many areas. Adding more automated processes,
possibly employing methods like reinforcement learning for feature extraction or
selection, could improve the efficiency and flexibility of the taxonomy.

3.6 CONCLUSION

Cybersecurity is a daily practice that safeguards computers, networks, and data
from attacks and intrusions. ML is, therefore, widely used in two domains: threat
detection and network traffic analysis. Selecting the most relevant features is essen-
tial to improve detection accuracy and efficiency while preventing overfitting and
additional processing costs. As a result, developing and choosing the most pertinent
features is necessary to maximize the efficiency of threat detection models. This
chapter aimed to analyze and present a classification of feature engineering for threat
detection. We offered a taxonomy based on papers reviewed in response to RQ;.
The offered taxonomy is categorized into five main categories: statistical features,
temporal features, content features, structural features, and behavioral features.
According to RQ,, accuracy accounts for the most significant percentage of evalua-
tion factors at 17%. Recall, precision, and F-score are ranked second with 15% each.
With regard to RQ,, ensemble methods and DL are the most typically utilized clas-
sifiers in the reviewed studies. Based on the statistical percentage of applied tools,
Python has a 63% utilization rate compared to 19% for MATLAB. Although we
provide an extensive taxonomy of feature engineering for threat detection, its future
development and practical application will depend on how well we handle issues
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with real-time analysis, scalability, ethical and privacy preservation, and automated
feature engineering. The taxonomy will be refined and expanded over time due to
continuing technological and methodological advancements.
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4.1 INTRODUCTION

Monitoring network traffic to detect anomalies has been widely addressed in
research since 1965. The anomaly detection method is designed to detect unusual
patterns and irregularities in network traffic or stored datasets that deviate from
normal conditions. These deviations could be signs of a problem, such as unexpected
errors, system performance decreases, or security threats and intrusions. The grow-
ing use of anomaly detection in different areas, such as security, healthcare sys-
tems, financial applications, and smart city applications, has made it an important
issue. It is especially outstanding in network security, data security, data mining,
statistical applications, and computer vision. Identifying phishing fraud by detect-
ing unusual transactions [1], identifying body injuries by detecting abnormal areas
in radiographic images [2], and detecting device mis-operation through monitoring
abnormal network traffic [3] are some examples of anomaly detection applications.

The rapid growth of the internet has led to a considerable increase in big data
and network traffic. Network traffic usually carries complex, private, important, and
sensitive data vulnerable to various security threats. As a consequence, system secu-
rity becomes a critical issue, and network traffic anomaly detection emerges as an
important mechanism for providing security, which merits more in-depth research
and investigation. Anomaly detection in data and network traffic is a necessary solu-
tion that assists organizations and enterprises in dealing with network failures and
network security vulnerabilities and applying appropriate responses effectively.
Anomaly detection techniques could rapidly detect data leakage and data robbery,
enhance network performance, and protect user data against security threats.

Traditional anomaly detection approaches are rule-based mechanisms that gen-
erate alerts when certain conditions are met [4]. In traditional systems, the experts
should manually set thresholds and periodically fine-tune them to adapt the system to
the changing data patterns. Therefore, ever-changing anomaly patterns, new unseen
anomaly patterns, velocity, variety, and volume of generated data, high-dimensional
and complex data structures, and rare data types render traditional anomaly detec-
tion methods ineffective and inappropriate for the dynamic and complex nature of
modern networks [5]. These systems also have less accuracy in conditions where
various parameters affect the anomaly.

The anomaly detection with artificial intelligence (AI) uses machine learning
(ML) and AT algorithms to detect unusual patterns. This anomaly detection approach
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does not leverage only predefined thresholds, fixed rules, and simple models but also
uses complex models that continuously learn from network traffic and stored data.
Therefore, Al-based anomaly detection approaches can dynamically adapt to new
and constantly changing patterns, be better compatible with dynamic environments
in detecting complex and subtle irregularity patterns, and be suitable for the dynamic
and complex nature of modern networks [6]. In addition, they continuously improve
themselves over time through reinforcement learning (RL). In brief, the advantages
of Al-based anomaly detection include proactivity, effective recognition, real-time
detection, and capability of processing large datasets. However, the fast develop-
ment of Al technologies in recent years has led to an increase in industrial and aca-
demic investigations relevant to dealing with complex data structures, such as time
series data definition and high-dimensional data representation [7]. Many Al-based
approaches have been proposed in anomaly detection that prove Al is a promising
way of solving many real-world issues [8, 9].

This chapter presents a holistic study of recent Al-based network traffic anomaly
detection methods and discusses related challenges, considering the latest research
results. It continues by classifying the proposed approaches related to Al-based net-
work traffic anomaly detection methods and raising challenges. It also highlights
the applied evaluation factors, algorithms, and tools. Finally, it highlights the vital
research roadmaps, limitations, challenges, and open issues to enhance the efficiency
and practicality of Al-based network traffic anomaly detection.

The remainder of the chapter is structured as follows: Section 4.2 discusses a few
points on anomaly detection. Section 4.3 details the methodology and questions of the
research and the paper selection process. Section 4.4 categorizes and analyzes the selected
articles in detail, pointing out their pros and cons. Sections 4.5 and 4.6 discuss the
results analysis, future trends, and open issues. Finally, Section 4.7 concludes the chapter.

4.2 ANOMALY DETECTION

Anomaly detection tries to recognize patterns in network traffic or stored data that do
not match normal activities and expected patterns. In various application domains,
these unexpected patterns are usually interpreted as exceptions, outliers, anomalies,
or deviations that could be signs of a problem, such as errors, system performance
decreases, or security threats and intrusions. In the literature on anomaly detection,
the terms outliers and anomalies have been used more than the others. Anomaly
detection has been widely used in various applications, such as forgery detection
in insurance systems, electronic healthcare systems, fraud detection in financial
transactions, cyber-security solutions, and intrusion detection systems (IDSs). The
anomaly detection is important because the detected anomalies could give us critical
information [10]. For instance, an abnormal network traffic pattern could be a sign
that a compromised node is receiving data from an unauthorized source or sending
data to an unauthorized destination. Two main network anomaly classes are anoma-
lies related to security threats and anomalies related to performance. Attackers could
cause security anomalies through malicious activities such as injecting flood traffic
into the network and blocking the network services for legal users. In addition, server
failure, broadcast floods, and temporary congestion could generate performance
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anomalies. In the abstract, anomalies are patterns that do not match normal activi-
ties. A straight way to recognize anomalies is to determine a set of normal behaviors,
and any observed activity outside of this set is considered an anomaly. However, this
straightforward idea becomes challenging due to the following factors:

* Determining a set that includes all possible normal behaviors is hard, and
the border between abnormal and normal activities may be imprecise.
Therefore, behaviors that lie near the normal-malicious border may be
misinterpreted.

* Attackers and intruders use masquerading and change themselves to make
abnormal activities seem normal. This makes the process of determining
normal behaviors more complicated.

¢ In many fields, the domain of normal behaviors is still evolving, and the
current definitions of normal behaviors may be insufficient for the future.

* The concept of anomaly and normal deviation range are strongly application-
dependent. For example, a data deviation that indicates an abnormality in a
medical application may be normal in a financial application. This neces-
sitates the development of application-specific deviation definition strategies.

* Labeled data availability to train/validate Al-based anomaly detection
methods is still a challenging problem.

¢ Sometimes, the noise in the data is similar to the real anomalies, which
makes it difficult to detect and delete the noises.

Due to these issues, the anomaly detection process is complex, especially through
traditional approaches. Therefore, the researchers have combined concepts from dif-
ferent fields, such as data mining, ML, Al, spectral theory, information theory, and
statistics, to formulate and solve application-specific anomaly detection problems.

4.3 RESEARCH METHODOLOGY

Researchers have performed many investigations on the application of Al in anomaly
detection in networks and its issues and challenges. First, we elucidate the reasons
and needs that motivated us to conduct this research. Responding to the research
questions identifies the research gaps and provides a roadmap for researchers to
develop innovative solutions. This chapter, in particular, studies the application of
Alin anomaly detection in networks and the challenges met. To this end, it compares
and classifies the proposed approaches. To satisfy the research goals, the following
research questions are defined:

* RQ; What is the probable classification of the proposed approaches of Al in
anomaly detection in networks?

* RQ,: What are the evaluation techniques, evaluation factors, methods,
and tools used in the proposed approaches of Al in anomaly detection in
networks?

* RQ; Whatare the current research gaps and challenges related to approaches
of Al in anomaly detection in networks?
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Then, we did an online search from 2023 to 2024 using Google Scholar as the search
engine on well-known scientific databases, including IEEE, ACM, ScienceDirect, Springer,
SAGE, Emerald, Inderscience, Wiley, Hindawi, and Taylor & Francis. The search has con-
sidered the title, keywords, and abstract, and the below search string was used:

(Anomaly OR Outlier) AND (Detection OR Identification OR Recognition) AND
(AIOR “Deep Learning” OR “Machine Learning” OR “Artificial Intelligence”)

In addition, we dropped review or survey papers, book chapters, short or edito-
rial papers, non-peer-reviewed papers, non-English articles, and theses to obtain the
highest-quality papers related to the subject. After that, we studied the full texts of
the papers, evaluated their qualities, and selected 26 more relevant papers (JCR-
indexed) that explicitly explained their method and evaluation details and covered the
research scope. The next step involves categorizing the 26 selected into four classes:
unsupervised learning, supervised learning, hybrid learning, and RL. Finally, we
studied selected papers, extracted and discussed the main ideas, and described the
advantages and drawbacks. The data were extracted, analyzed, and compared, and
utilizing this data, the results were discussed, and research questions were answered.
The study performed on the selected papers discloses the research gaps related to the
subject and reveals open issues and remaining challenges that merit more in-depth
research and investigation in applying Al in network anomaly detection. It will pro-
vide a roadmap for researchers to develop new and innovative ideas.

4.4 A CLASSIFICATION OF APPLICATIONS OF Al IN
ANOMALY DETECTION IN NETWORKS

This section details the 26 selected articles and provides their features, advantages,
weak points, and distinctions. Since the literature on the applications of Al in anom-
aly detection in networks is widely diverse, structuring systematic research is hard.
Since the authors have applied four ML models for anomaly detection, including
unsupervised learning, supervised learning, hybrid learning, and RL, we have clas-
sified the selected articles into these four classes, as shown in Figure 4.1. The subsec-
tions 4.4.1, 4.4.2, 4.4.3, and 4.4.4 explains in detail these categories.

4.4.1 SuPERVISED LEARNING CLASS

Supervised ML models have been widely used in different applications, especially
for anomaly detection, due to their high accuracy, high speed, diverse algorithms,
and ability to learn from past data. In supervised learning, the machine is given
labeled data to learn a function to predict the expected output for new inputs. They
are trained on labeled data, enabling them to differentiate between abnormal and
normal patterns based on past experiences. For example, labeled data for anomaly
recognition may include normal and abnormal network traffic patterns. However,
they are relatively expensive, require a supervisor, and cannot counter unknown pat-
terns. This subsection explains, analyzes, and compares the supervised learning-
based approaches in anomaly detection and summarizes the results in Table 4.1.
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TABLE 4.1
Reviewing and Comparing the Supervised Learning-Based Approaches

Ref.

(11]

[12]

[13]

[14]

[15]

[16]

(17]

(18]

Advantage(s)
High accuracy
High precision
High recall
High F1-score
High specificity
High efficiency
High security
High robustness
High detection rate
High accuracy
High precision
High recall
High F1-score
High efficiency
High security
High accuracy
High precision
High recall
High F1-score
High adaptability
High accuracy
High precision
High recall
High F1-score
High adaptability
High accuracy
High sensitivity
High specificity
High accuracy
High F1-score
High accuracy
High precision
High recall
High F1-score
High detection rate
High accuracy

High security
High accuracy
High efficiency
High trust

Disadvantage(s)
The article does not discuss
the scalability of the
proposed approach
The article does not discuss
the potential impact of false
positives and false negative

Low scalability

Low detection rate

Low scalability

Low scalability

Detects a few numbers of
attacks
Low scalability

Detects a few numbers of
attacks

Low scalability

The used binary class
anomaly detection can limit
the generalization of the
findings

Applied models

CNN
LSTM
GBM

KNN
Quantum
autoencoder

DL
Attention machine

RF
Ensemble
technique

ELM

DNN
LSTM
Recurrent DL

Adaptive boosting
RF, LR

DNN, Perception

DNN

SVM

KNN

RF, DT

Adaptive boosting

(Continued)
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TABLE 4.1 (Continued)
Reviewing and Comparing the Supervised Learning-Based Approaches

Ref.

[19]

[20]

(21]

(22]

[23]

[24]

(25]

[26]

Advantage(s)
High accuracy
High precision
High recall
High F1-score
High accuracy
High precision
High recall
High Fl-score
High efficiency
Low training time
Low false positive rate
Low computational cost
High accuracy
High precision
High recall
High F1-score
High true positive rate
High accuracy
High specificity
High sensitivity
High precision
High detection rate
Low mean square error
Low root mean square error
Low false negative rate
High accuracy
High F1-score
High KAPPA coefficient
High NMI coefficient
Low training time
High accuracy
High precision
High sensitivity
High F1-score
High accuracy
High precision
High recall
High F1-score
High accuracy
High precision
High recall
High Fl-score

Disadvantage(s)

Applied models
* Offline anomaly detection Convolutional LSTM

¢ Low scalability

* Lack of analysis scalability « DT
* Potential overfitting * RF
¢ Offline anomaly detection « LR
* Low scalability « NB
« DT
¢ RF
* ANN
» Sometimes fails to analyze « ELM
the compressed data * Heuristic optimizer
¢ Low performance during DT

test phase Requires to be
examined with new types of
attacks

¢ LSTM
attacks ¢ Residual network

¢ Detects a few numbers of

* Low scalability

» Slow convergence rate Recurrent neural

* Poor learning efficiency network

* Biased or one-sided * LSTM

perspective ¢ Convolutional
« Insufficient analysis of LSTM
counterarguments
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In an era when energy networks are moving toward digitalization, protecting
cyber-physical microgrids against security vulnerabilities, anomalies, and breaches
has become crucial. The authors in reference [11] combined the capabilities of
long short-term memory (LSTM) and convolutional neural networks (CNN) and
suggested a method for microgrid systems that efficiently detects anomalies and
breaches and identifies intrusions with high accuracy in real time. This method was
integrated with gradient-boosting machines (GBM) to improve the total detection
capability. Experimental results show the proposed ML-based method’s efficiency,
precision, and accuracy while enhancing microgrid flexibility, although using GBM
improves the efficiency. Hybrid models were created by reference [12] using the abil-
ities of quantum deep learning (DL) and quantum ML in conjunction with quantum
autoencoders. The three anomaly detection schemes were constructed by combining
the quantum autoencoder with a quantum one-class support vector machine (SVM),
a quantum k-nearest neighbor (KNN), and a quantum random forest (RF), respec-
tively. Evaluations showed that all schemes accurately and efficiently detect network
traffic anomalies, but the highest accuracy is achieved by combining the quantum
KNN and the quantum autoencoder. This indicates that the development of quantum
schemes offers a promising attack and anomaly detection capability and provides
network security.

A feature subset selection method and an anomaly detection mechanism were
proposed by integrating DL methods with attention mechanisms [13] to secure the
cloud environment. The feature selection method includes a grasshopper optimiza-
tion algorithm for reducing features’ dimensions and selecting a subset of features.
The approach also applies attention convolutional bidirectional LSTM for classifica-
tion and anomaly detection and uses a deer hunting optimizer system to fine-tune
hyperparameter selection. It can also recognize complex data dependencies and pat-
terns and aims to accurately identify and classify the anomalies of the cloud platform
with improved adaptability and performance.

With the rapid growth of connected diverse Internet of Things (IoT) devices, con-
siderable security concerns have been raised. Therefore, reference [14] suggested
a scheme to profile the behaviors dynamically and detect anomalies in software-
defined IoT networks (SD-IoT). The proposed scheme creates a dynamic profile of
IoT device behavior through a precise and gradual process to grab evolving features
over time, representing real-time device communication and interaction patterns.
Next, ML-based algorithms analyze the profiles to detect anomalies and deviations
from correct patterns. Once the anomaly is detected, the proper adaptive policies
are triggered. Eventually, the SDN controller dynamically applies adaptive poli-
cies to prevent anomaly diffusion and provide network integrity. The scheme could
effectively detect anomalies and security vulnerabilities and mitigate their effect,
and thanks to SDN advantages, increases the resilience and security of the IoT
environment.

IDSs could tackle privacy and security concerns in IoT networks. Thereby, ref-
erence [15] applied the kernel principal component analysis algorithm to choose
the main features from the decreased features’ vector and presented an IDS based
on anomaly detection to protect the IoT ecosystem against different cyber-attacks.
The proposed IDS employs the kernel extreme learning machine (ELM) classifier
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to detect malicious and safe traffic flows for binary categorization and categorize
attacks in specific classes for multiclass categorization to specify the attack type.
Evaluations showed the proposed method’s efficiency, enhanced performance, and
accuracy.

Since traditional IDS often have constraints that decrease noise sensitivity, anom-
aly detection efficiency, and detection rates, reference [16] presented an anomaly
detection and network protection scheme for the IoT edge computing environment.
The scheme uses instance-level horizontal reduction and nested moving sliding win-
dows to reduce data complexity and dimensions and applies recurrent DL methods
for anomaly detection and protection against network attacks. The sliding windows
proceed with a specified step in the data and, based on anomaly type in the data,
create various numbers of histograms.

Leveraging the IoT in healthcare systems has improved patients’ care, but seri-
ous security concerns are raised. To tackle the concerns, reference [17] balanced the
Canadian Institute for Cybersecurity (CIC) IoT dataset and used it to train different
supervised ML techniques, including adaptive boosting, RF, DNN, perceptron, and
logistic regression (LR). Next, the results were compared to find the most efficient
network traffic anomaly detection technique in IoT-based healthcare systems. In
addition, the ML algorithms were evaluated across multiclass and two-class dataset
representations, the computational response time of the ML algorithms was mea-
sured, and the essential features for the extension of ML schemes were determined.
The RF was found optimal for binary and multiclass classification with an approxi-
mate accuracy of 99.55%.

A major concern in autonomous driving is cyber-attacks in which autonomous
vehicles (AVs) are vulnerable to various types of anomalies. Thus, reference [18]
proposed an end-to-end explainable Al scheme to interpret the anomaly detection
decisions made by AI methods in AV networks. In addition, the scheme includes
two new explainable Al-based methods for feature selection to identify the rank and
contribution of important features influencing an AV’s anomaly categorization and
for taking necessary prudence. The scheme offers local and global interpretations
for anomaly detection Al methods in AVs. It generates justifications and explana-
tions that are understandable to humans to clarify the decision-making process of Al
methods when an abnormal AV is detected.

To counter cyber-security attacks threatening intelligent cyber-physical transpor-
tation systems (ICTS), reference [19] presented a DL-based IDS to secure ICTSs and
designed an LSTM method based on DL to detect malicious activities in AV net-
works. In addition, a hybrid convolutional LSTM method is proposed that combines
the advantages of LSTM and CNN in simultaneously investigating the temporal and
spatial aspects of data packets. Simulations showed the proposed IDS’s accuracy.
To solve the problem of feature selection and extraction difficulty within IoT net-
works, reference [20] used locality-sensitive hashing techniques to demonstrate raw
network data packets as vectorized data appropriate for machine-learning modeling
and remove the burden of feature extraction and choosing. Furthermore, the RF and
decision tree (DT) models were used for ML modeling to identify anomalies within
IoT networks. The proposed mechanism doesn’t need feature extraction and selec-
tion steps.
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To detect anomalies and vulnerabilities in IoT smart devices, in two scenarios,
five supervised ML algorithms, including Naive Bays (NB), LR, artificial neural
network (ANN), RF, and DT, were applied to the same dataset [21]. In the first sce-
nario, the whole dataset is fed to all algorithms, while in the second, the data records
having 0 and 1 values are excluded from the dataset, then the dataset is fed to all
classifiers. Simulations showed that the DT, RF, LR, and ANN are similar and more
efficient than the NB in scenario 1, while the RF and DT overcome the other applied
algorithms in scenario 2. A comparative study of the proposed method and similar
works shows its superiority in terms of accuracy and detection rate.

A three-step sensor data anomaly detection approach for wireless sensor networks
(WSNSs), including data compression, prediction, and anomaly detection, is presented
in [22]. The first step involves data pre-processing, eliminating duplicate values from
the dataset, and applying the piecewise aggregate approximation method, which
accurately extracts low-dimensional features, for data compression. Reducing data
dimension enhances detection efficiency. The second step uses the ELM for predic-
tion. The enhanced transient search arithmetic optimization was utilized to optimize
the ELM parameters. Finally, in the third step, the data anomalies are identified
utilizing the dynamic thresholding method, which defines a set of threshold values
to distinguish the abnormal and normal data.

For the IoT network, reference [23] presented a data-driven anomaly and intrusion
detection method. The proposed method balances the dataset using random under-
sampling and synthetic minority oversampling technique algorithms (SMOTE). This
prevents bias in ML models and enhances their detection performance. The feature
selection process is based on the mutual information index, in which the less relevant
features to the output class are discarded, and more relevant features remain. This
decreases the dataset size, reducing training time and computational cost. Next, the
auto-ML algorithm is used to find the most efficient model producing optimal results
and fine-tune the classification hyper-parameters, which in this work is a set of DTs.
Finally, a set of DTs is used for anomaly detection.

Another work [24] designed a DL-based anomaly detection method to prevent
the data anomalies of automated and connected vehicles caused by data failures or
network attacks. The proposed method adds a wavelet convolutional layer as the
network’s initial input layer for extracting the most frequent data features from the
input signal. Moreover, an Omni-scale block extracts impressive information adap-
tively. Therefore, the more relevant data features remain from the huge initial data.
Next, it abstracts the extracted features using the LSTM and residual network block.
Finally, it realizes particular categorization. The experimental results show the pro-
posed method’s detection performance, flexibility, and accuracy in mixed anomaly
scenarios. Also, reference [25] designed a DL model based on the gated recurrent
unit (GRU) neural network called SEMI-GRU to detect anomalies in vehicular ad-
hoc networks (VANET) traffic. The model deploys semi-supervised learning and
leverages data oversampling. First, the SEMI-GRU converts the data into binary
features. Next, it oversamples the minority class by applying the STMOE algorithm.
Then, the symmetrical reduction feed-forward neural network is applied to extract
features. Finally, it uses the simplified version of the MixMatch model. The simula-
tions showed that the proposed model overcomes existing approaches in accuracy
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and low false positive rate. Finally, reference [26] proposed an IDS based on DL
using convolutional LSTM to protect autonomous connected vehicles, demonstrat-
ing more detection accuracy than the existing methods.

4.4.2 UNSUPERVISED LEARNING CLASS

The unsupervised learning models in anomaly detection automatically examine the
data and identify normal and abnormal patterns, structures, or clusters in data with-
out labels just by accessing the input data without any labels or external information
since no explicit data labels exist. Unsupervised learning aims to discover meaning-
ful anomaly patterns and allow us to extract useful information. This approach can
help to discover hidden and unknown anomaly patterns in data and improve the
quality of anomaly detection decisions. However, they have low learning accuracy.
This subsection explains, analyzes, and compares the unsupervised learning-based
approaches in anomaly detection and summarizes the results in Table 4.2.

Since the mobile ad-hoc networks (MANET) used with IoT sensors are vulnera-
ble to security threats, reference [27] combined the firefly algorithm and genetic style
and proposed an efficient hybrid optimization method to select efficient, trustworthy,
and safe routes, detect anomalies, and prevent Blackhole and Grayhole attacks in
the MANETIoT sensor network. The optimization method uses the unsupervised
K-means ML algorithm. The recommender filter of K-means calculates the trustwor-
thiness through the security monitor; additionally, the security monitor calculates
the nodes’ trust values used to plan the route.

4.4.3 REINFORCEMENT LEARNING CLASS

RL is an ML method that tries to model the behavior of the environment and,
through communication and interaction with that environment, learn more about
the environment’s behaviors to detect anomalies. This method is based on the idea
that the model independently learns from its experiences without needing labeled
data. The model makes detection decisions and then uses the rewards or punish-
ments it receives due to these decisions to improve its performance. Passing time
and repeating this process, the model learns which detection decisions increase the
reward or decrease the punishment and gradually identifies the normal and abnormal

TABLE 4.2
Reviewing and Comparing the Unsupervised Learning-Based Approaches

Ref. Advantage(s) Disadvantage(s) Applied models
[27] * High packet delivery ratio * The efficiency should be improved ¢ K-means

* High throughput

* Low delay

* High detection rate
» Low energy consumption
* High security
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TABLE 4.3
Reviewing and Comparing the Reinforcement Learning-Based Approaches

Ref. Advantage(s) Disadvantage(s) Applied model
[28] * High data confidentiality ¢ High computational cost * Reinforcement learning
* High data integrity « Low scalability

* Low network access time
¢ High accuracy

* High security

* Low false-positive rate

[29] * High accuracy ¢ Support limited data * Deep Q-Network
* High precision structures ¢ Autoencoder
* High recall ¢ Low scalability

¢ High Fl-score
* High efficiency
* Low training time

behavioral patterns. This subsection explains, analyzes, and compares the RL-based
approaches in anomaly detection and summarizes the results in Table 4.3.

Zero-trust security has become important in the industrial IoT(IIoT) and current
methods are time-consuming and inefficient because they require continuous device
verification every time a node joins. Therefore, reference [28] proposed an anomaly
detection solution in zero-trust security networks, which provides data security and
a vigorous authentication mechanism. The solution includes three phases: compres-
sion function to ensure data integrity and confidentiality, device profiling based on
device features using deep RL to decrease device verification and authentication,
and anomaly detection through RL. Detecting anomalies through device profiling
will amplify the accuracy and performance of the IIoT networks, while DL improves
system management in anomaly detection.

A deep RL-based anomaly detection mechanism to mitigate cyber-attacks in
cyber-physical systems is proposed in reference [29].It applies a deep Q-network
to model the thresholds in detecting anomalies as a Markov decision process and
aims to make a balance between computational cost and detection efficiency. The
proposed mechanism enables dynamically defining thresholds and adaptive anomaly
recognition. The mechanism hybrid architecture contains an autoencoder module to
learn the features and score the anomalies and a deep Q-network module to make
sequential detection decisions. The simulation showed the mechanism’s high effi-
ciency, performance, and robustness.

4.4.4 HyBRID LEARNING CLASS

Hybrid learning classes combine different ML models to leverage their benefits
and cover the weak points. This subsection explains, analyzes, and compares
the hybrid learning-based approaches in anomaly detection and summarizes the
results in Table 4.4.
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TABLE 4.4
Reviewing and Comparing the Hybrid Learning-Based Approaches

Ref. Advantage(s) Disadvantage(s) Applied model
[30] » High accuracy * High computational cost Deep belief network
* High precision * High detection time LSTM
* High recall * Inappropriate for real-time GRU
* High Fl-score detection RF
* Low false positive rate * Low scalability
* Low false negative rate
[31] * High accuracy High training time K-means
* High precision SMOTE
* High recall Autoencoder
* High Fl-score GBM
* Low false positive rate
[32]  « High accuracy * Oversimplification of complex SVM
* High precision issues NB
* High recall  Biased or one-sided GBM
* High Fl-score perspective Isolation forest
* Low communication cost
[33] * High accuracy * Insufficient details on the SVM
* High precision parameter tuning and Isolation forest
* High recall sensitivity analysis
* High Fl-score ¢ Lack of comprehensive
* Low false positive rate evaluation with diverse
* High precision-recall curve datasets
[34] * High accuracy * Require to consider the DL
* High precision processing power of edge Convolutional
* High recall devices autoencoder
* High Fl-score * Implementation complexity
[35] * High accuracy * Lack of hyperparameter tuning SMOTE, Autoencoder
* High precision exploration Adaptive boosting
* High recall » Lack of discussion on DT, RF
* High Fl-score scalability LSTM
ANN
[36] * High accuracy Offline anomaly detection DNN

High precision
High recall
High F1-score

A two-step anomaly detection approach and a V2V attack detection system based

on DL models are presented in reference [30] that use two ML classifiers from two
changed prepared datasets, capable of simultaneously detecting all kinds of attacks.
Simulations showed that the RF and GRU models have higher accuracy in detecting
attacks, while the LSTM model has higher sensitivity in detecting types of attacks.
The deep belief network (DBN) model has the lowest accuracy. The RF and DBN
models are the fastest, while the GRU and LSTM models are the slowest. However,
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the two-step anomaly detection method’s superiority over the one-step method is
obvious. Since data imbalance problems affect network anomaly detection solutions,
reference [31] proposed a hybrid anomaly detection scheme to tackle the anomaly
detection problem in imbalanced network traffic, combining the K-means clustering
algorithm and SMOTE. The K-means performs undersampling, while the SMOTE
conducts over-sampling of the minority class. The denoising autoencoder also selects
the most important features and decreases the data dimension. An improved version
of the GBM model is applied to detect anomalies, and the Shapley additive explana-
tion method offers explanations. The scheme balances the data with minimum infor-
mation loss, doesn’t increase data size, and detects anomalies accurately.

The authors in reference [32] focused on using ML methods to detect anomalies
caused by compromised sensors in the network of IoT devices. To this end, they
applied unsupervised (one-class SVM, local outlier factor, isolation forest) and super-
vised (Gaussian Naive Bayes, XGboost) methods. The unsupervised methods dem-
onstrated admirable accuracy, but accuracy alone isn’t always the final metric for
effectively detecting outliers. When the main objective is detecting all outliers (maxi-
mizing recall rather than maximizing precision), the Fl-score and accuracy should be
considered. Simulations showed that one-class SVM is more efficient than isolation
forest and local outlier factor in outlier detection, and supervised methods represent
higher performance, accuracy, efficiency, and F1-score than unsupervised methods.

Since a wide range of IoT applications depend on the accuracy and reliability
of the data gathered by wireless sensors, reference [33] proposed a hybrid model
combining isolation forest and one-class SVM to flag abnormal sensor data and the
generation source in WSNs. The model has two steps. First, the raw unlabeled data
collected from the real world is labeled using one-class SVM. Then, using isolation
forest, it detects anomalies, identifies abnormal data, and flags the anomalous sen-
sors producing this abnormal data. Similarly, reference [34] presented a dynamic
DL-based scheme for anomaly recognition in the Fog-assisted Internet of Vehicles
(IoVs). The proposed method uses an autoencoder and convolutional layers for effec-
tive anomaly detection and feature extraction. In the comparative study, the pro-
posed method demonstrates a higher Fl-score and lower false alarms than existing
schemes, which leads to secure communication. Moreover, reference [35] used dif-
ferent classifiers and presented an ML-based anomaly detection method for smart
homes, which improves accuracy, Fl-score, recall, and precision. Finally, reference
[36] utilized DL models and presented an IDS based on anomaly detection for IoT
networks. A feature selection based on a deep neural network model is specially
designed to select more relevant data features effectively.

4.5 ANALYSIS OF RESULTS

According to the guidelines introduced in Section 4.2, this section investigates the
studied papers. Moreover, we analyze and compare the studied articles to answer the
research questions.

RQ;: What is the probable classification of the proposed approaches of Al in anomaly
detection in networks?
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FIGURE 4.2 The percentage of machine-learning models used for anomaly detection in
networks.

Based on the RQ, and investigated papers, the proposed approaches to Al applica-
tions in network anomaly detection are classified into four basic categories: unsuper-
vised learning, supervised learning, hybrid learning, and RL. Figure 4.2 shows that
the majority (61%) of investigated papers used supervised learning-based models,
while 27% applied hybrid learning-based models, 8% preferred to utilize RL-based
models, and 4% leveraged unsupervised learning-based models.

RQ,: What are the evaluation techniques, evaluation factors, methods, and tools used
in the proposed approaches of Al in anomaly detection in networks?

According to the RQ,, researchers have used various evaluation factors. Figure 4.3
shows that accuracy has been considered more than the other evaluation factors
(21%). The next considered factors are the Fl-score, precision, and recall, with 16%,
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FIGURE 4.3 The percentage of evaluation factors used to evaluate the proposed approaches.
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FIGURE 4.4 The percentage of evaluation tools used to evaluate the proposed approaches.

15%, and 14%, respectively. Security, efficiency, specificity, and sensitivity are the
next attractive evaluation factors, with 4%, 4%, 2%, and 2%. As Figure 4.3 explains,
most solutions attempt to enhance accuracy, Fl-score, precision, and recall while
improving efficiency and security.

Considering the RQ,, Figure 4.4 depicts that Python, TensorFlow, MATLAB,
Cooja, NS-3, and OMNET++ have been used to evaluate the proposed approaches
by 54%, 8%, 1%, 4%, 4%, and 4%, respectively. Finally, all the authors evaluated
their proposed solution through simulation.

4.6 OPEN ISSUES AND CHALLENGES

Investigating the selected articles highlights some research challenges that deserve
more in-depth study in the future. Therefore, this section explains the challenges,
considering RQ;.

RQ; What are the current research gaps and challenges related to approaches of Al
in anomaly detection in networks?

e Imbalanced data problem: When the dataset contains imbalanced classes,
the classifier is more attracted to the majority classes, and the minority
classes are disregarded or assumed as noisy data [37]. The anomalies are
often infrequent data instances, whereas normal instances form the major-
ity classes. Therefore, with imbalanced data, typical evaluation factors such
as detection accuracy or rate may be unsuitable. However, it is crucial to
solve the imbalanced data problem. Therefore, in the presence of imbal-
anced data, typical evaluation factors such as detection accuracy or rate may
be unsuitable. However, solving the imbalanced data problem is crucial.

*  Computation efficiency: Offline solutions could process large data volumes
and be optimized for higher detection accuracy, but they do not easily adapt
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to ever-changing network traffic and anomaly patterns. Online solutions
require online training. On the other hand, online training is prone to noise,
and training time, algorithm speed, and required storage become big chal-
lenges. Therefore, effective methods must be developed to balance compu-
tation efficiency and detection accuracy.

Labeling and data quality issues: The accuracy of ML and Al schemes seri-
ously depends on input data quality. Collecting high-quality data represent-
ing normal activities is critical for anomaly detection. This process requires
recognizing the “normal” activities that could be conceptual and differ over
various networks. In addition, data labeling needs time and skill, which com-
plicates the data preparation process. This issue emphasizes the significance
of robust data collection techniques in developing efficient anomaly detec-
tion systems. However, data collecting and pre-processing are challenging.
Resource requirements and computational complexity: Executing the ML
and Al models for real-time anomaly recognition requires considerable
computational and storage resources. The computational complexity of
models, such as DL, requires efficient software platforms and powerful pro-
cessing resources. In addition, adapting to new anomaly patterns requires
continual management and updating models, which increases resource
demands [38]. Therefore, designing scalable schemes is necessary to ensure
that the anomaly detection system continues normal operation even under
constrained or unstable resources [39]. Thus, resource requirements and
computational complexity are challenging issues.

Model explainability and interpretability: While ML and Al schemes pro-
vide advanced anomaly detection capabilities, they operate like black boxes,
making it hard to perceive how they make decisions [40]. This non-trans-
parency prevents administrators and users from trusting the system since
they require explanations for identified anomalies [41]. Therefore, providing
model explainability and interpretability is crucial since it enables the users
to understand the reasons behind detected anomalies and adapt their activi-
ties based on the rules [42]. Attempts to develop more transparent schemes,
such as integrating explainable Al methods, could help solve this issue.
Adaptability to new vulnerabilities: The networks have a dynamic environ-
ment with changing anomaly patterns and new threats. Ensuring all ML and
Al-based anomaly detection strategies could effectively detect these new pat-
terns and threats is a challenging issue [43]. Training the model with histori-
cal data may cause it to fail to detect new anomaly patterns, which shows the
necessity of continuous adaptation and training. In addition, the rapid growth
and complexity of cyber threats quickly make traditional static anomaly
detection strategies obsolete. Therefore, adaptive machine-learning models
are needed to address this challenge. These models must be able to dynami-
cally update the concept of normal activities and learn from new data.

Real testbed environment: Most studied papers have been evaluated through
simulations and simulation does not reflect all real-world conditions. The
proposed solutions should be implemented in the real world to obtain actual
results. Constructing a suitable real testbed is important since realizing the
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proposed solutions in a real testbed reveals to what extent the solutions can
effectively detect anomalies and provide security. It also discloses the chal-
lenges and shortcomings that researchers should attempt to solve.

4.7 CONCLUSION

This chapter aimed to study, analyze, and classify the proposed applications of Al
in anomaly detection in networks. The presented classification includes four main
classes: unsupervised learning, supervised learning, hybrid learning, and RL. In
addition, this chapter tried to study the evaluation parameters, advantages, weak
points, and tools applied by the selected papers. Considering RQ2, accuracy has
been considered more than the other evaluation factors (21%). The next considered
factors are the Fl-score, precision, and recall, with 16%, 15%, and 14%, respectively.
As depicted in Figure 4.2, the majority (61%) of investigated papers used supervised
learning-based models, while 27% applied hybrid learning-based models, 8% pre-
ferred to utilize RL-based models, and 4% leveraged unsupervised learning-based
models. Based on the statistics, Python, TensorFlow, MATLAB, Cooja, NS-3, and
OMNET++ have been used to evaluate the proposed approaches by 54%, 8%, 7%,
4%, 4%, and 4%, respectively. Moreover, all the authors evaluated their proposed
solution through simulation. Finally, to answer RQ3, we presented a detailed expla-
nation of challenges and future trends and highlighted related research gaps.
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5.1 INTRODUCTION

Internet of Things (IoT) is a rapidly evolving technique that allows a huge number
of parameters to communicate information without the need for manual interven-
tion. IoT reflects to actual physical collections of objects having sensing elements,
interfaces, power supplies, programmes, and other concepts to share data with other
electronic gadgets over any transmission technology. The term IoT has been criti-
cized because gadgets must only be individually readable and linked to a network,
not the general internet [1]. Depending on sensed data and the controlling informa-
tion applied to develop the process, the control action must be carried out. For con-
strained and diverse network environments, security concerns must be discussed.
The design goals, characteristics and options for industry-based wireless sensor net-
works (WSN) are mentioned in reference [2]. The present methodology and indus-
try procedures are reconsidered. The problems in WSN reduce the parameters in
industry-based system. The industrial IoT (IIoT) has the probability to boost manu-
facturing productivity significantly. Through predictive maintenance and remote
management, the IIoT improves operational efficiency [3]. IoT security services
address a variety of energy-efficient mechanisms [4]. The deployment environment
and the target protocol are both subjected to energy-saving mechanisms. For risk
assessment of cybersecurity, IoT security issues and simulating platforms are used.
The issue of cyber threats in IoT settings is addressed in reference [5]. The smart
home security case study is completed and evaluated by the Small World platform.
By controlling the process information, attackers can disrupt the network. A novel
hardware device is proposed to identify the denial-of-service attacks (Dos) [6] by
completely representing signals in the circuits [7]. Intrusion detection system for IoT
trends, issues, and future research are discussed [8]. The focus of IoT research is to
look into different detection procedures and placement strategies, improve the attack
identification values, provide better IoT concepts in medical applications, improve
verification and alerting traffic, and improve security provisions [9]. To ensure the
security and reliability of transmitted messages, a directional security gateway
concept is proposed [10]. To prevent sensitive industry-based plant information
from unauthorized access, security issues must be addressed. In the IIoT, a position
privacy safety concept is decided that satisfies the differential personal constraint
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and enhances the utilization of data and algorithm while protecting location data
privacy [11].

The challenge-based security on task of structures protects from unauthor-
ized entry and ensures the safety of transmission channels. As a novel public-key
encryption procedure, the encryption process named Cramer-Shoup with minimal
ciphertexts are proposed [12]. The Diffie—Hellman (DDH) assumption, which is a
simple decisional assumption, underpins security [13]. Strong key management and
security algorithms must be proposed. Reference [14] discusses the various security
threats and vulnerabilities associated with IoT. To ensure security in IoT applica-
tions, the universal IoT security architecture can be implemented [15]. In a wireless
industry-based automated system, an energy-efficient security system is suggested in
reference [16]. For battery-operated vehicles, packet protection on encryption con-
sumes energy [17]. Structure stage attacks provide those that use channels, compo-
nents, programmes, logics, clocks, and supply requirements. The detection of the
programme’s improper behaviour is suggested using a self-organizing approach
[18]. Unnecessary codes are inserted at unknown location within the network using
code-based injection attack [19]. A low-cost procedure to preserve the side chan-
nel issues using embedded programmes are proposed [20]. Software attacks on the
protocols can conclude with malicious behaviour such as packet latency, deadlock,
or unknown destination. IoT attacks target hardware, software, and networks. The
lightweight hash function is proposed, which reduces hardware implementation
complexity while maintaining standard security [21]. Wireless sensors and embed-
ded systems are examples of limited devices for which the lightweight hash func-
tion is crucial. Various IoT access mechanism solutions are emphasized [22]. The
most common internet protocols are incompatible with constrained environments.
The random seed circulation is combined with fleeting master key apparatuses in
a key management procedure [23]. It is suitable for static networks because nodes
are incapable to inaugurate novel keys afterward the specified passé. To guarantee
confidentiality and integrity, the key management machineries used to protect IoT
data would be robust. These algorithms [24] are recommended to deliver end-to-end
confidentiality for data sharing. To protect the data from brute force attacks, the
key size has been increased. The challenges of energy competence, real-time enact-
ment, cohabitation, interoperable needs, security, and confidentiality are discussed
[25]. For IIoT devices, the symmetric algorithm can provide a lightweight solution.
Routing algorithms [26] and procedures are required to conclude secure message
communication [27]. The procedures and tools for protected routing in the IoT are
examined [28]. For IoT devices, the standard secure routing algorithm is required.
The hardware assured safety schemes are considered with a hybrid cryptographic
algorithm to provide process information authentication and data confidentiality
[29]. It is the most cost-effective method for monitoring sensitive plant data over the
internet while also providing a high level of security. IoT networks can self-execute
and attend without the need for manual intervention. The advantages and disadvan-
tages of the distributed IoT tactic are discussed [30]. Security mechanisms become
more complex as a result of the distributed approach. The IoT relies on wireless
transportations that are susceptible to a variety of outbreaks such as DoS, man-in-
the-middle, snooping, camouflage, and fullness [31].
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The key security challenges in IIoT include physical device assaults, attackers
listening in on process information, unauthorized monitoring of process data, and
restricting access to procedure info to sanctioned users. Many available mechanisms
for securing connectivity and sanctuary in IoT are discussed [32]. The low-rate
wireless PAN (LoWPAN) adaptation level, which allows IPv6 pack communica-
tion above IEEE standard 802.15.4, the IPv6 for route identification and CoAP;
Constrained Application Protocol which facilitates transportations at the application
level, are examples of current IoT protocols [33]. Scalability, privacy, security, and
bandwidth are some of the networking-related difficulties in the IoT [34] examine the
safety concerns for distributed industrial control systems. Sanctuary at the structural
design stage, safety at the terminal stage for sanctuary evaluation, and advanced
safety measures in IoT schemes are all factors to consider. The difficulties in secur-
ing the connection of sensor devices to the internet are discussed, in coverage in
industry-oriented circumstances [35]. The incorporation of the internet in computer-
ization and controller devices has increased the amount of sanctuary breaches linked
to pressures and susceptibilities. The challenges associated with the IoT’s distributed
approach are examined [36]. It improves security mechanisms like access privi-
leges, authentication, identification, and security procedures, among other things.
The common security approach is essential with consideration of the majority of
attacks and to ensure secure process data transmission and provides safety to plant
equipment.

5.2 PROPOSED HYBRID CRYPTOGRAPHY ALGORITHM

5.2.1 ADVANCED ENCRYPTION STANDARD ALGORITHM

Advanced Encryption Standard (AES) uses a symmetric block cypher that can be
used in hardware and software to encrypt sensitive data, and is used to safeguard
classified information. It is crucial for government computer security, cybersecu-
rity, and the protection of electronic data. Each cypher uses cryptographic keys of
128, 192, or 256 bits to encrypt and decrypt data in blocks of 128 bits are used.
Symmetric cyphers employ the same key for both transmitter and receiver encryp-
tion and decryption process. The key size considered in this projected effort for I/0
chunks is 128-bit AES. It is created on the state process and delivers the transitional
assessment of AES encoding and decoding. The AES encryption/decryption proce-
dure is shown in Figure 5.1.

AES S-box matrix has 256 elements, 16 rows and 16 columns, and its value ranges
from O to 15 or O to F in hexadecimal. They are usually employed in block cyphers to
hide the connection between the key and the ciphertex. Sub Bytes () or S-Box with 256
data elements, shown in Figure 5.2, performs nonlinear byte replacement on every byte
of the state. To recite this table, the byte input is divided into two 4-bit splits.

Next is the row shift operation, in this the first row is left unaltered. The bytes in
the state’s latter three rows are shifted by a dissimilar quantity of bytes. The second
row’s bytes are shifted one to the left. The third and fourth rows are also displaced by
two and three offsets, respectively as shown in Figure 5.3. In each row, the cipher’s
128-bit internal state is shifted.
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FIGURE 5.2 AES S-box with 256 elements.

Q0,0 | Q0,1 | Q0,2 | 0,3 Q0,0 | 0,1 | Q02 | Q0,3
A0 | 11| 12| 313 A1 | 312 | 91,3 | 210
A0 | 21| 22| 323 A2 | 323 | A0 | 321
Q30| @31 | 32| A33 Q33| A30| @31 | 332

FIGURE 5.3 Row shift operations in AES.
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The complex operation in AES process involves the multiplication of input matrix
with the maximum distance separable (MDS) matrix. The MDS matrix is the most
expensive part of the cypher process and it serves as a perfect diffusion primitive
as well. In this transformation, each column is preserved as a polynomial with four
terms that execute on column-by-column states as shown in Figure 5.4. Regarding
the wide trail approach of the cypher, this modification is crucial and is an essential
aspect of the cipher’s diffuser.

The last stage in the AES encryption is the round key operation. Round key is
affixed to the state that performs the bitwise XOR process as shown in Figure 5.5.
For 128-bit AES encryption, 10 rounds are performed. At the finish of the 10th stout,
the cypher text is obtained.

In order for encryption to function, plain text must be transformed into cypher
text, which is composed of seemingly random characters. It can only be unlocked
by those who possess the magical key. AES uses symmetric key encryption, which
encrypts and decrypts data using just one secret key. AES decryption is the inverse
process of encryption. In the middle of the cypher and modified key expansion, the
reverse add round key is executed. All operations, with the exception of inverse mix
columns (IMC), inverse shift rows (ISR), inverse sub-bytes (ISB), and inverse add
round key (IARK), are carried out in order to produce the original plain text at the
last iteration. The shift rows transformation is the reverse of the ISR operation. As
seen in Figure 5.6, the fluctuating procedure takes place when the latter three rows
of bytes in the stage are cycled with a dissimilar quantity of bytes.
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Q10| 311 ] 12| 13

A0 | 21| 22| A3

Pl |w
rIv|w]|-
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FIGURE 5.4 Mix column operations in AES.
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FIGURE 5.5 Round key operations in AES.

Q0,0 | 30,1 | Q0,2 | Q03 Q0,0 | 0,1 | Q02 | 0,2
1,1 | 31,2 | 1,3 | 310 J 10 | 311 | 312 | 1,3
2 | 23| A0 | 321 A0 | 21| @22 23
Q33 | 330 | 3,1 | 332 3,0 | 331 | 332 | 333

FIGURE 5.6 Inverse shift row operations in AES.
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FIGURE 5.7 Inverse sub-bytes operations in AES.

For each of the final three rows, the ISR transformation applies circular shifts
in the opposite direction. After the ISR operation comes the ISB operation. It uses
the byte substitution to perform an inverse operation as shown in Figure 5.7. It is
calculated by first determining the input value’s inverse affine translation, then the
multiplicative inverse. The inverse S-box is applied to each byte of the state. Next
is the IMC operation and it uses the Mix Columns function to perform the inverse
operation as shown in Figure 5.8. Every column is saved as a polynomial that oper-
ates on the formal column by column. The last step in the decryption is the IARK
operation, where the round key would be chosen in the opposite manner. The XOR
operation is carried out by its inverse function.

Cipher block chaining (CBC) mode is proposed as an advanced form of block
cypher encryption that adds complexity to the encrypted data. A countermeasure

20,0 | 0,1 | 30,2 | 0,3 14111113} 9 Bo,0 | Pos | Poa | bos
910 | @11 | 312 ] 13 9 114111 )13 — 1o | 11| bz bys
0| @1 322 93 X 13fofua|lnun|™ b0 | b2y | b2y | bas
Q3,0 | 31| @32 | Q33 11 | 13 9 14 bso | b1 | b3z bas

FIGURE 5.8 Inverse mix column operations in AES.
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FIGURE 5.9 Hybrid encryption flowchart.

technique based on liability space alteration is proposed to defend AES-128 bits
from prejudiced liability attacks [37]. It is forbidden to use collision-based outbreaks.
Before encryption, each plain text block is XORed with the preceding cypher text
block, and the consequence is translated with the key. By changing the initialization
vector, CBC mode can generate different cypher texts for identical input messages.
The combination of an asymmetric and secure hash algorithm is proposed for moni-
toring the process data in the wastewater treatment plants using IoT [38]. The lique-
fied oxygen and the pH rate are encrypted and monitored through IoT.

5.2.2 ProproseD HYBRID CRYPTOGRAPHIC ALGORITHM

Figure 5.9 depicts the flowchart of the proposed encryption algorithm. The data
from the temperature and gas sensors are used as input. When the plant data in the
input changes, the hash value changes as well. In parameters such as power values,
unit energy values, terms of speed, a multi-model examination structure for crypto-
graphic procedures is utilized [39-47]. According to the results of the experiment
and analysis, the plain text size is not proportional to the energy consumption and
time expenditures of cryptographic procedures. Figure 5.10 depicts the flowchart of
the proposed hybrid decryption algorithm.

5.3 RESEARCH METHOD

The projected hybrid safety procedure is developed in entrenched hardware, with
progression restrictions sent over a wireless network. Both the transmitter and the
receiver can monitor the process data via the internet. The block illustration of
protected nursing process data using embedded systems and IoT is shown in
Figure 5.11. Wi-Fi is used to send the encrypted data to the receiver nodule. The TP
location is required to take care of the sensed data from sensors via the internet on
both the transmitter and receiver sides. This architecture is developed with three
nodes, which are used for protected transmission and reception of development data.
The transceiver nodel in Figure 5.12 performs encryption to defend the course infor-
mation from unlawful admittance.

The data from the gas-sensing element is read by transceiver node 1 that will cre-
ate the necessary message in cipher form, and the entire encryption algorithm codes

Ciphter Text S tric Sensor Data
Start =l Receivin o IR itori End
’ from Interfet Decryption — Monitoring g

FIGURE 5.10 Hybrid decryption flowchart.
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FIGURE 5.11 IoT-based process monitoring.

are written using Python language. The node 2 transceiver that acts as a receiv-
ing node to collect the sensed gas parameters in secure manner is depicted in
Figure 5.13. The transceivers are connected using a Wi-Fi module to obtain uninter-
rupted connectivity to the internet.

Raspberry Pi
Board

Gas Sensor

Temperature Sensor

FIGURE 5.12 Node 1 transceiver.
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FIGURE 5.13 Raspberry Pi-based transceiver node.

At the receiver, the transceiver node 3 is used to empower safe checking of devel-
opment data via the internet in isolated areas. This planned mix cryptography pro-
cedure fortifies sensible process information during wireless network transmission.

5.4 RESULTS AND DISCUSSION

Most of the existing cryptography algorithms were developed and tested only
using simulation software. In addition, the existing algorithms are verified for IT
(Information Technology) security applications. Due to the usage of the internet
widely in-process monitoring and control applications, security threats increase.
Industrial types of equipment were not designed with security as a major concern.
The security mechanisms are essential for industrial operations due to the extensive
use of IoT. The security algorithms are necessary to shield the highly valuable pro-
cess instruments from unauthorized access and modifications of progression data.
The symmetric AES 128-bit architecture system suggested is detailed below. All the
values mentioned are in hexadecimal form.
128-bits Plain Text

64 77 4F 60 8F 6D 75 40 8E 39 2E 85 90 44 47 S5E

AES Algorithm - First Round Key
128-bits Key

|84 28 71 24 93 70 3D 49 80 6B 35 2E 97 50 36 95

5.4.1 (37, 7A, 4D, 55) SUBSTITUTION AS S-BOX
5.4.1.1 Initial Round Key

|B2 72 EC F6 94 17 41 83 B7 79 E6 5B D4 89 6C 7B
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5.4.1.2 Byte Substituting
Initial matrix is

00 3C 6E 47
IF 4E 22 74
OE 08 1B 31
54 59 0B 1A

State matrix substitution is made for every byte by the consistent admission in
AES S-box. These clues to the novel state matrix as

63 EB 9F A0
Co 2F 93 92
AB 30 AF C7
20 CB 2B A2

5.4.1.3 Row Shifting

Here the state matrix is shifted for the last three rows in the matrix and the initial
row of the matrix is not shifted. The new state matrix obtained is:

63 EB O9F A0
2F 93 92 CO
AF C7 AB 30
A2 20 CB 2B

5.4.1.4 Mix Columns
The fixed matrix is multiplied against the current state matrix as,

02 03 01 01 63 EB OF A0 BA 84 E8 1B
01 02 03 01 X 2F 93 92 (O X 75 A4 8D 40
01 01 02 03 AF C7 AB 30 F4 8D 06 7D
03 01 01 02 A2 20 CB 2B 7A 32 OE 5D

5.4.1.5 Add Round Key

The round key is added to the state in which the XOR operation is performed. The
encrypted AES output after the initial round is given by:

D8 87 C8 3B F5 B2 9C EA 39 A4 E7 5D 8D 79 2F FB

Similarly, all iterations are executed in the same way, and at the finish of 10th
iteration the cipher text will be as follows:

69 53 5A 8F C7 74 30 F3 70 23 79 D3 5A 6B D4 7E
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Thus the MDS5 hash procedure is utilized to guarantee data truthfulness and is
articulated as a 32-digit hexadecimal number. The span of the memorandum previ-
ously stuffing is attached as a 64-bit unit and produces the hash number for a speci-
fied message input.

5.4.1.6 128-bits Input Data
The following be the 128-bit input data:

54 68 61 78 33 28 4D 83 60 6D B5 9E 52 50 84 47

5.4.1.7 MD5 Hash Value
The following will be the MD5 hash value:

b7 29 66 be 9¢ f8 9d 4c fa 13 fl ae d3 c¢3 8c ca

Figure 5.14 shows the encrypted data value structure of a gas sensor that was
seen online at the transmitter. By compiling the well-known encryption technique
created in the Python programming language, this value is obtained. To monitor and
operate the cypher text monitoring of the gas sensor data, an IP address is required.
The decrypted gas sensor data that was viewed online at the receiver is shown in
Figure 5.15. The IP address is essential to observe and control the gas parameters in
an arithmetical manner.

The sensitive progression data is monitored using the internet in an unreadable
form. Figure 5.16 shows the sample data input to be encrypted with the 16-bit key
and the encrypted encryption text. In accumulation, the hash procedure is proposed
in this work which ensures data integrity. The unauthorized parties cannot read
and alter the process data transmitted across the internet. This proposed cryptog-
raphy structure is applicable in a wide range of industries, including power plants,
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FIGURE 5.14 Monitoring of encrypted data through the internet.
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FIGURE 5.15 Monitoring of decrypted data through the internet.

petrochemical, oil and gas, sugar, chemical plants, etc., for monitoring plant infor-
mation over the internet. The improvements from the suggested architecture are
implemented using various combinations of cryptography algorithms in real-time
industrial applications. The key size and the number of rounds in security algo-
rithms can be increased to enhance the security level of the procedure to monitor

Text to be Encrypted

This is a test data to check the
encryption using Symmetric and Hash
Algorithms for Security in Wireless
Communication

Key Size - 16-bits
Secret Key - 123456789ABCDEFO

Encrypted Data

+3E7EdhIDXzhCN5dIVtQUEhGZzOuJXFKjdI
+eF1u0d/dPl+b1g4zdcxjSc6mh62XWmO

14ri6BSCwSdZ44tuo23wvjXjUAMXDDow
loNaGEe7byAS6fX1vzBjNffc5tVTOwh49lj
ayXU3kSAw9wFJ4LMDa9/qkIRGqvtfbBLz
L7iel=

FIGURE 5.16 Input data and encrypted data using the 16-bit key.
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and control the application. Security and safety can be assured for a variety of plant
operations through hybrid cryptography algorithms.

5.5 CONCLUSION

To protect the privacy and accuracy of procedure data during wireless communica-
tion, this intended compound cryptography technique combines symmetric and hash
procedures. Data that has been processed is sent through wireless networks while
the scheduled safety procedure is implemented in an embedded system. The sym-
metric block cypher is employed in CBC mode, which makes the encrypted data
more complex. The hashing process guarantees data authenticity and integrity. In
addition, it provides industrial managers and engineers with discretion when check-
ing on the position of private plant data. The material for encryption and decryption
to be transmitted is managed by the internet and a recipient. The implementation of
a hybrid security algorithm guarantees efficient plant operations, and offers plant
operators great security and safety. Highly expensive industrial gadgets are shielded
from intruders by it. When used in conjunction with wireless networks, embedded
systems become more beneficial. This suggests compound sanctuary procedure
offers trustworthy safety for all manufacturing engineering processes to save private
information about industrial plants. This is crucial to examine security threats and
put sanctuary measures connected with contemporary manufacturing engineering
mechanization schemes into place. The adoption of a hybrid safety procedure veri-
fies that plant operations proceed without hiccups and it offers plant personnel strong
security and safety. Highly expensive industrial gadgets are shielded from intruders
by it. When combined with wireless networks, the utilization of embedded struc-
tures becomes more cost-effective. The suggested compound safety algorithm offers
trustworthy safety for all industrial processes to protect private information about
industrial plants. During industrial revolutions, using recent technologies safety
mechanisms are to be designed for utilizing the defenses promptly.
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6 Behavioral Analysis
for Threat Detection

Satya Subrahmanyam

6.1 INTRODUCTION

In an increasingly digital and security-conscious world, behavioral analysis for threat
detection has emerged as a critical approach for identifying potential risks before
they escalate. This method leverages patterns in human behavior, network activ-
ity, and system interactions to detect anomalies that may indicate malicious intent,
fraud, or cyber threats. Unlike traditional rule-based security models, behavioral
analysis employs advanced technologies such as machine learning (ML), artificial
intelligence (AI), and predictive analytics to establish baselines of normal behavior
and flag deviations in real time. This proactive strategy is widely applied in cyberse-
curity, law enforcement, fraud detection, and national security, helping organizations
mitigate threats effectively. By continuously adapting to evolving attack patterns,
behavioral analysis enhances both physical and digital security, making it an indis-
pensable tool in modern threat intelligence frameworks.

6.1.1 OVERVIEW OF BEHAVIORAL ANALYSIS IN CYBERSECURITY

When it comes to cybersecurity, behavioral analysis is all about keeping an eye on
how devices, apps, and users interact with a network in order to spot any suspi-
cious activity. Behavioral analysis aims to spot out-of-the-ordinary occurrences that
could be signs of malicious activity, as opposed to the signature-based identification
of known threats that is the main emphasis of conventional security procedures.
Advanced persistent threats (APTs), insider threats, and zero-day vulnerabilities are
examples of complex and ever-changing attacks that may elude conventional security
mechanisms [1].

In order to construct an exhaustive profile of typical behavior, behavioral analysis
uses of a number of data sources, such as user actions, system logs, and network traf-
fic. Security systems are able to identify potential dangers by constantly monitoring
and analyzing this data for even the most minute changes or trends. Organizations
may improve their security posture by using a proactive strategy to detect and miti-
gate risks before they cause substantial impact [2].

6.1.2 IMPORTANCE OF BEHAVIORAL ANALYSIS IN MODERN THREAT DETECTION

The increasing complexity and sophistication of cyber threats necessitate advanced
detection methods that go beyond traditional security solutions. Behavioral analysis
is pivotal in modern threat detection for several reasons:
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1. Detection of unknown threats: Conventional security protocols are vulner-
able to emerging attacks since they are based on previously identified pat-
terns of attack. As an alternative, behavioral analysis may spot risks that
haven’t been seen before by identifying odd behaviors that don’t follow the
norm.

2. Identification of insider threats: Insider threats pose significant risks as
they originate from within the organization, often bypassing traditional
security controls. Behavioral analysis can detect abnormal activities by
legitimate users, such as accessing sensitive data without authorization or
engaging in unusual communication patterns, which may indicate mali-
cious intent.

3. Adaptive security posture: Cyber threats are constantly evolving, requiring
security systems to adapt quickly. Behavioral analysis enables continuous learn-
ing and adaptation by analyzing new data and updating behavioral baselines,
ensuring that security measures remain effective against emerging threats.

4. Comprehensive threat detection: By monitoring a wide range of activities
across different layers of the network, behavioral analysis provides a holis-
tic view of the security landscape. This comprehensive approach enhances
the ability to detect multi-stage attacks that involve a series of coordinated
activities across different systems.

5. Enhanced incident response: By using behavioral analysis to uncover irreg-
ularities early on, investigations and responses may be initiated without
delay. Organizations can lessen the likelihood of hazards and the severity
of security events if they can spot such dangers early on.

6.1.3 How ARTIFICIAL INTELLIGENCE AND MACHINE LEARNING
CAN IMPROVE BEHAVIORAL ANALYSIS

With their enhanced data processing, pattern recognition, and anomaly detection
capabilities, Al and ML technologies have completely transformed behavioral analy-
sis in cybersecurity. Behavioral analysis is improved with the combination of Al and
ML in several important ways that are discussed as follows:

1. Automation and scalability: ML and Al algorithms can handle massive
volumes of data in real time. For big companies dealing with intricate net-
works and massive amounts of data, this scalability is vital [3].

2. Advanced pattern recognition: Algorithms trained by ML can spot connec-
tions and patterns in data that humans would miss. These algorithms may
improve threat detection accuracy by learning from past data to differenti-
ate between harmless and harmful actions.

3. Adaptive learning: Al and ML models can continuously learn and adapt to
new data, enhancing their ability to detect evolving threats. By updating
behavioral baselines and refining detection criteria, these models ensure
that security measures remain effective over time.

4. Contextual analysis: To improve the precision of threat detection, Al and
ML may take into account contextual information including user roles,
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network setups, and past behavior. This contextual analysis helps to reduce
false positives and ensures that alerts are relevant and actionable.

5. Predictive analytics: ML models may use previous data and established
trends to identify prospective dangers, which brings us to this point, pre-
dictive analytics. Proactive threat mitigation is made possible by this pre-
dictive capacity, which may discover vulnerabilities and potential attack
vectors before they are exploited.

6. Integration with security systems: Al and ML may be synced with other
security systems to improve threat detection and response capabilities. This
includes solutions for security information and event management (SIEM)
and intrusion detection systems (IDS). By combining the best features of
several systems, this integration allows for a more cohesive strategy for
security [2].

In today’s cybersecurity landscape, behavioral analysis is important for detecting
threats in a proactive and adaptable manner. Organizations can now identify and
react to complex risks in real time, thanks to behavioral analysis that is enhanced by
Al and ML integration. A strong cybersecurity plan must include behavioral analysis
and the use of Al and ML to improve it in order to keep up with the ever-changing
nature of cyber threats.

6.2 THEORETICAL FOUNDATIONS OF BEHAVIORAL
ANALYSIS FOR THREAT DETECTION

6.2.1 DerNITION AND KEY CONCEPTS OF BEHAVIORAL ANALYSIS

When discussing cybersecurity, the term “behavioral analysis” is used to describe
the process of methodically checking a network for patterns and actions that might
reveal a security risk. The usual course of action is defined by this method, which
centers on learning and simulating the habits of users, devices, and apps. Malicious
actions, such as insider assaults or malware infections, may be detected when this
baseline deviates from the norm [2].

Key concepts in behavioral analysis include:

e Anomaly detection, or the finding of data patterns that do not match pre-
dicted behavior, is a central idea in behavioral analysis. When things don’t
add up, it can mean there’s a security risk.

» Establishing a baseline allows one to compare future actions to a prede-
termined level of normalcy. In order to spot changes that might indicate
danger, this is vital.

* Using algorithms to learn from data, ML may enhance threat detection
accuracy over time. To enable systems to adapt to new dangers, ML has
become an essential part of contemporary behavioral analysis [4].

e User and entity behavior analytics (UEBA) is a subfield of behavioral
analysis that aims to identify compromised accounts and insider threats by
studying how devices and people interact with one another [5].
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6.2.2 HistoricAL DEVELOPMENT AND EVOLUTION OF BEHAVIORAL
ANALYSIS IN SECURITY

The concept of behavioral analysis has its roots in early IDSs that were developed
in the 1980s. Dorothy Denning’s model of an IDS, proposed in 1987, is one of the
foundational works in this area. Denning’s model emphasized the importance of
detecting anomalies in system behavior to identify potential security breaches [6]. In
the 1990s, the focus shifted toward more sophisticated techniques, including statisti-
cal methods and rule-based systems for detecting anomalies. Advanced technologies
that use ML and Al to evaluate massive amounts of data in real time were built upon
these early systems [2].

The advent of big data analytics in the 2000s significantly enhanced the capabili-
ties of behavioral analysis. With the ability to process and analyze massive datasets,
security systems could now build more accurate and comprehensive models of nor-
mal behavior. This period also saw the rise of ML algorithms that could automati-
cally detect and adapt to new threats [7]. Recent years have seen a dramatic shift
in threat identification thanks to behavioral analysis that incorporates Al and ML.
Thanks to these innovations in technology, we can detect ever-more-complex dan-
gers since they allow for constant learning and development. To keep security sys-
tems successful in spite of ever-changing cyber threats, improved pattern recognition
and predictive analytics enable proactive threat identification and mitigation [3].

6.2.3 Core PrRINCIPLES AND METHODOLOGIES

Behavioral analysis for threat detection is grounded in several core principles and
methodologies that guide its implementation and effectiveness. These are as follows:

1. Data collection and preprocessing: The first stage of behavioral analysis
involves collecting data from a variety of sources, including user behaviors,
system logs, and network traffic. In order to guarantee that the analysis is
conducted on top-notch data, this data is then preprocessed to eliminate any
unnecessary information and noise.

2. Feature extraction and selection: It involves selecting the most important
characteristics or qualities from the gathered data. To make detection algo-
rithms more accurate and efficient, feature selection is key.

3. Modeling normal behavior: This step involves using either ML or statisti-
cal approaches to develop a model of typical behavior. When evaluating
subsequent actions, this model is used as a reference point. This is the stage
when techniques like grouping, classification, and regression analysis come
into play.

4. Anomaly detection and classification: This process involves comparing the
observed behavior with the set baseline in order to identify any unusual
occurrences. Next, the severity and possible effect of the anomalies are
evaluated to determine the best course of action. It is common practice
to use methods like support vector machines, decision trees, and neural
networks.
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5. Continuous learning and adaptation: Implementing systems that learn
from fresh data and update their models to increase detection accuracy
is called continuous learning and adaptation. Given the ever-changing
nature of cybersecurity threats, this is of utmost importance. The detec-
tion system’s efficacy is maintained throughout time by means of adaptive
learning.

6. Integration with security systems: It is recommended that behavioral analy-
sis be used with other security measures like SIEM solutions and IDSs. A
holistic security strategy that makes use of the capabilities of several tech-
nologies is possible, thanks to this integration [3].

Many different ideas, advancements in history, and approaches make up the theo-
retical underpinnings of behavioral analysis for threat detection. Organizations may
strengthen their security posture and identify and react to advanced cyber-attacks by
learning and implementing these concepts.

6.3 APPROACHES AND PROCEDURES IN BEHAVIORAL
ANALYSIS FOR DETECTING THREATS

6.3.1 GATHERING AND PREPARING DATA FOR BEHAVIORAL ANALYSIS

Behavioral analysis for threat detection is fundamentally dependent on the
meticulous gathering and preparation of data. The core objective is to construct
a comprehensive dataset that can be scrutinized to pinpoint potential threats.
This involves aggregating relevant data from a multitude of sources, such as user
activities, system logs, and network traffic. The collected data is instrumental in
building models that can effectively differentiate between normal and abnormal
network behaviors.

6.3.1.1 Collecting Data

A thorough understanding of network activities necessitates the compilation of
data from various sources. One crucial source is network traffic monitoring, which
entails examining network traffic to detect unusual patterns or spikes that may sig-
nify security issues [2]. For example, an unexpected surge in data flow could indicate
a potential breach. System logs also play a vital role, providing detailed information
on system events and user actions from numerous network devices, including servers
and firewalls. These logs can reveal access patterns and potential security breaches
[3]. In addition, tracking user activity by monitoring how users interact with the sys-
tem, such as the files they access and their login attempts, can highlight anomalies in
behavior that may suggest insider threats or compromised accounts [5].

6.3.1.2 Data Preprocessing

Once data collection is complete, preprocessing activities are necessary to clean
and prepare the data for analysis. Data cleaning involves removing extraneous or
noisy information from the dataset, addressing missing values, correcting errors,
and eliminating irrelevant data. Data transformation is another critical step, which
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includes converting unstructured data into a structured format suitable for analysis.
This process may involve normalization, standardization, and aggregation to create
consistent and comparable datasets. Feature extraction is also essential, focusing on
identifying and selecting the most relevant features for analysis, thereby enhancing
the accuracy and efficiency of detection algorithms.

6.3.2 BEHAVIORAL ANALYSIS MACHINE LEARNING ALGORITHMS

ML algorithms are crucial in behavioral analysis for detecting threats, as they enable
the identification of complex patterns and anomalies within large datasets. The
choice of ML algorithm depends on the specific requirements of threat detection and
the nature of the data being analyzed.

6.3.2.1 Supervised Learning

Supervised learning utilizes labeled datasets to train models with known outcomes.
These algorithms learn to map inputs to outputs based on historical data, allowing
them to predict future behavior. Common supervised learning algorithms include
decision trees, which are hierarchical models that answer yes/no questions and are
effective with both numerical and categorical data [8]. Support vector machines
(SVMs) are another example, excelling in high-dimensional datasets by finding the
optimal boundary between data classes, whether linear or nonlinear [7]. Neural net-
works, which mimic the structure and function of the human brain, are capable of
detecting complex patterns and relationships within data, making them suitable for
identifying sophisticated threats [3].

6.3.2.2 Unsupervised Learning

Unsupervised learning algorithms do not require labeled data, instead these
identify structures and patterns based on similarities and differences within the
data. These algorithms are particularly valuable for detecting new or unexpected
threats. Clustering techniques, such as K-means and density-based spatial clus-
tering of applications with noise (DBSCAN), group data points with similar
features, making them effective for handling large datasets [4]. Principal compo-
nent analysis (PCA) reduces data dimensionality, facilitating the identification of
significant features and anomalies [9]. Autoencoders, which use neural networks
to compress and reconstruct data, detect anomalies by monitoring reconstruction
errors [5].

6.3.2.3 Reinforcement Learning

Reinforcement learning trains models to maximize a reward signal through itera-
tive decision-making, making it suitable for adaptive security systems that learn
and respond to new threats in real time. Common reinforcement learning methods
include Q-learning, which learns the value of actions based on observed rewards
and is effective in dynamic environments [3]. Deep Q-networks (DQNs) combine
Q-learning with deep neural networks to handle high-dimensional data and complex
decision-making processes, enabling the development of sophisticated threat detec-
tion and response strategies [8].
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6.3.3 BEeHAVIORAL PATTERN RECOGNITION

Behavioral pattern recognition aims to identify and replicate the typical actions of
network nodes, clients, and applications, providing a baseline for detecting anom-
alies. Statistical analysis uses techniques such as mean, variance, and correlation
analysis to model normal behavior and establish thresholds for anomaly detection
[2]. Time series analysis examines temporal patterns in data, using methods like
moving averages and autoregressive models to identify trends and seasonal pat-
terns [10]. Graph analysis represents network activities as graphs, using techniques
like community detection and centrality measures to uncover hidden structures and
detect anomalies [7].

6.3.4 WAys TO SPOT ABNORMALITIES

The primary goal of behavioral analysis is to detect anomalies, which are devia-
tions from normal behavior that may indicate a security threat. Various anomaly
detection methods, each with its strengths and weaknesses, can be employed.
Statistical techniques, such as Z-score, Chi-square, and Bayesian networks, use
predefined criteria to identify outliers [9]. ML techniques apply algorithms that
learn patterns from data to detect anomalies, utilizing supervised, unsupervised,
or reinforcement learning methods depending on the type of threats and avail-
ability of labeled data [4]. Hybrid approaches combine multiple methods to reduce
false positives and enhance detection accuracy, leveraging the strengths of both
statistical and ML techniques [5].

6.3.4.1 Anomaly Detection Under Supervision

Supervised anomaly detection uses labeled datasets to train algorithms to distin-
guish between normal and abnormal behavior. Common methods include classifica-
tion algorithms like neural networks, decision trees, and SVMs, which learn patterns
in the data and apply them to new data. Regression techniques model relationships
between variables to predict future behavior, with anomalies identified by deviations
between predicted and actual data.

6.3.4.2 Unsupervised Detection of Abnormalities

Unsupervised anomaly detection is effective for identifying unknown threats as
it does not require labeled data. Clustering methods group data points based on
similarities, identifying outliers that do not fit into any group [4]. Dimensionality
reduction techniques, such as PCA and t-distributed Stochastic neighbor embedding
(t-SNE), reduce the number of features, making it easier to detect anomalies based
on deviations from principal components [9].

6.3.4.3 Reinforcement Learning for Anomaly Detection

Reinforcement learning is increasingly used for adaptive anomaly detection, where
models learn to identify and respond to anomalies based on rewards and penalties.
Q-Learning learns the value of actions from environmental rewards, making it suit-
able for dynamic and uncertain environments [3]. Deep reinforcement learning
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combines deep neural networks with reinforcement learning to handle complex
decision-making and high-dimensional data, optimizing strategies for detecting and
responding to anomalies [8].

Behavioral analysis for threat detection encompasses data collection, prepro-
cessing, ML, pattern recognition, and anomaly detection. These comprehensive
approaches enable organizations to build robust systems capable of identifying and
mitigating complex cyber threats.

6.4 APPLICATIONS OF BEHAVIORAL ANALYSIS
IN THREAT DETECTION

Behavioral analysis plays a critical role in modern cybersecurity strategies by lever-
aging patterns and anomalies in user and network behavior to identify potential
threats. Its applications are diverse and span various aspects of threat detection,
including insider threats, phishing attacks, malware and ransomware behavior, user
activity monitoring, and network security.

6.4.1 IDENTIFYING INSIDER THREATS

Insider threats are particularly challenging to address due to the legitimate access
insiders have to sensitive data and systems. Differentiating between legitimate and
malicious activity becomes difficult when dealing with insiders. Behavioral analysis
excels in identifying insider threats by establishing a baseline of typical user behav-
ior and then detecting deviations from this norm.

6.4.1.1 Behavioral Indicators

Observing access patterns can help identify suspicious trends, such as an employee
logging in at unusual hours or accessing sensitive files they typically would not. Such
behavior might indicate malicious intent. In addition, detecting anomalies in the use
of applications and systems is crucial. Sudden changes in the frequency or type of
activities performed by a user can signal potential insider threats.

6.4.1.2 Techniques

UEBA technologies employ ML to see trends in user actions across several plat-
forms, which might indicate insider threats [5]. Anomaly detection, using statistical
methods and ML models, identifies deviations from established behavior patterns,
alerting security teams to potential insider threats [4].

6.4.2 DETECTING PHISHING ATTACKS

Phishing attacks are a prevalent and effective tactic used by attackers to trick indi-
viduals into divulging sensitive information. Behavioral analysis enhances the
detection of phishing attempts by examining network traffic, user activity, and
email content.
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6.4.2.1 Behavioral Indicators

Email analysis can identify characteristics of phishing emails, such as unusual sender
addresses, suspicious attachments, and abnormal language patterns. Analyzing user
response patterns, such as clicking on links or opening attachments, can also detect
unusual behaviors indicative of phishing attacks.

6.4.2.2 Techniques

Natural language processing (NLP) algorithms can scan email content to detect
phishing attempts by identifying language patterns and terms commonly associated
with phishing [11]. ML classifiers, trained on labeled datasets of both phishing and
genuine emails, can detect and alert possible phishing attempts [12].

6.4.3 REecOGNIZING MALWARE AND RANSOMWARE BEHAVIOR

Ransomware and other forms of malware pose significant threats to organizations’
data and infrastructure. Behavioral analysis aids in detecting such malicious soft-
ware by observing system and network activity.

6.4.3.1 Behavioral Indicators

Anomalies in network traffic, such as unexpected outbound connections or data
transfers, may indicate the presence of malware or ransomware. Sudden changes in
system configurations, file encryptions, or the appearance of ransom notes are strong
indicators of ransomware attacks.

6.4.3.2 Techniques

Signature-based detection involves identifying known malware signatures through
behavioral analysis of system and network activities [13]. Behavior-based detection
uses ML algorithms to detect behaviors commonly associated with malware and
ransomware, such as file encryption and unauthorized data exfiltration [3].

6.4.4 MONITORING USer AcTIVITIES AND IDENTIFYING UNUSUAL PATTERNS

Continuous monitoring of user activities is essential for detecting suspicious behavior
that may indicate security threats. Behavioral analysis provides a robust framework for
analyzing user interactions with systems and applications to identify unusual patterns.

6.4.4.1 Behavioral Indicators

Unusual login patterns, such as several unsuccessful attempts, logins from unknown
locations, or access at odd hours, can indicate an account breach. Anomalies in the
use of applications, such as accessing restricted areas or performing unauthorized
actions, can also signal potential threats.

6.4.4.2 Techniques

Time series analysis examines temporal patterns in user activities to detect devia-
tions from normal behavior over time. Graph analysis visualizes user interactions as
graphs, helping to identify and mitigate security risks more effectively.
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6.4.5 BEHAVIORAL ANALYSIS IN NETWORK SECURITY

Behavioral analysis is an essential component of network security, helping to iden-
tify and counteract various types of network-based threats. By examining network
traffic and activities, behavioral analysis aids in detecting suspicious activity that
may indicate security breaches.

6.4.5.1 Behavioral Indicators

Monitoring network traffic for unusual patterns, such as sudden spikes, unexpected
connections, or data exfiltration, can reveal potential threats. Detecting deviations in
the use of network protocols, such as unexpected protocol combinations or unusual
port usage, can also indicate malicious activities.

6.4.5.2 Techniques

Flow analysis, using techniques such as NetFlow and IPFIX, detects anomalies in
traffic patterns and volumes [14]. Deep packet inspection (DPI) examines the content
of data packets to identify malicious payloads and unauthorized communications,
making it effective for detecting sophisticated network-based threats [10].

Behavioral analysis is an essential tool in the cybersecurity arsenal, offer-
ing robust methods for detecting a wide range of threats. From identifying insider
threats and phishing attacks to recognizing malware behavior and monitoring user
activities, behavioral analysis leverages advanced techniques to enhance security. By
continuously analyzing patterns and anomalies in user and network behavior, orga-
nizations can proactively detect and mitigate security threats, ensuring a stronger
defense against cyber-attacks.

6.5 REAL-WORLD CASE STUDIES IN BEHAVIORAL ANALYSIS
FOR THREAT DETECTION

Behavioral analysis has become an essential part of contemporary cybersecurity, offer-
ing advanced ways to detect and lessen the impact of different kinds of attacks. This
section delves into three practical examples where behavioral analysis played a crucial
role in thwarting data breaches, countering insider threats, and identifying APTs.

6.5.1 CAase STUDY 1: BEHAVIORAL ANALYSIS IN PREVENTING DATA BREACHES

6.5.1.1 Background

Sophisticated cybercriminals were trying to hack the sensitive client data of a big
financial institution, and the danger was growing. The ever-changing nature of these
threats rendered ineffective the use of conventional security measures like firewalls
and signature-based detection systems. In order to strengthen its defenses, the orga-
nization chose to install a behavioral analysis system.

6.5.1.2 Implementation

The organization set up UEBA technology, which track and analyze network activity
using ML techniques, to keep tabs on people and devices. This technology was able
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to identify any security breaches by creating a baseline of typical operations and
then detecting any deviations from that.

6.5.1.3 Results

The behavioral analysis system found many instances of suspicious network activ-
ity in the first few months of implementation. As an example, it found that one user
account had an unusually high amount of data access outside of typical business
hours. An external attacker had infiltrated the account and was trying to steal data,
according to the inquiry. Before any data was taken, the security team was able to
limit the incident thanks to the quick discovery [5].

6.5.1.4 Lessons Learned

The usefulness of behavioral analysis in discovering and averting data breaches is
shown in this case study. Organizations can react to possible dangers before they do
major harm by constantly monitoring user and network activity.

6.5.2 Case STupY 2: UsSING BEHAVIORAL ANALYSIS TO COMBAT
INSIDER THREATS

6.5.2.1 Background

Multiple instances of insider theft of intellectual property occurred at a global tech-
nology corporation. The company’s image and finances took a serious hit as a con-
sequence of these episodes. In order to detect and counteract insider threats, the
organization required a strong solution.

6.5.2.2 Implementation

The company integrated behavioral analysis tools into its existing security infra-
structure. These tools employed ML models to analyze employee activities and iden-
tify patterns indicative of insider threats. Key indicators included unusual access
to sensitive information, changes in work patterns, and deviations from established
behavioral baselines.

6.5.2.3 Results

The behavioral analysis system successfully identified multiple cases of potential
insider threats. At one instance, an employee who had recently resigned began
accessing and downloading large volumes of sensitive data. The system flagged this
activity as anomalous, and the security team intervened, preventing the exfiltration
of valuable intellectual property [15].

6.5.2.4 Lessons Learned

The significance of behavioral analysis in identifying and reducing insider risks is
shown in this case study. Organizations may prevent themselves from falling victim
to insider threats by keeping tabs on user activity and evaluating it.
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6.5.3 Case STuDY 3: SUCCESSFUL APPLICATION OF BEHAVIORAL
ANALYSIS IN DETECTING ADVANCED PERSISTENT THREATS

6.5.3.1 Background

A government agency responsible for national security was targeted by an APT
group. The attackers used sophisticated techniques to infiltrate the agency’s network,
remaining undetected for an extended period. The agency needed a solution capable
of identifying and neutralizing these stealthy threats.

6.5.3.2 Implementation

The agency implemented a comprehensive behavioral analysis system that combined
ML algorithms with threat intelligence feeds. The system continuously monitored
network traffic, user activities, and system processes to detect patterns associated
with APTs. It also incorporated anomaly detection techniques to identify deviations
from normal behavior.

6.5.3.3 Results

The behavioral analysis system detected several indicators of compromise that tradi-
tional security tools had missed. For example, it identified unusual lateral movement
within the network and unauthorized access to critical systems. These anomalies
were linked to the APT group, allowing the security team to take swift action to
contain and eradicate the threat [10].

6.5.3.4 Lessons Learned

In order to identify and counteract APTs, behavioral analysis is crucial, as this
case study demonstrates. Behavioral analysis is an effective method for detecting
and preventing advanced threats, which are able to elude conventional security
procedures.

When protecting against cyberattacks, behavioral analysis is becoming a
must-have tool. This document presents real-world case studies that show how
successful it is in identifying APTs, preventing data breaches, and fighting
insider attacks. Organizations may strengthen their defenses against various
cyber threats by using ML algorithms and constantly monitoring user and net-
work activity.

6.6 INTEGRATING BEHAVIORAL ANALYSIS WITH OTHER
SECURITY MEASURES

In cybersecurity, behavioral analysis is essential for understanding user and net-
work activities, identifying suspicious patterns, and detecting potential threats.
However, its effectiveness is greatly enhanced when combined with other secu-
rity measures, creating a comprehensive and multi-layered defense strategy. This
section explores the benefits of integrating behavioral analysis with traditional
security measures, enhancing threat intelligence, and its role in proactive threat
hunting.
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6.6.1 WHEN THREAT INTELLIGENCE AND BEHAVIORAL ANALYSIS
ARE USED TOGETHER

Threat intelligence involves gathering and analyzing data about potential or existing threats
to improve security measures. By combining behavioral analysis with threat intelligence,
organizations can significantly enhance their ability to detect and respond to threats.

6.6.1.1 Benefits

The integration of behavioral data with threat intelligence provides a more compre-
hensive understanding of the threat landscape. This approach enables organizations
to monitor emerging threats that behavioral analysis alone might miss [3]. In addition,
threat intelligence can provide indicators of compromise (IoCs) that, when combined
with behavioral anomalies, improve the accuracy and speed of threat detection [5].

6.6.1.2 Implementation

Integrating threat intelligence feeds with behavioral analysis systems allows for the
correlation of IoCs with observed behavioral patterns. This approach helps in identify-
ing sophisticated threats that use advanced evasion techniques. Moreover, organiza-
tions can develop automated response mechanisms that are triggered when behavioral
anomalies match known threat signatures from threat intelligence databases.

6.6.2 ENHANCING TRADITIONAL SECURITY MEASURES WITH BEHAVIORAL INSIGHTS

Traditional security measures, such as firewalls, IDSs, and antivirus software, are
the backbone of an organization’s security framework. Integrating behavioral analy-
sis into these conventional measures can significantly enhance their effectiveness.

6.6.2.1 Benefits

Behavioral analysis adds an extra layer of context, reducing the false positives and
negatives that are common with traditional security tools. It also provides real-time
insights, enabling quicker identification and mitigation of threats.

6.6.2.2 Implementation

Traditional security measures can be enhanced by incorporating behavioral-based
rules and policies. For instance, an IDS can be programmed to flag activities that
deviate from established behavioral baselines [16]. In addition, insights from behav-
ioral analysis can be used to dynamically adjust security configurations, such as
modifying firewall rules in real time to block suspicious activities identified through
behavioral monitoring [17].

6.6.3 LEVERAGING BEHAVIORAL ANALYSIS FOR PROACTIVE THREAT HUNTING

Proactive threat hunting involves security professionals actively searching for vul-
nerabilities and threats within an organization’s network before they can cause dam-
age. Behavioral analysis is a critical component of this preventive approach.
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6.6.3.1 Benefits

Behavioral analysis helps in identifying subtle indicators of potential threats, allow-
ing security teams to act before an attack fully manifests. By analyzing behavior,
threat hunters can uncover patterns and techniques used by attackers, improving the
organization’s ability to anticipate and defend against future threats.

6.6.3.2 Implementation

Organizations can use behavioral analysis to identify anomalies and investigate
potential threats continuously. This method involves monitoring and analyzing user
and network behavior to spot deviations [4]. Establishing dedicated threat hunting
teams that utilize behavioral analysis tools can focus on identifying and investigating
suspicious behaviors that automated systems might miss [13].

Integrating behavioral analysis with other security measures significantly
strengthens an organization’s cybersecurity posture, creating a multi-layered defense
strategy. By combining threat intelligence, proactive threat hunting, and traditional
security measures with behavioral analysis, organizations can detect and mitigate
threats more effectively. This integration enhances threat detection accuracy, speeds
up response times, and provides a deeper understanding of the threat landscape,
keeping organizations one step ahead of cyber attackers.

6.7 CHALLENGES AND ETHICAL CONSIDERATIONS
IN BEHAVIORAL ANALYSIS

Behavioral analysis has become a cornerstone of modern cybersecurity strategies,
offering the ability to detect anomalies and potential threats based on user and net-
work behavior. Despite its benefits, the implementation of behavioral analysis comes
with significant challenges and ethical considerations. These include data privacy
and ethical concerns, addressing biases in Al and ML models, and overcoming tech-
nical challenges in implementation.

6.7.1 DATA PrivacYy AND ETHICAL CONCERNS IN BEHAVIORAL ANALYSIS

6.7.1.1 Data Privacy Issues

Data collection and analysis are the backbone of behavioral analysis, which often involves
handling private and sensitive information. This raises several data privacy issues.

Collecting behavioral data often requires monitoring users’ activities, which can
be perceived as invasive. Organizations must ensure they have obtained explicit con-
sent from users before collecting their data, as failure to do so can lead to legal
repercussions and damage the organization’s reputation [18]. In addition, organiza-
tions that store large volumes of behavioral data become attractive targets for cyber-
criminals. Strong data security measures must be put in place to prevent breaches
and unauthorized access to sensitive information.

6.7.1.2 Ethical Considerations

Ethical issues also arise in the context of behavioral analysis. Continuous monitor-
ing of user behavior can be seen as a form of surveillance, leading to concerns about
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the right to privacy. Organizations need to balance security needs with respecting
individuals’ privacy rights. Moreover, the ethical use of behavioral analysis requires
transparency in how data is collected, analyzed, and used. Organizations must be
accountable for their actions and ensure that users are informed about the purposes
of data collection.

6.7.2 ADDRESSING BiAses IN Al AND MACHINE LEARNING MODELS

6.7.2.1 Sources of Bias

AT and ML models used in behavioral analysis can inadvertently perpetuate or even
exacerbate existing biases:

If ML models are trained with biased data, they are likely to produce biased
results. For example, the models could miss certain users’ anomalies if their behav-
iors aren’t well captured in the training data. Also, the algorithms themselves can
introduce biases, particularly if they are designed or implemented without consider-
ing potential bias sources [18].

6.7.2.2 Mitigation Strategies

Several approaches can help mitigate bias in Al and machine learning models. These
are discussed in subsequent text.

One approach is to use data that is representative of all user groups and varied in
nature. This involves considering a wide range of demographic variables, including
gender, age, and ethnicity. Methods can also be employed to identify and eliminate
biases in models. Maintaining the models’ objectivity may require frequent reviews
and upgrades. Additionally, creating and following Al frameworks with an emphasis
on ethics can help better incorporate ethical considerations into the development
process of ML models.

6.7.3 OVERCOMING TECHNICAL CHALLENGES IN IMPLEMENTING
BEHAVIORAL ANALYSIS

6.7.3.1 Scalability

One of the primary technical challenges in implementing behavioral analysis is
scalability. Behavioral analysis can require significant resources due to the massive
volumes of data that must be processed in real time. It is critical for organizations
to have the proper infrastructure in place to manage massive amounts of data. In
addition, the computational power required for real-time analysis can be substantial.
Leveraging cloud-based solutions can provide the necessary scalability and flexibil-
ity to meet these demands [19].

6.7.3.2 Accuracy and Precision

Ensuring the accuracy and precision of behavioral analysis models is another sig-
nificant challenge. Both alert fatigue and missed threats may be caused by high
rates of false positives and false negatives, respectively. Models must be fine-tuned
to increase their precision and accuracy. Moreover, cyber threats are constantly
evolving, requiring behavioral analysis models to adapt and update regularly.
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Implementing adaptive learning mechanisms can help models stay effective against
new and emerging threats.

6.7.3.3 Integration with Existing Systems

Integrating behavioral analysis with existing security systems presents several chal-
lenges. Ensuring compatibility between behavioral analysis tools and legacy systems
can be difficult. Organizations may need to invest in new technologies or upgrade
existing systems to achieve seamless integration. In addition, achieving data interop-
erability between different security tools is essential for effective behavioral anal-
ysis. Implementing standard data formats and protocols can facilitate better data
sharing and analysis.

Despite its usefulness in identifying and mitigating cyber risks, behavioral analy-
sis comes with significant challenges and ethical considerations. To successfully use
behavioral analysis, it is crucial to address data privacy and ethical problems, miti-
gate biases in Al and ML models, and overcome technological hurdles. Organizations
can improve their security posture without sacrificing ethics or personal privacy if
they handle these concerns with care.

6.8 FUTURE TRENDS AND INNOVATIONS IN BEHAVIORAL
ANALYSIS FOR THREAT DETECTION

Behavioral analysis has become an essential component of modern cybersecurity
strategies. As cyber threats continue to evolve, there is a growing demand for more
advanced and efficient behavioral analysis methods. This section explores the lat-
est developments in behavioral analysis for threat detection, the role of behavioral
analysis in next-generation cybersecurity, and potential future research directions
and advancements.

6.8.1 EMERGING TECHNOLOGIES IN BEHAVIORAL ANALYSIS FOR THREAT DETECTION

6.8.1.1 Machine Learning and Artificial Intelligence

ML and Al are driving significant advancements in behavioral analysis. These tech-
nologies enable systems to improve their threat detection capabilities over time by
learning from large volumes of data.

Deep learning (DL), a subset of ML, utilizes multi-layer neural networks to
understand complex patterns in data. This approach is particularly effective at
identifying sophisticated threats that may evade traditional security measures [20].
Reinforcement learning (RL) involves algorithms learning optimal actions through
trial and error in an environment. This approach is well-suited for dynamic threat
environments where threats are constantly evolving [21].

6.8.1.2 Behavioral Biometrics

Behavioral biometrics focuses on analyzing patterns in human behaviors, such as
typing rhythms, mouse movements, and touchscreen interactions. These patterns are
unique to individuals and can be used for authentication and anomaly detection.
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Keystroke dynamics involves monitoring the way users type to identify deviations
from typical typing patterns, which may indicate compromised accounts or mali-
cious insiders. Similarly, analyzing mouse movements can reveal unusual behaviors
that signal potential threats, such as remote access attacks [22].

6.8.1.3 Quantum Computing

Quantum computing has the potential to revolutionize behavioral analysis by provid-
ing unprecedented computational power. Although still in its early stages, quantum
computing could enable real-time analysis of vast amounts of behavioral data.

Quantum algorithms could analyze complex patterns and relationships in behav-
ioral data more efficiently than classical algorithms, leading to faster and more accurate
threat detection [23]. Quantum machine learning (QML) combines quantum comput-
ing with ML techniques to further enhance behavioral analysis capabilities [24].

6.8.2 RoLe oF BEHAVIORAL ANALYSIS IN NEXT-GENERATION CYBERSECURITY

Behavioral analysis is poised to play a crucial role in next-generation cybersecurity
by enhancing threat detection and response capabilities. This section highlights the
impact of behavioral analysis on proactive defense strategies, adaptive security mea-
sures, and automated response systems.

6.8.2.1 Proactive Defense Strategies

Behavioral analysis enables organizations to adopt proactive defense strategies by
identifying and mitigating threats before they cause harm.

Behavioral analytics tools can continuously monitor user and network activities,
flagging suspicious behaviors that may indicate impending attacks. This approach
allows security teams to intervene early and prevent potential breaches [4]. In addition,
by analyzing historical behavioral data, organizations can identify trends and patterns
that help predict future threats, enabling more effective threat prevention [25].

6.8.2.2 Adaptive Security Measures

Next-generation cybersecurity relies on adaptive security measures that can dynami-
cally respond to changing threat landscapes. Behavioral analysis plays a key role in
this approach.

Behavioral analytics can automatically adjust security policies and controls based
on real-time observations, ensuring that defenses remain effective against evolv-
ing threats. Adaptive security measures leverage behavioral insights to customize
responses based on the specific behaviors of users and attackers, enhancing overall
security posture.

6.8.2.3 Automated Response Systems

Behavioral analysis contributes to the development of automated response systems
that can quickly and efficiently mitigate threats.

Automated incident response platforms use behavioral analysis to trigger pre-
defined actions when suspicious behaviors are detected. This approach minimizes the
time between threat detection and response, reducing the potential impact of attacks.
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Also, integrating behavioral analysis with Security Orchestration, Automation, and
Response (SOAR) systems enables more sophisticated and coordinated responses to
complex threats [26].

6.8.3 FUTURE RESEARCH DIRECTIONS AND ADVANCEMENTS
IN BEHAVIORAL ANALYSIS

The future of behavioral analysis in cybersecurity is promising, with ongoing
research and innovations aimed at addressing current challenges and enhancing
capabilities. This section explores potential research directions and advancements
in behavioral analysis.

6.8.3.1 Enhancing Data Privacy and Ethical Standards

Future research will likely focus on developing techniques that enhance data privacy
and ethical standards in behavioral analysis.

Privacy-preserving techniques, such as differential privacy and federated learn-
ing, can help protect user data while enabling effective behavioral analysis. These
approaches ensure that individual data points remain confidential while still allow-
ing for accurate threat detection [27]. Additionally, establishing ethical frameworks
and guidelines for behavioral analysis will be crucial in ensuring responsible and
transparent use of this technology.

6.8.3.2 Improving Model Accuracy and Reducing Bias

Advancements in Al and ML will continue to improve the accuracy and fairness of
behavioral analysis models.

Research efforts will focus on developing algorithms that can effectively handle
diverse and imbalanced datasets, reducing biases and improving detection accuracy
across different user groups. Techniques such as transfer learning and multi-task
learning can enhance model performance by leveraging knowledge from related
tasks and domains [28].

6.8.3.3 Integrating Behavioral Analysis with Emerging Technologies

The integration of behavioral analysis with emerging technologies, such as the
Internet of Things (IoT) and 5G networks, will open new avenues for threat detec-
tion and mitigation.

Behavioral analytics can provide valuable insights into the security of IoT devices
and networks, identifying anomalous behaviors that may indicate compromised
devices or unauthorized access. Similarly, the high-speed and low-latency capa-
bilities of 5G networks will enable real-time behavioral analysis on a larger scale,
enhancing overall cybersecurity effectiveness.

The future of behavioral analysis in cybersecurity holds great potential, with
advancements in AIl, ML, behavioral biometrics, quantum computing, and privacy-
preserving techniques driving innovation. As cyber threats evolve, the role of behav-
ioral analysis in next-generation cybersecurity will become increasingly important,
enabling proactive defense strategies, adaptive security measures, and automated
response systems. Ongoing research and development will continue to enhance the
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capabilities of behavioral analysis, ensuring its effectiveness in safeguarding against
emerging threats.

6.9 CONCLUSION

Behavioral analysis is increasingly recognized as a critical component of modern
cybersecurity strategies. By focusing on identifying and understanding patterns
in user and network behaviors, behavioral analysis can provide early detection of
anomalies and potential threats, thereby enhancing the overall security posture of
organizations.

The importance of behavioral analysis lies in its ability to detect sophisticated
and evolving threats that traditional security measures might miss. Through con-
tinuous monitoring and analysis, behavioral analytics can identify subtle deviations
from normal behavior, flagging potential malicious activities before they can cause
significant harm. This proactive approach enables organizations to respond swiftly
and effectively, minimizing the impact of security incidents.

The integration of behavioral analysis with other security measures, such as
threat intelligence and traditional security tools, further strengthens an organiza-
tion’s defenses. By combining different data sources and analytical techniques,
organizations can gain a comprehensive understanding of the threat landscape and
improve their ability to detect and mitigate complex threats.

However, the implementation of behavioral analysis comes with challenges and
ethical considerations. Data privacy and ethical concerns must be addressed to ensure
the responsible and transparent use of behavioral data. Additionally, biases in Al and
ML models need to be mitigated to avoid unfair or inaccurate threat detection.

Despite these challenges, the future of behavioral analysis in cybersecurity looks
promising. Emerging technologies such as AI, ML, behavioral biometrics, and
quantum computing are driving advancements in this field. These innovations are
enhancing the accuracy, efficiency, and scalability of behavioral analysis, making it
an indispensable tool in the fight against cyber threats.

Looking ahead, ongoing research and development will continue to improve the
capabilities of behavioral analysis. Future directions include enhancing data privacy
and ethical standards, reducing biases in models, and integrating behavioral analysis
with emerging technologies such as IoT and 5G networks. By staying at the fore-
front of these advancements, organizations can ensure that their behavioral analysis
strategies remain effective in safeguarding against the ever-evolving cyber threat
landscape.

In conclusion, behavioral analysis is a powerful and essential component of modern
cybersecurity. By leveraging advanced analytical techniques to monitor and under-
stand behaviors, organizations can detect and mitigate threats more effectively, ensur-
ing a robust and resilient security posture in an increasingly complex digital world.
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Network Security with
Artificial Intelligence
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7.1 INTRODUCTION

“First National Computer Connected Here,” is the title of a diminutive sentence
in the UCLA learner broadsheet on July 15, 1969 [1]. This paper for a short time
describes the effort being completed at UCLA to produce a new system that attaches
geographically separated computer networks.

The idea behind the project, sponsored by the Defence Advanced Research
Projects Agency (ARPA), was to protect the data flow of military technology con-
figured using a technology called Network Control Protocol (NCP). Since then, the
concept of networking has evolved [2].

Currently, various network technologies, such as the Internet, e-commerce, digi-
tal goods distribution, and e-mail communication, have become an integral part of
everyday life. However, with the increasing reliance on the Internet, the number
of cyber threats has also grown at an alarming rate. Some of the most significant
security challenges include malware detection, which utilizes signature-based and
heuristic search engines to identify potential threats; ransomware, which employs
Al-based models to predict and execute attacks while updating itself to evade detec-
tion; and distributed denial-of-service (DDoS) attacks, which are analyzed and
mitigated using signature-based methods and vulnerability detection techniques.
Addressing these threats requires continuous advancements in cybersecurity strate-
gies and threat intelligence frameworks to ensure the safety and integrity of digital
systems [3].

The authenticity of its resources is to certify the isolation with guard of the net-
work from threats through Internet of Things (IoT) technology, and phishing ser-
vices have appropriate control and have a human-based intelligent detection model,
human attack can really be touched. This problem arises from the use of virtual
private networks (VPNs). Some of the recent threats include peer-to-peer attacks to
the cloud, document interception, crypto theft, identity fraud, and more. This is more
or less the biggest threat mentioned above [4].

The frequency and sophistication of cyber-attacks is rapidly increasing. From a
business perspective, one of the biggest concerns regarding cybersecurity of com-
panies and organizations is lack of strategic planning. This problem goes beyond
technical differences. It involves management’s lack of understanding of real needs,
resulting in an inability to provide appropriate support.

This lack of support holds many organizations back because they are unaware of
the need for cybersecurity or are unwilling to invest in it. Of particular concern is
the lack of professionals to meet the growing need for cybersecurity expertise. If this
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trend continues, it is expected that by 2021, approximately 3.5 million jobs will be
opened in cybersecurity field and the cost of global terrorism will be up to 3 trillion
dollars [5].

Looking at the current situation, it is easy to see why cybersecurity experts are
turning their attention to artificial intelligence (AI) and how Al can help solve some
of these problems. For example, machine learning (ML), used in many new Al algo-
rithms, can help detect malware that is difficult to identify and isolate [6].

As malware evolves into traditional security solutions, ML provides an oppor-
tunity to learn not only what the malware looks like and behaves, but also how
to replace it. In addition, Al systems not only provide detection capabilities, but
also perform tasks to correct specific situations, classify situations and threats,
freeing experts from repetitive tasks. Some studies estimate that investments in
big data and intelligence for science and technology and security products are
$96 million in 2021, and will reach $1.088 trillion by 2032 due to the need for
trusted data [7].

Despite all the great advances made in the cybersecurity sector in the past few
years, especially in the context of Al, it seems necessary to be cautious about the
scope of its applications. It is easy to believe that Al is a panacea that can solve all
cybersecurity problems, or to blindly believe that Al can overcome all the dangers
that modern technology has reached, but we should make it clear that we have not
yet achieved the current goal, only some technologies are used that give good results
in security applications, and although the system is far from “smart,” it is limited to
ML and knowing its own level of knowledge as required by Al, supervised machine
learning has achieved some great results [8].

Unsupervised machine learning still seems to be the overarching goal in the dis-
cipline so far but it still relies on many factors. Enabling human intelligence to obtain
content and understand data will eliminate the need for human interaction. Since a
domain name system (DNS) server plays a crucial role in managing and resolving
domain names, it is essential that the algorithms governing its operation continu-
ously adapt to their environment. These algorithms must function efficiently without
needing to reset to a predefined “normal” profile that may overlook evolving threats.
In addition, DNS servers often work in coordination with other DNS servers to trans-
fer zone information, ensuring seamless domain resolution. To maintain security and
stability, the system must be capable of detecting and flagging malicious traffic while
continuing its core functions without interruption [9].

In other words, algorithms should be developed to understand why certain pat-
terns exist behind certain behaviors, rather than blindly learning and assuming
model. One increasingly popular technique in this field is to use Bayesian belief
networks (BN) to generate experts. BN, also known as causal probability network, is
a method that uses probability to represent the relationship between different events,
using less energy and resources to deal with additional threats. Big data is growing
faster than ever before and ML is crucial to have the capacity to store and analyze
this data.

The important thing is to understand the different levels of organization.
Therefore, data visualization is one of the areas where ML will play an important
role in the future [9].
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7.2 ARTIFICIAL INTELLIGENCE AND NETWORK SECURITY

7.2.1 ARTIFICIAL INTELLIGENCE

The goal of the quickly expanding field of Al research is to create systems, ideas,
techniques, and technologies that can mimic, enhance, and extend human intellect.
It entails analyzing data, finding patterns in it, and drawing conclusions or fore-
casts from it using computers and algorithms. AI has the potential to revolutionize a
wide range of contemporary elements of life, including entertainment, business, and
health. The main objective here is to build machines with reaction times comparable
to those of human intellect. Natural language processing, medical diagnosis, picture
and language recognition, and other areas are few of the outcomes of this field of
study. By producing higher-quality data, Al not only advances our understanding of
human intellect but also enhances our quality of life.

In the 1970s, many underdeveloped nations extensively studied this sector.
However, overcoming the hurdles presented by intelligence proved difficult and
progress was slow. Al gained prominence in the 1990s as technology advanced. The
development of algorithms and ML has also contributed to skill development. As
technology businesses start their research and development efforts, Al has garnered
a lot of interest [10].

7.2.2 NETWORK SECURITY

Al is a system which is used for analyzing the network traffic for packets. These
might indicate the various kinds of attacks in network. Network security protects our
network from different types of attacks like contravention, impingement, and bluff.
This comprehensive term encompasses a wide range of solutions, such as software
and hardware, rules, guidelines, and configurations for set of connections admit-
tance, system procedure, and largely hazard deterrence. Access control, bug and
antivirus software, appliance safety, system analytics, firewalls, organization net-
work encipher, and other mechanism are all part of system safety.

7.2.2.1 Advantages of Network Security

Network security is necessary to protect customer figures and information, pre-
serve the confidentiality of communal information, provide consistent system access
and performance, and fight off cyber intrusion. Providing products and services
to customers and streamlining business processes are made possible by granting
authorized access to systems, apps, and data. A carefully planned safety system
explanation reduces transparency expenses while protecting enterprises from costly
data breaches and other security disasters.

7.2.2.2  Types of Security Measures for Networks
Figure 7.1 shows the various types of security measures possible for the networks.

7.2.2.2.1 Firewall

Using preset security rules, firewalls regulate both inbound and outbound network
traffic. Firewalls keep malicious communications out and are an indispensable
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FIGURE 7.1 Types of security measures for networks.

component of regular calculating. In terms of network security, firewalls are essen-
tial, especially subsequently Invention Firewalls, which concentrate on overcrowd-
ing malware and appliance-layer damages.

7.2.2.2.2 Segmenting a Network

Network segmentation definitively separates assets into groups based on risk, func-
tion, or location within an association. As a border entryway unfalteringly divides
an association’s system from the internet, effectively shielding critical data from
outside dangers. Organizations must establish additional internal network borders to
significantly strengthen security and access controls.

7.2.2.2.3 VPN for Remote Access

Virtual private network (VPN) enables people who work from home, those on the
move, and those accessing the company’s network from outside the office to do so safely.
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Every user needs to have VPN software installed on their device or access it through
a web-based application. To ensure the safety and trustworthiness of important data,
there are rigorous checks on the devices used such as the need for multiple forms of
verification and the encryption of data.

7.2.2.2.4 Access to Zero-Trust Networks

Under the zero-trust security model, individuals are granted access and permis-
sions strictly necessary for their specific roles. This method diverges from conven-
tional security measures like VPNs, which grant consumers unhindered admission
to the premeditated exchange ideas. Software-defined perimeter (SDP) explana-
tions, also referred to as zero-trust network access (ZTNA), offer tailored right of
entry to an association’s appliance for workers who necessitate it for their occupa-
tion tasks.

7.2.2.2.5 Email Protection

Email protection deals with all approach, apparatus, and forces expected at con-
servation your email financial records and information from outer intimidation. At
the same time as the majority email overhaul suppliers presents safety features to
defend you, these may not be adequate to discourage hackers from approaching your
information.

7.2.2.2.6  Preventing Data Loss

Data loss prevention (DLP) is an essential imitation-security approach that occupies
acquaintance and industriousness most excellent preparation to avert receptive infor-
mation from departure a company. This incorporates confined information like indi-

vidually specialized information and information related to observance principles
for instance PCI DSS, SOX, HIPAA, among others.

7.2.2.2.7 Network Security Threats

Key points to remember: “It includes brute force attacks, Denial of Service (DoS)
attacks, and the exploitation of known vulnerabilities that Intrusion Prevention
Systems (IPS) technology can identify and block. An exploit is an attack that takes
advantage of vulnerability, like a software flaw, to gain control of the system.
Attackers often exploit these vulnerabilities before a security patch is available. In
these critical situations, an intrusion prevention system can effectively block these
attack attempts.”

7.2.2.2.8 Sandboxing

Sandboxing is a cyber-security approach that allows you to execute agenda or right
of entry information on a host system while mimicking the behavior of end-user
operating systems in a secure, contained environment. It monitors files or applica-
tions as they are opened for any potentially harmful actions to block threats from
entering the network. For instance, it can safely identify and halt malware from
infecting users by limiting access to certain file types such as PowerPoint, Microsoft
Word, Excel, and PDF.



Network Security with Artificial Intelligence 121

7.2.2.2.9 Security at Hyper-scale

“Hyper-scale” refers to architecture’s ability to adapt as demand increases. This
explanation supports quick consumption and leveling up or down to get together
varying system safety needs. By powerfully incorporating set of relatives and pre-
senting out belongings in a software- classified system, collection of clarification
may make full use of all available hardware assets.

7.2.2.2.10  Security of Cloud Networks

In the modern landscape, applications and workloads are no longer confined to local
data centers. Safeguarding your existing data center as applications transition to the
cloud necessitates heightened agility and awareness. By leveraging software-defined
networking (SDN) and software-defined wide area networking (SD-WAN) solutions
in conjunction with firewall-as-a-service (FWaaS) infrastructure, you can effectively
fortify both public and private networks.

7.2.2.3 Strong Network Security Will Guard against Viruses

Viruses are malicious files or programs that may be downloaded and distributed
by infecting other computer applications with their code. They can also be inac-
tive. Once contaminated, the documentations can extend from one organization to
another, may be unfavorable to, or may demolish network information. Figure 7.2
shows a strong network security structure to safe guard against virus attacks.

Ransomware

Strong network
security will guard
against viruses:

FIGURE 7.2  Strong network security will guard against viruses.
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Viruses: They disrupt the computer network by using bandwidth and reducing the
equipment’s ability to process data efficiently. The virus is a disease that can spread
and function on its own, unlike viruses in out body that need the help of a host to
spread.

Trojan horse virus: A Trojan horse is a hateful code that camouflages itself as a
lawful service but is dangerous and allows unauthorized people to control the com-
puter. Trojan viruses can delete files, open malware on the network, infect others,
and steal confidential information.

Spyware: It is a computer virus that collects information about people or groups
without their knowledge or consent. We may also share this information with others
without your permission.

Adware: This one can redirect your online searches to sites that contain adver-
tisements. It also collects personal information to customize ads based on your past
searches and purchases.

Ransomware: Ransomware is a type of Trojan horse malware that encrypts data,
making it inaccessible. The aim is to claim compensation by preventing victims from
accessing their systems.

7.3 DDOS

7.3.1 DENIAL OF SERVICE ATTACK

A denial of service (DDoS) attack is a malicious attempt to interrupt traffic to a
certain server, service, or network and its surrounds to prevent massive internet
usage. A computer virus serves as the foundation for an assault to produce outcomes.
Examples of applicable systems include computers and other network services, such
as IoT devices.

How does it operate? Attackers can manipulate software. The term “bot” refers
to individual devices, and the term “net” refers to a collection of bots, Zombies,
Services. One visible sign of an attack is when a website or service suddenly slows
down or stops working. However, similar performance problems may require further
investigation as they could be caused by various sources, including genuine traffic.
Traffic analysis tools can help identify some signs of a DDoS attack [11].

There are unusual traffic patterns, such surges that occur at strange hours of the
day or irregular patterns (like every ten minutes). Other variables, particularly with
regard to DDoS attacks, will change based on the kind of assault.

7.3.2  Types oF DDOS AtTACKS

To appreciate how dissimilar DDoS attacks effort, it’s important to understand how
network connections are established. Each layer in the model functions differently,
similar to the process of building a house from the ground up.

DDoS attacks can be categorized into three types, even though they usually target
a busy device or network. In response to data gathered from the targeted application
layer attacks, the attacker may use a series of attack vectors or one or more distinct
attack vectors [12].
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7.3.2.1 Purpose of Attack

Attackers aim to destroy target resources in order to cause a denial of service, a tactic
known as Layer 7 DDoS assaults (relating to Layer 7 of the OSI model). The attack is
aimed at the layer responsible for creating web pages on the server and sending them
in response to HTTP requests. Making an HTTP request from the client is inexpen-
sive, but response costs on the target server might be substantial since the server
frequently loads a large amount of data and performs database queries to build web
pages prevention because it might be challenging to determine the harmful impacts
of illicit commerce. This assault comes in several complexity levels. Advanced ver-
sions will employ various IP addresses, random referrers, and user agents to target
random URLs [13].

7.3.2.2 Exhaustion Attacks

Arise from the overuse of network devices like load balancers and firewalls, as well
as server resources. Inaccessible next, advance the ball. Workers then get requests
for more items without permission, which go unaddressed until they are too sick to
accept the package or faint.

7.3.2.3 TCP Handshake

Communication that occurs sporadically in which two computers transmit a sequence
of TCP (first connection request) SYN packets meant for incorrect IP addresses in
order to establish a network connection. The target’s resources are wasted with each
contact request that is followed by waiting for the hypothetical final handshake
phase, which never happens.

Use all of the bandwidth that is available between the target and the host network
to cause congestion. sending a lot of data to the target by employing amplification or
other techniques to create a lot of traffic (such utilizing a botnet), saying things like
“I want a duplicate of everything, please call me back and repeat my complete order,”
while in reality the person returning the call was the victim.

With little effort, a long response is created and sent to the victim. You will take
delivery of a reply from the server. If your company’s website is flooded with satisfied
customers after launch, it would be a mistake to cut off all traffic. If the company faces
increased traffic from a known attacker, it should work to mitigate the attack [14].

7.3.2.4 Various Formats

There are two types of traffic designs: single-vector attacks and multi-vector attacks.
Multi-vector DDoS attacks are those that target more than one protocol at once. An
example of such an attack would be DNS amplification, which targets levels 3/4,
combined with HTTP flooding, which targets layers 7. Difficult to distinguish from
regular traffic - Attackers want to disappear as much as possible to minimize their
impact.

Attacks can also be changed to become counterattacks in scenarios with little
traffic. Layering will yield the finest outcomes in overcoming the toughest temp-
tations. Proceed in this direction. In its most basic form, when blackhole filtering
is employed without further constraints, all valid and harmful network traffic gets
routed to the empty path or black holes and lost on the network.
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The hotel’s Internet Service Provider (ISP) can redirect all website traffic into a
black hole to defend against a DDoS assault. Providing the attackers with what they
want—an inaccessible network—makes this option suboptimal. Adding volume is
another method used to avoid denial of service assaults [15].

7.4 DIGITAL SECURITY AND NETWORK SECURITY

Ensure that only authorized persons have access to computer systems and labs.
Prevent personal devices, especially USBs or hard drives, from connecting to the
network. Configure your machine for automatic software and operating system
updates. Verify the frequent updates of the antivirus software on every PC. The
Internet, antivirus programs, SIM cards for smartphones, biometrics, and secure
personal gadgets are some examples of these technologies [16].

7.4.1  THEe DIFFERENCE BETWEEN INFORMATION SECURITY AND CYBER SECURITY

This is not unexpected given that unauthorized access to someone’s information,
personal, or financial resources is referred to as “cybercrime,” emphasizing the
importance of cyber security. Digital security differs from cyber security in that it
entails safeguarding your online presence (data, identity, and assets). Simultaneously,
network security encompasses a wide range of measures to safeguard computers,
networks, and other digital devices, as well as the data they contain, against illegal
access. Many industry professionals use these two phrases interchangeably; how-
ever digital security just protects the words, whereas cyber security covers the entire
infrastructure, including all systems, networks, all data.

Showcasing some of the biggest data security breaches over the past ten years is
this info graphic from 2019. As if that wasn’t frightening enough, this article states
that over 7 million data files are hacked every day, and online fraud and abuse surged
by 20% in the first three months of 2020 [15].

It’s not worldwide news that a stranger finds out you like the original Star Wars
trilogy better than the films; it won’t jeopardize your financial or personal stability.
What kinds of data are therefore in danger? It also has data that can pinpoint your exact
position. Identity theft and social engineering frequently exploit personal information.

Furthermore, a hacker possessing your Social Security number (or its equivalent)
can create a credit card in your name, which would lower your credit score. Compute
your personal payment details. This data consists of PINs, credit and debit card num-
bers (together with expiration dates), and online banking numbers (transactions and
accounts).

When thieves get your online banking credentials, they can transfer funds or
make purchases from your account, including purchases of prescription drugs, health
insurance, trips to doctors and hospitals, and medical records. Cybercriminals can
exploit your health information to order and sell prescription medicines or to create
fake insurance claims.

If your digital data is exposed, a lot of things can go wrong. Thankfully, there
are several sorts of security available in the digital realms that offer diverse ways of
safeguarding. Among these are the following [16].
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7.5 ANTI-VIRUS SOFTWARE

Malware and other harmful apps can carry viruses that can corrupt your data and
instantly shut down your computer. Not only can a strong antivirus application iden-
tify and eliminate these infections, but it can also stop suspicious activities, isolate
risks, and stop infection from spreading—even if “the level is high enough.” Since
firewalls have been around for a while, many cyber security professionals believe
they are no longer necessary. Its most sophisticated function, nevertheless, is helpful
for barring unauthorized users. In order to restrict access and keep an eye on usage,
agents employ authentication procedures and block harmful websites.

Remote monitoring offers flexibility and simplicity, enabling managers to address
problems from any location at any time. Vulnerability scanners can help you prepare
for attacks by helping you find flaws. Web applications and internal systems can
benefit from the deployment of scanners by IT security teams.

7.6 SAFETY VEHICLES

It is very simple (and often used) to target hackers and criminals using this technol-
ogy, which safeguards the security of your data while it moves across different web
sites. The amount of private information that travels over text texts could surprise
you. For Android and iOS phones, ChatSecure is a chat program that offers safe
encryption; Cryph guards the security of your Mac or Windows online browser. By
changing your IP address and enabling anonymous internet browsing, Anonym ox
guards against the creation of pseudonyms. It is accessible as a Firefox and Google
Chrome add-on. Tor hides every page you visit from advertisers and third-party
trackers. Moreover, it removes cookies, cleans your surfing history, and offers many
encryption levels. It is free and works with both iOS and Android smart phones.
Users of the free, nonprofit signal network may exchange documents, GIFs, music,
photos, videos, and text [8].

7.7 10T AND END POINT SECURITY

Numerous security concerns and laws need to be addressed since the IoT system
is susceptible to assaults on all of its tiers. Current IoT research focuses mostly
on authentication and control, but with technological improvement, new network
protocols such as IPv6 and 5G must be merged to achieve an integrated and com-
petitive IoT architecture. The IoT is mostly developing on a small scale, i.e., in
certain sectors or businesses. The way we live now might be drastically altered
by the IoT. The most significant challenge in attaining the smart home base is
security.

We can demonstrate that the IoT will fundamentally alter society in the future if
security concerns like trust, endpoint security, privacy, confidentiality, authentica-
tion, access control, global governance, and standards are resolved. To answer cur-
rent IoT research difficulties, such as models for various devices, alarm and personal
development use of control systems, and trust management sites, new technologies
for identification, wireless, software, and hardware are required [17].
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7.8 GUIDANCE FOR THE FUTURE

Recent years have seen a rapid development of the IoT in fields including pollu-
tion monitoring, smart transportation, telemedicine platforms, and logistics track-
ing. However, addressing IoT-related security vulnerabilities is necessary for IoT
to develop and flourish. These are the future research directions that will help safe-
guard the IoT idea.

7.8.1  ARCHITECTURAL STANDARDS

As of right now, IoT employs many tools, services, and procedures to accomplish
various ends. Still, the process of integrating the IoT network must go from a micro
to macrolevel in order to accomplish a greater goal, such as connecting several smart
buildings to create a smart city. Clear architectural standards for the IoT are now
required. These standards should include data models, interfaces, and procedures that
can accommodate a broad range of users, materials, languages, and functionalities.

7.8.2 IDENTITY MANAGEMENT

The first step toward achieving identity management in the IoT is the credential
exchange between connected devices. These systems are easily vulnerable to man-in-
the-middle attacks, which compromise the security of the IoT as a whole. Therefore,
self-control or a hub that can keep an eye on the device’s connection process via
encryption and other mechanisms is required to safeguard the identity thief.

7.8.3  SESSION LAYER

The majority of academics think that starting, ending, and maintaining sessions
between two items is not supported by the third layer of the internet of items. It is
therefore necessary to have a system that can resolve these issues and make device
connection easier. In order to handle the connection, orchestration, and communica-
tion of several devices, the decentralized communication system should be utilized
as an extra layer in the IoT architecture.

7.8.4 5G Prot1ocoL

In order to fully utilize the IoT, IPv4 will never support a large number of uniquely
identifying IP goods. For this reason, IPv6, which supports 3.4x1038 devices, is
becoming more and more popular.

However, these figures will result in high traffic, which will increase interference
and necessitate additional bandwidth. Compared to current technology’s 2—1000 Mbps
speeds, next-generation communications (5G) should offer rates of 10-800 Gbps, which
can handle data from the IoT (4G). Through IPv4/IPv6 core conversion, 5G technol-
ogy will also handle IPv4 and IPv6. Software-defined networks (SDN), massive MIMO,
multiple radio access, and heterogeneous networks (HetNet) will all be possible with the
adoption of 5G. But all these technologies have their own security issues.
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For instance, HetNets will undergo continuous modification, which will have
an immediate impact on the network’s authentication procedure, particularly given
5G’s low speed requirements. In addition, because of cloud computing’s privacy
requirements, SDN and cloud computing will see a surge in DDoS assaults. Despite
referring to the security and authentication of SDN via the management of security-
related user authentication, there should be a broad discussion on the security con-
cerns of 5G and the labeling of all new technologies included in 5G to guarantee IoT
security [18-25].

7.9 CONCLUSION

The Information Technology (IT) industry swiftly absorbs buzzwords offered by
businesses. Recent years have seen a lot of talk about big data, cloud computing, and
Al in various venues; yet, many individuals are not sure what these terms actually
represent or how to use them to solve problems effectively. People who are not tech
savvy typically respond in one of two ways: either they reject the technology (i.e.,
new functionality) or, if done right, they label it as cutlery. Often, it takes months or
even years for the market to reach its full potential when the dust settles detection of
reactivity in real time.

Many attacks manage to evade this procedure, inflict significant harm, and once
underway, are unstoppable. Without requiring human assistance, ML can instan-
taneously identify threats and prevent them before they have a significant negative
impact on internet security. Until now, the only area of Al that has proven effective
in resolving minor issues is ML. Costs like reduced human intervention in danger
detection situations and the development of new technologies and data visualization
tools that facilitate the integration of data analytics, data science, and machine learn-
ing are the ultimate goals.
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Endpoint Security and
Artificial Intelligence in
the Financial Sector

Shaista Alvi

8.1 INTRODUCTION

The financial territory is a key target for cybercriminals owing to the vast sums of
money and sensitive personal data it handles. With the growing acceptance of cloud
computing, remote work, and internet-connected gadgets, the strike surface for
financial institutions has expanded significantly. The current threat landscape cannot
be protected by outdated security techniques, so integrating cutting-edge technolo-
gies such as artificial intelligence (AI) and machine learning (ML) is essential for
efficient endpoint security.

The financial sector has unique characteristics that differentiate its endpoint secu-
rity requirements from other industries, including strict regulatory compliance (e.g.,
GDPR, BASEL, SOX), highly sensitive data (e.g., customer financial information,
transaction data), a distributed network of endpoints (e.g., ATMs, mobile devices,
branch offices), and an increased attack surface due to remote work and cloud adop-
tion [1, 2].

Mobile devices, servers, laptops, desktop computers, routers, and other end-
point devices are all vulnerable to malevolent cyber-attacks and security breaches.
Endpoints are susceptible points of entry into any community bank’s network since
they continue to be the major targets of attackers [2]. The concept of an endpoint in
the financial sector is broad and includes not only traditional devices like laptops
and desktops but also a wide range of internet-connected devices such as Internet
of Things (IoT) devices, automated teller machines (ATMs), and other distributed
devices. These endpoints can be exposed to various types of attacks, including zero-
day incursions, malware, and file-less attacks, which can compromise the safety of
the entire network [1]. Due to the increased attack surfaces and threat vectors associ-
ated with the widespread use of mobile devices (e.g., laptops, phones, and tablets),
it is imperative to implement stringent endpoint security measures in order to safe-
guard device access and stop illegal file sharing and program downloads [1, 2].

The number of workers participating in or switching to remote work has increased
as a result of COVID-19, exacerbating this danger even more. This trend is probably
here to stay [2]. Financial services businesses have implemented cloud and endpoint
technology to provide smooth interactions across networks and between client and
employee devices. Financial services are vulnerable to cyber-attacks unless suit-
able security measures are in place. Financial services are recognized as the most
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impaired sector, with risks present both outside the organization and internally
through employee devices [3]. The business sector is witnessing the second-largest
part of pandemic 2019-related cyber-attacks, only behind the health sector, accord-
ing to the Bank for International Settlements (BIS) [4]. The divergence between the
finance, national security, and diplomatic communities is particularly noticeable,
and financial authorities confront unique vulnerabilities from cyber assaults [5].
Cyber risks to the financial system are escalating, and the global community must
work together to secure it. In 2016, hackers attacked Bangladesh’s central bank and
exploited vulnerabilities in SWIFT, the international financial system’s major elec-
tronic payment messaging system, in an attempt to seize $1 billion [6]. Even when
the maximum number of transactions was restricted, $101 million disappeared.

The prevailing consensus is that a significant cyberattack represents a risk to
financial stability. It’s no longer a matter of “if,” but rather “when” such an event
will occur [7]. The divergence between the finance, national security, and diplomatic
communities is particularly noticeable, and financial agencies confront distinct
cybersecurity dangers [5]. Financial institutions must safeguard their devices and
networks from cyber threats. Endpoint security is an important part of the financial
sector’s overall cybersecurity strategy. It includes installing and updating software
applications to protect against malware, viruses, and other sorts of cyber threats.
Figure 8.1 indicates the total cyber incidents in the financial industry worldwide
based on the statistics provided by reference [8] and for 2023 it is estimated to gallop
more than double over the previous year.

To address these challenges, financial institutions are increasingly turning to Al
and ML-powered endpoint security solutions [9]. These technologies can provide
automated incident response, real-time threat detection (RTD), and predictive ana-
lytics (PA) to ascertain and mitigate digital threats [10]. However, implementation
of Al-powered endpoint security in the financial sector faces several challenges,
including data privacy and regulatory compliance concerns, integration with legacy
systems, and the potential for Al-driven attacks. This research paper aims to explore
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FIGURE 8.1 Cyber incidents in the financial industry worldwide from 2013 to 2023.
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AT and ML technologies in endpoint security for the financial sector and focus on
the unique characteristics, challenges, and best practices for implementation. The
study will review existing research, identify gaps, and recommend future research
and practices in this critical area of cybersecurity. The outcomes of this research
will contribute to the society on endpoint security, the application of Al and ML
technologies in the financial sector.

The structure here onwards is the next section is a literature review that provides
a literature survey on the endpoint security and financial sector. The third section
elucidates the challenges followed by the fourth section of the future relates to forth-
coming developments in end security in the financial sectors. The last is the conclu-
sion section which entails the academic implications and recommendation.

8.2 LITERATURE REVIEW

AT and ML technologies in endpoint security for the financial sector have become
more essential in recent years. The unique characteristics, challenges, and best prac-
tices for implementation in this domain have been extensively studied. This section
of this chapter aims to offer a thorough understanding of the existing academic con-
tributions in this field.

The steep progress of information technology has brought about numerous ways
to build enterprise-wide area networks. These include using multiple internal net-
works, setting up local infrastructure in branch offices, enabling remote office
access, supporting mobile offices, and leveraging cloud-based services. However,
this varied network structure has led to unclear network boundaries and an increased
number of endpoints that depend on network access for business operations. As a
result, the risks related to endpoint security have grown significantly [11]. Malware,
which encompasses viruses, worms, trojans, and other forms of malicious software,
presents a significant danger to the reliability and confidentiality of computer sys-
tems and networks.

One of the fundamental features of malware is its capacity to intrude into sys-
tems by multiple mechanisms, such as infected email attachments, compromised
websites, or exploiting flaws in digital systems [12]. If a system is infected, mal-
ware can execute a wide range of destructive behaviors, including stealing sensitive
data, monitoring user activity, interrupting system functions, and even giving remote
access to the infected machine [13]. Endpoint devices, such as desktop PCs, laptops,
and cell phones, are especially vulnerable to malware attacks because of their direct
internet connection and regular use for accessing sensitive data and apps. Malware-
targeting endpoint devices can jeopardize the security of the entire network because
they frequently serve as entry sites for invaders.

As businesses increasingly rely on technology and embrace remote work models,
the security perimeter expands beyond the confines of traditional office networks.
Every endpoint, regardless of its location or type, becomes a potential target for
cybercriminals. Furthermore, research carried out in reference [14] emphasizes the
human element in cybersecurity vulnerabilities. A lack of user awareness regarding
phishing scams and social engineering tactics can leave endpoints susceptible to
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infiltration. In addition, unpatched vulnerabilities in software and operating systems
create gaps in defenses that attackers can exploit [15].

Existing research has highlighted the growing importance of endpoint security in
the financial sector. The economic sector is a key object for digital attacks because of
the confidential data involved and the potential income for attackers [12]. Classical
endpoint security techniques, such as signature-based detection, have proven inef-
fective against current and advanced threats that are continually developing and
mutating. Al and ML technologies have emerged as dominating tools for improv-
ing the protection of endpoints by enabling more advanced threat identification and
avoidance strategies [10]. Key advantage of using Al and ML in endpoint security is
improved threat detection.

These technologies are capable of examining big data obtained from different
resources, such as user behavior, network, and system logs to detect potential
dangers. ML techniques learn from a dataset and increase their ability to detect
and prevent risks over time, resulting in faster and more accurate threat detec-
tion [16]. Al-based behavioral analysis can monitor user behavior and recog-
nize abnormalities that may indicate a possible risk, such as accessing sensitive
files at odd times or locations [17]. Another important aspect of Al and ML in
endpoint security is advanced threat prevention. These technologies are used to
develop proactive threat prevention approaches that can detect and prevent cyber
intrusions before they cause damage. AI and ML algorithms can assist secu-
rity teams in detecting and responding to risk in real time by analyzing trends
and abnormalities in user activity and network traffic [18]. Al-powered SOAR
(security, orchestration, automation, and response) solutions can connect secu-
rity tools, integrate disparate security systems, and enable automated responses
to select security events [19].

However, Al technology in endpoint security poses distinct issues. One of the
main concerns is data privacy and protection. ML models require access to substan-
tial volumes of data [18], raising critical concerns about data privacy and the need to
secure this data against potential breaches. Financial businesses embrace dynamic
data security processes, such as encryption, data confidentiality, and access con-
trols, to maintain the secrecy and trustworthiness of the data used by their AI/ML
models. Model vulnerability is another significant risk associated with Al and ML
in endpoint safekeeping. These models are prone to various manipulative attacks,
including adversarial attacks and model poisoning, which can compromise the integ-
rity of the financial decisions made and expose institutions to financial losses and
reputational harm [20].

To mitigate these risks, financial institutions must implement secure model
development and maintenance practices, such as model auditing, secure deploy-
ment, and safe inference and model serving. The “black box” nature of certain ML
models also poses challenges in maintaining algorithmic transparency and com-
pliance with regulatory requirements. Financial institutions must strive towards
implementing explainable Al (XAI) frameworks to enhance the interpretability
and accountability of their ML-driven decisions, ensuring transparency and build-
ing customer trust [21].
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8.3 CHALLENGES IN FINANCIAL SECTOR IN IMPLEMENTING
END POINT SECURITY

Implementing endpoint security in the financial sector poses a complex set of chal-
lenges, primarily due to the unique needs of the industry and the ever-evolving
landscape of cybersecurity threats. This sector, being heavily regulated and deal-
ing with sensitive financial data, demands stringent security measures. However, the
fast-paced nature of technological advancements and the increasing sophistication
of cyber threats create a constantly shifting environment that financial institutions
must navigate. Here are some of the primary challenges identified in recent research:

8.3.1 ComrLExiTY OF ENDPOINT DEVICES

In the financial sector, the complexity and diversity of endpoint devices present sig-
nificant challenges for implementing comprehensive security measures. The variety
of devices includes traditional PCs, laptops, handheld devices such as smartphones
and tablets, and an increasing number of Internet of Things (IoT) devices. Each
of these device types can run on different operating systems, such as Windows,
macOS, i0S, Android, and various Linux distributions. In addition, these devices
often operate on different software versions, each with unique security vulnerabil-
ities and requirements. This diversity complicates the standardization of security
measures across an organization, making it challenging to implement uniform secu-
rity policies.

One particular area of concern is the Bring Your Own Device (BYOD) environ-
ment [22], which is increasingly common in the financial sector. BYOD policies
allow employees to use their personal devices for work purposes, offering conve-
nience and flexibility but also introducing significant security risks. Personal devices
are often less secure than corporate-issued ones, as they may not have the same level
of security controls, such as encryption, antivirus software, and regular updates.
This disparity makes it difficult to ensure that all devices accessing the corporate
network adhere to the same security standards, increasing the risk of data breaches
and other cyber threats.

To address these challenges, financial institutions must adopt comprehen-
sive device management solutions that can provide visibility and enforce security
protocols across all endpoints, regardless of the device type or operating system.
Consequently, organizations must have highly skilled personnel [23] to adopt com-
prehensive device management solutions to ensure visibility and enforce security
protocols across all endpoints.

8.3.2 UserR AWARENESS AND BEHAVIOR

User awareness and behavior are critical factors in maintaining cybersecurity
within any organization, especially in the financial sector, where sensitive data and
assets are at constant risk of cyber threats. Despite technological advancements in
security infrastructure, human error remains one of the most significant exposures
[22]. Personnel often lack awareness of the security hazards associated with their
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actions, such as clicking on malicious links, visiting dangerous websites, or install-
ing unauthorized software. This lack of awareness not only increases the likelihood
of security incidents but can also lead to resistance against security measures that are
perceived as hindrances to productivity.

One of the primary issues is that employees may not fully understand the poten-
tial consequences of their actions in a cybersecurity context. For instance, clicking
on a phishing email can lead to malware infections or data breaches, while using
weak or reused passwords can make accounts vulnerable to unauthorized access.
The gap in understanding often stems from a lack of regular and comprehensive
security training. Many organizations provide only cursory training sessions during
onboarding, which are insufficient for keeping employees updated on evolving cyber
threats and best practices.

To address these challenges, organizations need to implement a robust and ongo-
ing security training program. This program should be designed to educate employ-
ees on the importance of cybersecurity, the specific threats they might encounter,
and their individual responsibilities in maintaining a secure environment. Effective
training should cover various topics, including recognizing phishing attempts,
understanding the importance of strong passwords, and the dangers [22] of using
public Wi-Fi for accessing sensitive information. Interactive training modules, simu-
lations of real-world scenarios, and regular assessments can help reinforce learning
and ensure that employees retain the information.

Moreover, training should not be a one-time event but rather an ongoing process.
The cybersecurity landscape is continuously evolving, with new threats and attack
vectors emerging regularly. Regularly updating the training content and conducting
refresher courses can help keep employees informed about the latest threats and
security practices. In addition, creating a culture of security awareness within the
organization is crucial. This can be achieved by integrating cybersecurity discus-
sions into regular team meetings, sharing updates on recent security incidents, and
celebrating positive security behaviors among employees.

Another critical aspect of enhancing user awareness and behavior is addressing
the perception that security measures are obstacles to productivity. Employees may
view security protocols, such as multi-factor authentication (MFA) or restrictions on
software installations, as inconvenient or time-consuming. This perception can lead
to resistance or even attempts to circumvent these measures, thereby undermining
the organization’s overall security posture. To mitigate this issue, it’s essential to
implement user-friendly security measures that balance security needs with usability.

For instance, single sign-on (SSO) solutions can streamline the authentication
process by allowing users to access multiple applications with a single set of creden-
tials [24], reducing the need to remember multiple passwords. Similarly, employing
adaptive authentication methods that assess the risk level of each login attempt can
provide additional security without imposing unnecessary hurdles on users. In addi-
tion, providing secure, easy-to-use alternatives to potentially risky behaviors, such
as using company-approved cloud storage services instead of unauthorized personal
accounts, can help ensure compliance with security policies.

Engaging employees in the security process can also enhance their understand-
ing and adherence to security protocols. Organizations can establish security
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ambassador programs where selected employees receive advanced training and
serve as liaisons between the security team and other staff. These ambassadors can
help raise awareness, provide support, and answer questions, making security more
approachable and less intimidating. Furthermore, encouraging employees to report
suspicious activities or potential security issues can create a sense of shared respon-
sibility and vigilance.

Feedback mechanisms are another valuable tool in fostering a positive security
culture. Regularly soliciting feedback from employees about the effectiveness and
usability of security measures can provide insights into potential areas for improve-
ment. This feedback can help security teams refine their strategies, making security
policies more practical and less disruptive to daily operations. In addition, recog-
nizing and rewarding good security practices can motivate employees to be more
vigilant and proactive in maintaining cybersecurity.

8.3.3 EvoLvING THREAT LANDSCAPE

In the financial sector, the evolving threat landscape poses substantial challenges
that require constant vigilance and adaptation. As a major target for cybercriminals,
financial institutions face an array of sophisticated threats, including ransomware
attacks, phishing schemes, and data breaches. The frequency and severity of these
threats are markedly higher compared to other industries, necessitating a proactive
and dynamic approach to cybersecurity.

Ransomware attacks, in particular, have become increasingly prevalent and damag-
ing in the financial sector. Cybercriminals employ ransomware to encrypt critical data
and demand substantial ransoms for its release. These attacks can disrupt operations,
lead to significant financial losses, and damage an institution’s reputation. Financial
institutions are attractive targets due to their high-value data and the urgency with
which they need to recover from attacks. As ransomware techniques evolve, with
attackers using more advanced encryption methods and leveraging double extortion
tactics—where they not only encrypt data but also threaten to leak it—financial insti-
tutions must continuously enhance their defenses and response strategies.

Phishing attacks also present a major threat to financial institutions. These attacks
involve deceptive emails or messages designed to trick recipients into divulging
sensitive information, such as login credentials or financial data [10]. Sophisticated
phishing campaigns can be highly convincing, often mimicking trusted sources or
leveraging current events to increase their effectiveness. The rise of spear phish-
ing, where attackers target specific individuals or departments within an organiza-
tion, further complicates the challenge. Financial institutions must therefore invest
in advanced phishing detection and training programs to equip employees with the
skills to recognize and respond to such threats.

Data breaches, another significant concern, involve unauthorized access to sen-
sitive information, potentially exposing customer data, financial records, and pro-
prietary information. The financial sector’s stringent regulatory environment adds
another layer of complexity to managing data breaches. Regulations such as the
General Data Protection Regulation (GDPR) and the Payment Card Industry Data
Security Standard (PCI DSS) [25] impose rigorous requirements for data protection
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and breach notification. Compliance with these regulations is critical, as breaches
can result in severe financial penalties and damage to customer trust [26]. Financial
institutions must implement robust security measures, including data encryption,
access controls, and regular security audits, to safeguard against unauthorized access
and ensure regulatory compliance.

The rapid advancement of cyber threats requires financial institutions to be agile
and proactive in their security efforts. Traditional security measures are often insuf-
ficient to counter new and emerging threats. As cybercriminals develop more sophis-
ticated techniques, financial institutions must continuously update their security
infrastructure and adopt cutting-edge technologies to stay ahead of potential threats.
This includes investing in advanced threat detection and response systems, such as
security information and event management (SIEM) platforms and endpoint detec-
tion and response (EDR) solutions, which provide real-time visibility into network
activities and enable rapid response to potential incidents.

One of the key challenges in adapting to the evolving threat landscape is man-
aging the balance between resource allocation and security needs. Financial insti-
tutions must continually assess their security posture, identify vulnerabilities, and
allocate resources effectively to address emerging threats. This ongoing need for
adaptation can strain financial and human resources, complicating security manage-
ment. To mitigate these challenges, institutions often turn to external partners, such
as cybersecurity firms and threat intelligence providers, to gain access to specialized
expertise and advanced technologies. Collaboration with these partners can enhance
threat detection capabilities and provide valuable insights into emerging threats and
attack trends.

In addition, integrating threat intelligence into security operations is crucial for
staying ahead of cybercriminals. Threat intelligence provides valuable information
about the tactics, techniques, and procedures used by attackers, allowing financial
institutions to anticipate and prepare for potential threats. By leveraging threat intel-
ligence feeds and analysis, organizations can enhance their ability to detect and
respond to threats in a timely manner. However, effectively utilizing threat intel-
ligence requires advanced analytics and expertise, further highlighting the need for
skilled cybersecurity professionals and robust security infrastructure.

The evolving threat landscape also emphasizes the importance of continuous
monitoring and assessment. Financial institutions must implement comprehensive
monitoring solutions that provide visibility into network activities, user behaviors,
and system configurations. Regular vulnerability assessments and penetration test-
ing are essential for identifying weaknesses in security defenses and validating the
effectiveness of security measures. By maintaining a proactive approach to moni-
toring and assessment, institutions can detect and address potential vulnerabilities
before they are exploited by cybercriminals. This ongoing need for adaptation can
strain resources and complicate security management [9].

8.3.4 RecuLATORY COMPLIANCE

The financial sector operates within a framework of stringent regulatory oversight
that governs data protection and cybersecurity practices. Compliance with these
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regulations is not only a legal obligation but also a critical component of maintain-
ing trust and credibility with clients. Implementing endpoint security measures that
align with these regulatory requirements presents a multifaceted challenge, particu-
larly in the face of rapid technological advancements and the increasing sophistica-
tion of cyber threats.

Financial institutions are subject to a variety of regulations that mandate specific
security measures to protect sensitive data. Key regulations include the General Data
Protection Regulation (GDPR) in the European Union, which sets forth require-
ments for data protection and privacy, and the Payment Card Industry Data Security
Standard (PCI DSS), which establishes security standards for organizations han-
dling payment card information. In addition, there are industry-specific regulations,
such as the Gramm-Leach-Bliley Act (GLBA) in the United States, which mandates
safeguarding customer financial information.

Each of these regulations imposes detailed requirements for data protection,
including encryption, access controls, data retention, and breach notification pro-
cedures. For instance, GDPR mandates that organizations implement technical
and organizational measures to ensure a level of security appropriate to the risk.
This includes encryption of personal data, regular testing of security measures, and
ensuring that personal data is processed securely. Similarly, PCI DSS requires that
organizations implement robust security measures, such as firewall configurations,
secure password policies, and regular security testing to protect cardholder data.

The challenge of aligning endpoint security measures with these regulatory
requirements is compounded by the rapid pace of technological change and the
evolving nature of cyber threats. As new technologies emerge, such as cloud com-
puting and mobile devices, and as cyber threats become more sophisticated, regula-
tory standards may lag behind the latest developments. Financial institutions must
continuously adapt their security strategies to address these changes while ensuring
compliance with existing regulations.

One significant challenge is the need to implement endpoint security measures
that are both effective and compliant. This involves deploying advanced security
technologies, such as endpoint detection and response (EDR) systems, security
information and event management (SIEM) platforms, and data encryption solutions
[26]. These technologies must be configured to meet regulatory requirements and
provide robust protection against cyber threats. However, the complexity of manag-
ing and integrating these technologies can be daunting, particularly for institutions
with limited resources or expertise.

In addition, financial institutions must ensure that their endpoint security strate-
gies are consistently applied across a diverse array of devices and environments.
This includes managing security for traditional endpoints, such as desktops and lap-
tops, as well as newer technologies like mobile devices and Internet of Things (IoT)
devices. Each type of endpoint may have different security requirements and vul-
nerabilities, making it essential to implement comprehensive security policies and
controls that address the specific needs of each device type.

Compliance with regulatory requirements also involves maintaining thorough
documentation and conducting regular audits. Financial institutions must document
their security policies, procedures, and practices to demonstrate compliance with



Endpoint Security and Artificial Intelligence in the Financial Sector 139

regulations. This documentation should include details on how security measures are
implemented, how data is protected, and how breaches are handled. Regular audits,
both internal and external, are necessary to assess the effectiveness of security mea-
sures and identify areas for improvement. These audits help ensure that security
practices are in line with regulatory standards and provide evidence of compliance
during regulatory inspections.

Another aspect of regulatory compliance is the need for ongoing employee train-
ing and awareness. Employees must be educated about the regulatory requirements
that apply to their roles and the importance of adhering to security policies and pro-
cedures. Regular training programs should cover topics such as data protection, inci-
dent reporting, and secure handling of sensitive information. By fostering a culture
of compliance and security awareness, financial institutions can reduce the risk of
accidental breaches and ensure that employees understand their role in maintaining
regulatory compliance.

The process of achieving and maintaining compliance can be resource-intensive,
requiring significant investments in technology, personnel, and processes. Financial
institutions must allocate resources effectively to balance the need for robust security
with the demands of regulatory compliance. This may involve hiring specialized
compliance and cybersecurity professionals, investing in advanced security tech-
nologies, and developing comprehensive security policies and procedures.

In addition to managing regulatory compliance, financial institutions must also
stay informed about changes in regulatory standards and emerging best practices.
Regulations are subject to periodic updates and revisions, and organizations must
adapt their security practices to reflect these changes. Establishments must ensure
that their endpoint safekeeping strategies align with compliance mandates while
effectively safeguarding sensitive financial data [9].

8.4 FUTURE DEVELOPMENT IN ENDPOINT SECURITY
IN FINANCIAL SECTOR

Future developments in endpoint security within the financial sector are expected to
focus on several key trends and technologies that enhance protection against increas-
ingly sophisticated cyber threats. As per Figure 8.2 based on reference [27], over the
following five years, it is predicted to increase at an annual pace of 12.93%, reaching
a market volume of around USD 26.9 billion. Furthermore, the expected revenue
for the Endpoint Security market in 2024 is roughly 14.32 billion US dollars. Most
significant anticipated advancements are discussed in subsequent subsections

8.4.1 Al AND ML INTEGRATION

Combination of Al and ML in endpoint protection solutions is poised to revolution-
ize how financial institutions identify and respond to dangers. Al can analyze gigan-
tic volumes of data to recognize anomaly patterns symptomatic of digital threats in
real time. This proactive approach enables financial firms to enhance their threat
detection capabilities and respond more swiftly to potential breaches, thereby reduc-
ing the risk of significant financial loss or data compromise [9].
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8.4.2 EXTENDED DETECTION AND RESPONSE

Adopting extended detection and response (XDR) [28] solutions are becoming
increasingly vital for financial institutions. XDR provides comprehensive visibil-
ity across various endpoints and networks, integrating data from multiple security
tools to improve incident detection and response times. This holistic approach allows
security teams to better understand and manage threats, particularly in complex IT
environments typical of financial organizations [29].

8.4.3 Focus oN CoMPLIANCE AND REGULATORY REQUIREMENTS

As regulatory frameworks evolve, financial institutions need to ensure that their
endpoint security strategies align with compliance mandates. This takes account
of implementing robust protection measures that meet industry-specific guidelines,
such as GDPR. Continuous risk evaluations and changes to security procedures will
be required to maintain certification and successfully protect client data [30].

The future of endpoint security in the financial sector will be characterized by
integrating Al and advanced analytics, adopting XDR solutions, automating security
processes, using blockchain technology, and a strong focus on regulatory compli-
ance. These developments will collectively enhance the ability of financial institu-
tions to safeguard sensitive data and counter to embryonic cyber threats effectively.

8.5 CONCLUSION

The cutting-edge technologies in endpoint security for the financial sector are vital
constituent in combating cyber threats. Even though the advanced technologies offer
significant advantages in terms of improved threat detection and prevention, they
nevertheless, introduce unique challenges related to data privacy, model vulnera-
bility, and algorithmic transparency. Existing research has highlighted the growing



Endpoint Security and Artificial Intelligence in the Financial Sector 141

importance of endpoint security in the financial sector, with studies showing that
a significant portion of cyber-attacks target endpoint devices. Researchers have
explored the use of EDR solutions, which leverage Al with ML to detect and respond
to risk instantaneously. Implementing Al-powered endpoint security in the financial
sector faces several challenges, including data privacy and regulatory compliance
concerns. With the unique characteristics, challenges and limitations of Al-powered
endpoint security, financial institutions can enhance their cybersecurity posture,
ensure regulatory compliance, and safeguard their critical assets and customer data.

To address the challenges and effectively leverage Al-powered endpoint security
in the financial sector, several key recommendations are proposed. First, develop-
ing robust governance frameworks is essential to ensure the ethical use of Al This
includes forming policies and guidelines that govern the application and manage-
ment of Al. Second, investing in upskilling security personnel is crucial so they
can understand and manage Al-powered solutions effectively. This includes training
programs and workshops to enhance their technical skills and knowledge. Third,
prioritizing the integration of Al-powered endpoint security with existing secu-
rity tools and enterprise systems is vital for creating a cohesive and comprehensive
security strategy. Fourth, implementing comprehensive data protection and privacy
measures is necessary to comply with regulatory requirements and protect sensitive
information. Lastly, continuously inspecting and assessing the execution and secu-
rity of Al-powered solutions is essential to ascertain and mitigate emerging risk.
This involves regular evaluations and updates to ensure that the Al systems are func-
tioning optimally and addressing new challenges as they arise.

Therefore, by adopting a comprehensive approach financial institutions can effec-
tively leverage Al and ML to enhance their endpoint security and protect their sensi-
tive data and assets.
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9.1 INTRODUCTION

Cloud computing was invented by internet service providers (ISPs) to support the
maximum number of users and elastic services using minimal resources. In just a
few years, emerging cloud computing has become the most popular technology. The
evolution of cloud computing has progressed from an internal IT system to a public
service, from a cost-saving tool to a revenue generator, and from an ISP to a telecom,
beginning with the publication of core papers by Google in 2003, the commercial-
ization of Amazon EC2 in 2006, and the service offering of AT&T Synaptic Hosting.
This chapter presents the concept, history, advantages and disadvantages of cloud
computing, as well as the value chain and standardization efforts [1]. The way cloud
computing is used has completely transformed how data is stored, managed, and
processed by both individuals and organizations. Cloud computing provides flexible
and versatile resources through the internet, reducing the need for substantial invest-
ments in on-site hardware. Cloud computing uses the internet to deliver computing
services, allowing users to access and use data storage, processing power, and
software applications as required. As with utilities like electricity or water, cloud
service providers (CSPs) usually supply these services and charge depending on
consumption [2].

Security in the cloud involves a collection of rules, restrictions, protocols, and tools
aimed at safeguarding data, applications, and infrastructure linked to cloud comput-
ing. It deals with different security issues, including unauthorized access, data loss,
data breaches, and adherence to regulatory mandates. Cloud security encompasses a
wide array of methods and tactics, such as data encryption, identity and access man-
agement (IAM), threat detection and response, network security, and compliance
management [3, 4]. In today’s computerized world, maintaining solid cloud security
is greatly imperative because it plays a crucial part in defending touchy information,
maintaining administrative compliance, and diminishing cyber dangers.

With organizations progressively utilizing the cloud to store and handle huge vol-
umes of sensitive information, it is vital to execute strong security measures to antici-
pate unauthorized access and information breaches. It is basic to follow to lawful and
regulatory commitments such as GDPR and HIPAA to maintain a strategic distance
from confronting critical fines and legal results. Successful cloud security measures
are basic for guaranteeing continuous trade operations by minimizing downtime and
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disturbances caused by cyber-attacks or information loss [10]. Also, it provides strong
belief with clients and partners illustrating a devotion to securing data. Besides,
contributing in cloud security can result in significant fetched savings by avoiding
financial repercussions related with security occurrences. Keeping up assurance
is significant as foundation scales quickly, requiring adaptable security measures.
Defending computerized resources, maintaining organizational notoriety, and keep-
ing up operational strength makes cloud security crucial [5].

9.2 ROLE OF Al IN ENHANCING CLOUD SECURITY

The use of artificial intelligence (Al) is revolutionizing cloud security through the
introduction of sophisticated capabilities that significantly enhance cybersecurity
posture overall, threat detection, and response. Al plays a critical role in the complex
digital world of today, as businesses are depending more and more on cloud services
to store, analyze, and manage vast amounts of sensitive data. The ability of Al to
handle and evaluate massive volumes of data in real time is its primary contribu-
tion to cloud security. Because of their size and complexity, traditional techniques
for threat identification and security monitoring sometimes find it difficult to keep
up with cloud settings [6]. Al-powered machine learning techniques are very good
at finding patterns and abnormalities in data to detect potential security risks. They
can look at endless sums of information, including as network traffic, user behavior,
and logs, to distinguish anomalous action or takeoffs from the standard. Besides, Al
moves forward the accuracy and viability of risk location by ceaselessly learning
from modern information.

As Al models retain and assess more information over time, they get superior at
recognizing both known and obscure dangers. By being proactive and quickly rec-
ognizing and tending to cyberattacks, businesses may decrease potential harm and
the impact of security episodes. Al is fundamental for automating and upgrading
security operations in cloud situations, not fair for threat detection [7]. Al-driven
arrangements have the potential to computerize routine tasks like powerlessness
evaluations, fix administration, and system monitoring. This may move forward
operational proficiency and ensure that security measures are actualized reliably
over complicated cloud frameworks. Al-powered analytics offer comprehensive
experiences into security occasions and events by joining different data sources and
distinguishing the fundamental causes of security breaches. This makes a difference
in businesses which distinguishes the root causes of defense-related vulnerabilities
and deficiencies, enabling them to create more effective cybersecurity arrangements
and utilize assets wisely to lower risks [8].

We currently access and use computing resources in a completely new way because
of cloud computing. The foundation of cloud services is a sophisticated, yet well-
planned architecture that works behind the scenes. An architecture for cloud com-
puting may be seen as a tiered model, where each layer contributes in a different way
to the overall smooth operation of the cloud [9]. The frontend represents the user’s
perspective. It includes laptops, desktop computers, tablets, and smartphones as well
as other gadgets used to communicate with cloud services. The user interface (UI)
that enables consumers to access and make use of cloud services or apps is housed
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on these devices. The backend is the central component of the cloud, unseen by the
user but essential to service delivery. And it contains various sub-layers. The cloud’s
physical base is made up of cloud infrastructure layers. It consists of a sizable pool
of virtualized resources that are all under the cloud provider’s management, includ-
ing servers, storage, and networking hardware. The resources are distributed and
expanded dynamically in response to user requirements, guaranteeing maximum
efficiency. The software environment that cloud apps run in is managed by cloud
runtime layer. It consists of virtualization software (e.g., KVM or Hyper-V) that
builds containers and virtual machines (VMs) for effectively separating and running
applications. Large volumes of user, application, and system data can be stored using
the resources provided by storage layer. Different types of storage solutions can be
distinguished, including file storage, object storage, and block storage [10].

There are various services which are the backbone of cloud architecture as shown
in Figure 9.1 such as software as a service (SaaS), infrastructure as a service (IaaS),
and platform as a service (PaaS). Access to software programs distributed via the
internet is made possible by the SaaS strategy. Users may simply access the program
using a web browser or a specialized client application; they do not need to install
or maintain it. The whole application, including security and upgrades, is managed
by the cloud provider. Users may access virtualized computer resources like serv-
ers, storage, and networking whenever they need them with IaaS paradigm. Because
they have complete control over these resources, users may set up and oversee their
own cloud-based IT infrastructure. PaaS paradigm provides a cloud application

Frontend
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/

| Service

Cloud

Storage

Infrastructure

N

FIGURE 9.1 Cloud system architecture.
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development and deployment platform. By giving users access to vital resources
including operating systems, databases, middleware, and development tools, PaaS
frees users up to concentrate on creating and implementing applications rather than
maintaining the underlying infrastructure [11]. The smooth communication between
these levels is what makes cloud computing so magical. The request is sent over the
network to the cloud provider’s backend when a user engages with a cloud applica-
tion via the frontend. On the basis of the request, the management layer then allo-
cates resources from the cloud infrastructure. The program is executed in a virtual
environment created by the cloud runtime, which uses storage to access data. The
chosen service model (IaaS, PaaS, or SaaS) provides the functionality that is asked
for. The security layer guarantees system protection and data integrity throughout
this procedure [12].

There are several benefits to a well-designed cloud computing infrastructure.
The capacity to simply scale up or down cloud resources in response to demand
removes the requirement for a one-time hardware and software investment. A wide
range of alternatives are provided by cloud services, enabling consumers to select
the service model that best meets their requirements. Since users only pay for the
resources they use, costly software licensing and hardware upkeep are not required,
CSPs guarantee less downtime and data loss by providing high availability and
disaster recovery procedures. Compared to many on-premises implementations,
cloud providers offer a more secure environment since they substantially invest in
security measures [13].

Table 9.1 shows the comparison between traditional and Al-driven security in
cloud as Al-driven security in cloud is efficient for the large scaled data and for
preventing data from the cyber threat. Today, a huge amount of confidential data is
at risk. It can be affected by malware and ransomware types of cyberattacks. These
attacks can lead to data leaks. To ensure better security, an appropriate security
solution is needed. Table 9.1 shows different types of security solutions. This helps
in making a decision about choosing the best security solution. A good security solu-
tion enhances data confidentiality.

9.3 CLOUD COMPUTING FUNDAMENTALS

A model for providing on-demand internet access to computer resources is called
cloud computing. Imagine having unlimited access to apps, storage, and process-
ing power without having to worry about maintaining the physical infrastructure
[20, 21]. There are various characteristic of cloud computing to be formed in real
time.

9.3.1 VIRTUALIZATION AND ABSTRACTION

Virtual resources are separated from physical computer resources, such as serv-
ers, storage, and networks. It is possible to dynamically provide and manage these
virtual resources without relying on the underlying hardware. Because of this,
customers may obtain processing power without being concerned about the infra-
structure [22].
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TABLE 9.1

Comparison of Traditional Security vs. Al-Driven Security in Cloud
Environments

Sr. no Traditional Security Al-Driven Security

1 Rule-based security depends on signature Large-scale data is analyzed by machine

detection and pre-established security
policies to recognize and stop attacks.

learning algorithms, which then use the results
to find trends, anticipate dangers, and
automate security actions [14].

2 Effective against known threats with proven Continually picks up new skills and adjusts to
signatures; well-known and recognizable to changing viruses and attack methods. frees up
security specialists; provides precise control security staff to work on strategic objectives
over security rules, enabling customized by automating security activities [15].
access control.

3 May provide a large number of false positives, It needs training data and continuous
which can cause security flaws and alert observation to guarantee efficacy and
fatigue. is unable to expand to accommodate  accuracy. may be difficult to manage and
the enormous volume of data produced in implement, needing certain expertise [16].
cloud systems.

4 May be difficult to manage and implement, Detecting and preventing threats proactively.
needing certain expertise. In certain Automating repetitive security procedures [17].
situations, the restricted explainability of Al
judgments might impede openness and
confidence. vulnerable to bias in the training
set, which might cause erroneous threat
identification.

5 lists of access controls for user authorization. ~ UEBA (user and entity behavior analytics) is
Use firewalls to stop unwanted traffic. used to find unusual activities. Utilizing

network traffic analysis (NTA), one may spot
questionable network activity [18].
6 While traditional security will always be It is anticipated that Al-driven security, which

important, its efficacy will depend more and

more on how well it integrates with Al-driven

solutions.

provides automated security management and
sophisticated threat detection, would become
increasingly significant [19].

9.3.2 PoOLING OF RESOURCES AND MuULTI-TENANCY

Multiple users (also known as tenants) can be served simultaneously via cloud infra-
structure. Tenants are given dynamic allocations of shared resources, such as CPU,
memory, and storage, according to their usage. Cloud providers benefit from econo-
mies of scale and efficient utilization of resources [23].

9.3.3  SELF-SERVICE ON DEMAND

Users have the ability to provision and manage cloud resources through an API or
self-service interface, granting them significant power and flexibility while eliminat-
ing the need for human IT intervention [24].
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9.3.4 WIDE-RANGING NETWORK CONNECTIVITY

Through an API or self-service interface, users can provision and manage cloud
resources, giving them considerable power and flexibility while removing the neces-
sity for human IT intervention [25].

9.3.5 SERVICE METRICS

Cloud providers track and measure the number of resources used by each tenant. A
pay-per-use approach that bills consumers based on their actual use is encouraged,
as is cost efficiency [26].

9.3.6 Quick ELasTicITY

Cloud resources may be quickly scaled up or down to meet demand fluctuations. As
a result, customers may adapt to changing workloads without having to overprovi-
sion resources or make significant upfront investments [27].

9.3.7 ELEVATED ACCESSIBILITY AND DEPENDABILITY:

Cloud providers design their infrastructure with high availability and fault tolerance
in mind. Redundancy techniques ensure that services will continue to run even if
certain hardware components malfunction [28].

9.4 CLOUD DEPLOYMENT MODELS

9.4.1 Private Cioup

Businesses that want more control and protection over their data might choose the
private cloud option. Private clouds are inaccessible to the general public, in contrast
to public clouds. Because of this exclusivity, businesses are able to customize the cloud
to meet their own requirements, taking care of issues like security and bandwidth
constraints that may occur with public cloud services. When compared to using pre-
existing resources in a public cloud, building and maintaining private clouds might be
more expensive, even if they offer greater freedom regarding ownership, operation, and
administration (internal or external). Furthermore, private cloud management calls for
specialized IT knowledge that may not be easily found inside an organization [21].

By the examination of private clouds [28] it can be said that they come in two
varieties: on-premise private cloud, which is also referred to as a “internal cloud,”
is housed in the data center of an enterprise. It offers safety and a more consistent
approach, but its size and scalability are frequently constrained. In addition, with
this paradigm, the capital and operating expenditures for the physical resources
would fall on the IT department of a company. The ideal applications for on-premise
private clouds are those that need total control over the infrastructure and security
configuration [29]. Externally hosted private cloud, an external cloud computing pro-
vider hosts this private cloud architecture. The service provider offers a private cloud
environment that is exclusive and fully guaranteed. Organizations who would rather
not use a public cloud infrastructure are advised to adopt this format because of there
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FIGURE 9.2 Deployment model of cloud computing mainly public, private, hybrid (combi-
nation of public and private), and community cloud.

are many challenges associated with sharing of physical resources. Figure 9.2 shows
how cloud will work as public, private, and hybrid.

9.4.2 PusLic CLoup

Anyone with an internet connection may easily access a wide range of features and
services offered by public cloud computing. It is therefore a well-liked option for com-
panies of all kinds. The pay-as-you-go concept allows customers to only pay for the
resources they really utilize, in contrast to typical IT systems. This results in consid-
erable financial savings. With almost infinite processing and storage capacity, public
clouds enable enterprises to simply scale their requirements up or down as needed.
Additionally, the cloud provider manages all infrastructure, upgrades, and main-
tenance, freeing up the IT team of the organization to concentrate on core business
operations. A public cloud is an appealing alternative for companies searching for a
quick and simple solution because it is straightforward to set up and requires little
initial expenditure. Although security is a top priority, public cloud providers protect
customer data with strong security methods including access limits and authentication.
Prominent public cloud services include Microsoft Azure, IBM Blue Cloud, Google
App Engine, Amazon EC2, and IBM Blue Cloud. All things considered, the public
cloud provides easily scaled, reasonably priced, and easily accessible means for com-
panies to utilize computer resources and services over the internet [21, 30].

9.4.3 Hysrip CLoup

A distinct method of using cloud computing is provided by the communal cloud. It
serves a certain set of organizations with comparable needs and demands, such as
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local government agencies. By sharing resources like processing power and stor-
age, this strategy enables these organizations to possibly save money in comparison
to individual public cloud subscriptions. The community offers flexibility based on
resources and experience, with the option to operate the infrastructure in-house or
contract it out to a third party supplier. However, cost dispersion and shared admin-
istration are not without challenges. The security needs of distinctive educate may
contrast, and guaranteeing framework compatibility inside the community cloud
may give challenges. Generally speaking, the community cloud gives organizations
arranged to address security issues with a adjust between cost, control, and particu-
lar necessities [31].

9.4.4 Community Cloubp

The community cloud is made for participation and offers shared framework to busi-
nesses with comparable requirements. Think about research institutions and colleges
trading apps and capacity. This strategy diminishes IT costs by pooling assets and
maybe avoids the overhead of numerous public cloud memberships. Depending on
their level of ability, the educators may select to handle things themselves or enter
into a contract with a cloud benefit supplier, who offers adaptability. There is a trade-
off, though. Indeed, if it’s less expensive, it’s crucial to require under consideration
any differences in security necessities over institutions and make beyond any doubt
that different frameworks within the community cloud work together [32].

9.5 SECURITY CHALLENGES IN CLOUD ENVIRONMENTS

Cloud security necessitates ongoing caution. Although cloud systems provide ben-
efits, there are a number of security dangers associated with them. Misconfigurations,
inadequate access control, and a lack of general system visibility are the most fre-
quent ones. Vulnerabilities can also be caused by unregulated cloud services, insider
attacks, data breaches, and insecure APIs. Lastly, material that is not encrypted is
susceptible to interception. Organizations may safeguard their cloud environment by
being aware of these typical dangers [4]. Globally, new technology suppliers and con-
sumers continue to struggle with security issues. The recent Cambridge Analytical
data breach, which revealed that over 86 million Facebook users’ personal informa-
tion had been improperly and unapproved utilized, is proof of certain security flaws in
most modern technology and LT. platforms. The use and dissemination of cloud com-
puting technology are being impeded by security concerns. This is because privacy
concerns are making a lot of consumers quickly lose faith in the cloud [33]. The secu-
rity risks associated with cloud computing might prevent consumers from reaping
the rewards of this innovative technology. Cloud dangers do not exclude users in the
educational sector. These dangers frequently come from the network mediums that
the client uses to access the cloud service as well as the cloud infrastructure itself [34].

According to studies, misconfigurations are the most common vulnerability in
cloud security. According to the NSA’s cloud security study, this is frequently caused
by development teams that don’t properly comprehend security best practices or don’t
do enough peer review. Serious repercussions may ensue, from unapproved access
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to total system failures. The research paper in reference [35] presents the findings of
a Delphi survey that focuses on the most significant concerns that businesses have
when deciding whether or not to utilize cloud computing. A Delphi panel compris-
ing 34 experts with varying domain backgrounds participated. Divided into three
subpanels, the panelists were I'T and cloud computing professionals who represented
a diverse range of clients, suppliers, and academics. Three steps made up the Delphi
process: ideation, refining, and rating. In the first step, the panelists selected 55 top-
ics of concern. These were then assessed, categorized, and arranged into 10 groups:
security, strategy, legal and ethical, IT governance, migration, culture, business,
availability, impact, and awareness. After ranking the top 18 issues in each subpanel,
a moderate intra-panel consensus was reached. The experts were also questioned 16
more times in order to gain a better grasp of the problems and the reasons for the
importance of some problems over others [35]. A substantial amount of research
on Google Scholar confirms that data leaks are still a top worry in cloud security.
Attackers use a variety of strategies, such as phishing and cloud storage flaws, to
obtain private data. In order to reduce the danger of data breaches, scholarly stud-
ies highlight the necessity of strong data encryption solutions, both in transit and at
rest [36]. Table 9.2 shows the list of cloud security vulnerabilities with its potential
impact and how data will be affected from cyber-attack and what kind of problem
may arise will be shown.

TABLE 9.2
List of Common Cloud Security Vulnerabilities with Descriptions and
Potential Impacts

Sr. No.  Vulnerability Description Potential Impact
1 Data breaches Attackers using flaws, phishing, or Sensitive data loss, financial
other techniques to take private data. ~ losses, reputational harm, and
legal ramifications [37].
2 Lack of Unencrypted data in transit or at rest, Data breaches, sensitive information
encryption which leaves it open to misuse and exposure, and noncompliance with
interception. regulations [38].
3 Shadow IT Improper usage of cloud services that Greater attack surface, possible
is not under the authority of the IT data breaches, and challenges
department and may not follow implementing security
security guidelines. regulations [39].
4 Misconfigurations Improper configuration of cloud Unauthorized access, data
resources, making them vulnerable breaches [40].
to hacking or broken down.
5 Poor access Users with too many rights, Enhanced danger of data breaches,
management insufficient MFA, or weak privilege escalation, and illegal
passwords giving them more access  access [41].
than they require to cloud resources.
6 Lack of visibility =~ Cloud activity is difficult to observe  Inadequate identification and

because of its opaque and
complicated structures.

handling of security risks [42].
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9.6 Al-Driven METHODS FOR ENHANCING CLOUD SECURITY

Al-driven risk detection tackles a significant development in cybersecurity by
addressing the ability of Al to support defense systems against more sophisticated
threats. Through the integration of intricate AI algorithms, computer-based intel-
ligence-driven systems adeptly analyze vast quantities of data on a regular basis,
swiftly identifying and mitigating possible cyber threats. This approach takes a pro-
active attitude and finds patterns, abnormalities, and irregularities in system logs,
network traffic, and user activities [43].

Cloud security is undergoing a revolution because of the Al, which provides pro-
active techniques for stopping, identifying, and handling cyberattacks. Al is particu-
larly good at sifting through large volumes of data to find trends and abnormalities
that human security measures might overlook. This enables Al to anticipate and
thwart a range of threats, including as phishing attempts, malware, DDoS assaults,
and zero-day vulnerabilities. Figure 9.3 shows observing user behavior and network
traffic patterns. Al may also detect insider threats and advanced persistent threats (APTs).

Malware
and
Ransomware

Zero-Day
Exploits and DDos
Emerging Attacks
Threats

Types
of
Threats

Phishing
Attacks

Data
Breaches
and
Exfiltration

FIGURE 9.3 Types of threat addressed by artificial intelligence.
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Moreover, Al can automatically mitigate the effects of security incidents by quar-
antining infected devices or screening hostile communications. Businesses can keep
ahead of the changing threat landscape and dramatically improve their cloud secu-
rity posture by utilizing Al [44].

9.7 THREAT PREVENTION USING Al

9.7.1 PREDICTIVE ANALYTICS FOR THREAT PREVENTION

Consider a security framework that effectively predicts dangers instead of just react-
ing to them. Predictive analytics are empowered by Al accurately. Through a careful
examination of past assault information and risk insights, Al can recognize designs
and uncover the strategies utilized by recognized risk actors. It may at that point
utilize this data to estimate upcoming assaults, empowering companies to require
preventative activity. Al is competent of assessing helplessness reports and prioritiz-
ing fixing agreeing to the possibility of an misuse. By doing this, the attack surface
is reduced and major vulnerabilities are addressed first. Al can recommend tighter
access limits for critical data and systems based on user behavior and historical
security breaches [45, 46].

9.7.2 REAL-TIME MONITORING AND ANOMALY DETECTION

Novel attacks can circumvent signature-based detection, a common feature of tra-
ditional security methods. Al, on the other hand, employs a different approach that
combines real-time monitoring with anomaly identification. Al monitors network
data, searching for anomalies that deviate from typical user behavior or patterns.
Unusual attempts to log in, questionable data transfers, or abrupt spikes in network
traffic might all be indicators of this. Like it can with network traffic, Al can also
monitor irregularities in user behavior. Unusual access times, attempts to access
data without permission, or a sudden increase in activity from a certain user account
might all be relevant variables [47]. Table 9.3 states the Al-based algorithms and
their applications used for preventing cyber threats, like malwares, phishing attacks,
on confidential data. The subset of Al will be used to prevent data from the Malware,
phishing attack, etc. social media threat will be detected using the NLP and different
type of Insider threat detection will be done through the UEBA.

9.8 THREAT DETECTION WITH Al

9.8.1 MACHINE LEARNING MODELS FOR IDENTIFYING MALICIOUS ACTIVITIES

Network intrusion detection systems, or NIDSs, have been developed. Their chal-
lenging mission is to gather data in order to create an intelligent NIDS that is
capable of accurately detecting both known and unknown assaults. This research
suggests an anomaly detection method for IICSs based on deep learning models
that may use data gathered from TCP/IP packets to train and validate in order to
overcome this difficulty. It consists of a series of training steps carried out with a
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TABLE 9.3
Examples of Al Algorithms Used in Threat Prevention with Their Specific
Applications

Sr. No  Algorithms Applications Description

1 Supervised Malware and It examines a large quantity of data in order to find patterns
machine phishing detection  linked to phishing attempts or known malware [48].
learning

2 Unsupervised Real-time network It examines network traffic patterns in order to identify
machine traffic monitoring  any unusual activity. finds abnormalities, such abrupt
learning traffic surges or strange data transfers, that might point to

a cyber-attack [49].

3 Natural Social media threat It examines postings on social media and online
language detection discussions to find threats, such planned assaults or
processing attempts to attract new members. aids in keeping

companies ahead of any internet dangers [50].

4 User and Insider threat It examines user behavior to spot oddities that could point
entity detection to a compromised account or malevolent intent. aids in
behavior preventing insider threats from contractors or employees
analytics [51].

deep feedforward neural network architecture and deep auto-encoder, assessed on
two popular network datasets: NSL-KDD and UNSW-NBI15. Figure 9.4 shows that
the ADS proposed deployment model, experimental findings outperform eight previ-
ously published strategies in terms of detection rate and false positive rate, this meth-
odology might be utilized in real IICS environments. Organizations may save a lot
of money by automating security activities and enhancing threat detection. Through
proactive threat identification and mitigation, firms may steer clear of the financial
consequences associated with data loss, downtime, and security breaches. Lower
operating expenses result from the decreased requirement for human intervention in
repeated processes [50-52].

Sniffing and [

i Preprocessing Detection Model
Monitoring Unit | Modcl

Alert System

FIGURE 9.4 Suggest ADS deployment structure.



156 Handbook of Al-Driven Threat Detection and Prevention

9.9 Al IN INCIDENT RESPONSE

A methodical strategy is necessary for digital forensics investigations to guaran-
tee that evidence is gathered and examined efficiently. Following ACPO rules, this
procedure consists of four main components. First, using best procedures, investiga-
tors acquire evidence at the site. The gathered data is then safely saved on portable
devices in the form of digital files or logs. After that, scientists examine the data
using clustering algorithms. In order to do this, fresh data must be found, compared
to the information already in existence, and then arranged for more study. Clustering
facilitates the discovery of latent relationships and patterns in the data. Ultimately,
researchers examine the clustering model’s output to comprehend the connections
among various data sets. This all-encompassing strategy guarantees the integrity of
the evidence and offers insightful information for developing a compelling case [53,
54]. Figure 9.5 shows the proposed model by the authors Hasan et.al which shows
the learning process of model. Table 9.4 shows the comparison of response times
and effectiveness before and after Al implementation. There are various challenges
will be faced by before implementation of Al in response times and effectiveness
like before manually work will be done after implementing Al it suggest that auto-
mation system in response times. alert also examine by manually now seems to be
automated. And fast detection will be done.

9.10 Al APPLICATIONS IN DIFFERENT CLOUD
DEPLOYMENT MODELS

An examination of over 500 academic publications on proactive cloud and predic-
tive technologies scheduling of resources. Next, because the first critical step in
developing a prediction model is identifying relevant and comprehensive datasets,
we offer some statistics on the most popular cloud datasets that were found through
this investigation. In the event that no comprehensive datasets are available, we once
more offer a few often used cloud benchmarks for workload trace development. It
is crucial to define a prediction model’s determining objective since doing so leads

- 3| Crime Scene Database

) Find similar patterns in
Possible Approach <«

clustered dataset

v

Learning Process

FIGURE 9.5 Al in incident response.
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TABLE 9.4

Comparison of Response Times and Effectiveness Before and after Al

Implementation

Sr. No. Feature Before Al Implementation After Al Implementation

1 Response time The process of manually Real-time data analysis using Al makes it
analyzing warnings and possible to identify and rank dangers
occurrences may be laborious more quickly. Quicker reaction times save
and slow. An excessive number  downtime and possible harm [55].
of notifications may be too
much for security professionals
to handle at once.

2 Workload Security staff are overburdened by ~ Routine chores are automated by Al,
the manual examination of every ~ freeing up security staff for important
alert, routine duties take up time occurrences [56].
that might be used for preventive
security measures. Excessive
stress can result in burnout and
mistakes made by people.

3 Threat Imitated capacity to foresee To forecast possible attack vectors, we may

prediction upcoming assaults; depends on  examine past data and threat information.
security knowledge and past This allows us to spot trends and warning
data analysis signs of new dangers [57].

4 Scalability Human resources restricted by Al is scalable to manage high data and
team composition and alert volumes. It allows for a successful
experience, challenges in reaction even in the face of intricate or
growing response operations in  pervasive threats [58].
the event of large-scale assaults.

5 Compliance Upholding security rules may be By automating data analysis and reporting,

difficult and time-consuming.

Al can aid with compliance, guarantees
accurate and timely reporting of security
issues [59].

to crucial scheduling decisions. Figure 9.6 shows a percentage classification of the
cloud systems’ most anticipated elements [60].
The data center lab discussed in [59] have tested a hybrid Al application. In this

case, a customer can choose to effectively move sensitive data into a cloud provider’s
proprietary large language model (LLM) by using data lakes in addition to using
their data center for safely handling sensitive data. The cloud-based LLM’s seam-
less interaction with the client’s data enables modifications, improving the system’s
capacity to produce results that are more pertinent and accurate. The LLM can be
reintegrated into the on-premise data center when it has been adjusted to match the
client’s demands. With this usage, utilizing Al for exercises like automated decision-
making, predictive analysis, and content generation is made less complex. It does this
whereas securing the protection of information and utilizing the complete potential
and versatility of cloud Al technology. The upgraded adaptability and capabilities of
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FIGURE 9.6 Cloud presented element categorization as a percentage.

cloud-based Al arrangements are combined with the security and control that come
with on-premise foundation in this hybrid architecture. By utilizing the benefits of
both on-premise and cloud innovations, businesses may effectively consolidate Al
through the utilization of this strategy. By finding an adjustment between encourag-
ing innovation and maintaining data integrity, businesses can stay competitive in the
rapidly changing computerized scene of current [57]. Figure 9.7 explores the hybrid
Al usage and propriety of LLM.

9.11 CHALLENGES AND FUTURE DIRECTIONS AND TRENDS

Although there are still certain obstacles to be solved, Al has the potential to com-
pletely transform cloud security. Since AI models need to be trained on enormous
amounts of data, data privacy may provide a significant obstacle. Ensuring the con-
fidentiality and security of sensitive data is essential for user confidence and compli-
ance. Moreover, the decision-making forms of AI models may become dark since
to their complexity. It is pivotal to comprehend how Al recognizes and handles
dangers in security situations. Moreover, unfriendly actors may utilize Al through
adversarial assaults, tricking it with wrong information to set up wrong cautions or
ignore genuine dangers. Al and cloud security have shinning futures ahead of them.
Contributing in Al-powered arrangements and receiving these patterns may help
enterprises make a cloud environment that’s more economical, reliable, and secure.
This cooperative strategy, in which Al and humans collaborate, enables firms to
remain ahead of the constantly changing panorama of cyber threats. Utilizing AI’s
capacity is now essential for guaranteeing the security and prosperity of businesses
in the digital era, as cloud use keeps rising. A trained staff with knowledge of both
security and Al is also essential to the success of Al security solutions [61].
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FIGURE 9.7 Hybrid Al usage.

It is anticipated that humans and AI will work together more often. While humans
will still be in charge of making final decisions and providing oversight, Al will
undertake the labor-intensive task of danger identification and analysis. There will
be an emphasis on developing “Explainable AI” models that are more transparent
so that security experts can understand the AI’s logic. Improving cloud security
solutions will need federated learning, a method for training Al models on decen-
tralized datasets without sacrificing privacy. Al-powered security automation will
automate monotonous processes like incident response, vulnerability scanning, and
log analysis, freeing up human time for strategic work. Lastly, massive security
data streams will be continually analyzed by Al, allowing for the anticipation and
defense against cyberattacks [62]. Data privacy presents one of the main security
problems for AI. Extensive data is needed for Al models to be trained effectively.
Federated Learning provides an answer. With the use of this method, dispersed data-
sets from many places may be used to train Al models without compromising data
privacy. Without explicitly sharing the data, each network member trains the model
using their own local data. This collaborative approach promotes the development
of more resilient Al security solutions for the cloud while adhering to data privacy
laws [61]. The increasing reliance on cloud computing for apps, processing power,
and storage necessitates a solid security posture. Traditional security measures are
often insufficient due to the sophistication and ongoing evolution of cyber threats.
Usually where cloud security-revolutionizing Al comes into its own as a powerful



160 Handbook of Al-Driven Threat Detection and Prevention

companion. Cloud frameworks may be upgraded for more prominent security and
flexibility inside businesses by joining Al and human abilities [4].

AT and cloud security have a bright future ahead of them, with numerous impor-
tant trends and directions already apparent. An significant development is the grow-
ing use of Al to predictive threat intelligence, which helps businesses detect and
mitigate security issues before they manifest. Since it takes less time and effort to
handle security concerns, Al-driven incident response process automation is also
becoming more and more popular. Cyberattack damage may be reduced and recov-
ery periods shortened via automation. Furthermore, by providing immutable records
of transactions and events, combining Al with cutting-edge technologies like block-
chain may improve cloud security frameworks and boost security. The creation of
explainable Al (XAI), which seeks to make Al models more transparent and under-
standable so that security experts can understand them [63].

In the future, Al and cloud security could enhance regulatory compliance.
Automating data classification and maintaining clear audit trails, Al can speed up
compliance processes, ensuring that companies meet their regulatory obligations
while reducing the burden on compliance staff.

Security automation driven by Al is another fascinating development. Al will
automate repetitive processes that need a large number of human resources, such
incident response, vulnerability scanning, and log analysis. Security experts may
now devote more of their important time to more strategic tasks like threat hunt-
ing and security planning. Al is capable of real-time analysis of enormous volumes
of security data from many sources, such as system logs, network traffic, and user
activity. This makes it possible to find minute irregularities that more conventional
security technologies would overlook. Al drastically cuts down on the time required
to detect and address threats by automating the first detection and analysis stage.
This minimizes downtime and harm [64].

9.12 CONCLUSION

Nowadays, strong security measures are required due to the growing dependence on
cloud services. The integration of Al into cloud security is a revolutionary develop-
ment in the protection of digital infrastructures. In order to combat the constantly
changing world of cyber threats, comprehensive security standards are crucial as
enterprises depend more and more on cloud services for computing, storage, and
applications. The basic ideas of cloud computing have been covered in this chapter,
along with a discussion of the several security concerns that can occur in cloud
systems. It has been shown through an investigation of Al-driven tactics how these
cutting-edge technologies may greatly improve cloud security postures, including
attack prevention, detection, and response methods. This chapter looked at the rela-
tionship th